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Preface

Health emergency preparedness, resilience and response (EPRR) is a rich and 
varied field. Any major incident or emergency is likely to have some impact 
on the health of those involved in the response or affected by the incident 
itself. Individuals from all manner of organizations and backgrounds across 
the public, private and voluntary sector are increasingly becoming involved 
in this work.

We originally conceived the idea for this book following the 2009/10 in-
fluenza pandemic. However there have been many delays and restructures 
to its format because many of the contributing authors have been involved, 
in one way or another, in responding to a number of subsequent major in-
cidents in the UK and overseas. These have included events like terrorist 
attacks, transport incidents, wide-scale flooding and the Ebola outbreak in 
West Africa that started in 2014 (the biggest infectious disease outbreak since 
the influenza pandemic).

This book covers a range of aspects when planning for health emergen-
cies and is illustrated throughout with a number of real-life case studies. We 
have drawn on our rich network of colleagues and friends from across the 
world to contribute to this and are very grateful to them for their support and 
patience through this project. The style of the chapters ranges from academic 
to conversational, as well as reflecting local language, terms and descriptors. 
This represents the background and experiences of the authors, and we feel 
this adds to the colour of the book. The book is prepared so that chapters can 
be read in isolation and without reading in any particular order.

We hope you find this a helpful addition to the health EPRR literature.

Chloe Sellwood and Andy Wapling
June 2016
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1.1 Introduction

Incidents and emergencies, by their nature, can occur at any time and in any 
place. Man-made, accidental or naturally occurring, these can pose signifi-
cant threats to the health of the population. From earthquakes to terrorism 
there is a responsibility for communities to have arrangements in place to 
preserve life, prevent deterioration and promote recovery.

Some of the first questions to consider with regard to emergency pre-
paredness, resilience and response (EPRR) in the health sector is ‘why do we 
need to plan?’ and ‘why can’t we just use existing systems and processes?’ This 
book attempts to answer these questions through the subsequent chapters.

Preparing for unique, rare or extreme events results in many benefits 
to those affected by the emergency, to the responders and to the effective 
running of organizations. It is important that the response to any major in-
cident is through a structured and coordinated framework within which 

1  Introduction: Why Do We Need 
to Prepare?

C. Sellwood1 and a. wapling2

1National Lead Pandemic Influenza, NHS England, London, UK; and Honorary 
Associate Professor, Health Emergency Preparedness, Resilience and Response, 
University of Nottingham, Nottingham, UK 
2Regional Head of Emergency Preparedness, Resilience and Response, NHS 
England (South), UK

Key Questions 

 • What is the key underpinning legislation for emergency preparedness, resilience and response 
(EPRR) in the UK?

 • What are the main categories of major incidents and emergencies?
 • Who benefits from EPRR processes being embedded in health organizations?
 • What could be the repercussions of health organizations not undertaking or engaging in 

emergency preparedness activity?
 • What is the Sendai Framework and why is it relevant to health emergency preparedness?
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 responders can operate safely and effectively. This is most effective when it 
reflects existing systems as new processes at the time of an incident response 
could result in unnecessary suffering and potentially lives being lost. Staff 
would also face unnecessary stress and resources could be wasted as people 
and organizations try to respond in an uncoordinated or haphazard manner. 
This chapter discusses some of the benefits of planning, as well as why we 
prepare for emergencies.

1.2 Legislative Setting

The UK Civil Contingencies Act (2004) defines an emergency as:

an event or situation which threatens serious damage to human welfare in 
a place in the UK, the environment of a place in the UK, or war or terrorism 
which threatens serious damage to the security of the UK.

The Cabinet Office National Risk Register currently identifies a number of 
threats and hazards to the UK, as illustrated in Fig. 1.1.

The terminology used to describe such events is varied and includes 
‘emergencies’, ‘major incidents’ and ‘civil emergency’, among others. Equally, 
they can range in size and impact from something affecting a village or town 
(such as localized flooding), to something affecting a discrete population 
(such as a major transport incident or release of a chemical), to something 
affecting whole countries or even the world (such as an outbreak of an infec-
tious disease like Ebola or pandemic influenza).

Rightfully health organizations are involved in planning for and re-
sponding to more and more scenarios – both health-specific events as well 
as the health impacts of other emergencies. These include big-bang events 
such as explosions, cloud-on-the-horizon events such as the plume from a 
volcanic eruption, and rising-tide events such as pandemics (Table 1.1).

The Civil Contingencies Act (2004) places statutory duties on many or-
ganizations in the UK to prepare for and respond to major incidents and 
emergencies. This was passed into law following a number of major inci-
dents in the UK and overseas. The incidents ranged in size, location and 
cause, but all affected people and communities. Many of the reviews of these 
incidents identified common areas for improvement such as better joint 
working between responding organizations, better capabilities and equip-
ment, and better communication processes.

1.3 Health Service and Systems Preparedness

To paraphrase one of the authors of a later chapter in this book: there are no 
health emergencies; all emergencies have health aspects. It is increasingly 
important that health organizations across the breadth of providers and com-
missioners, in public, private and voluntary sectors, undertake and engage 
in EPRR activities.
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Many organizations in the UK have a legal or statutory obligation to 
prepare for and respond to major incidents. In addition, it is good practice 
for all primary, secondary and tertiary health care providers to undertake 
business continuity management (BCM) processes and to engage with their 
local communities and partner organizations to ensure they can continue to 
deliver services during a disruption, or respond to the external challenges of 
a major incident.

Guidance in the UK for the NHS on EPRR has been led by NHS England 
since 2013. An overarching framework and annual assurance process, with 
periodic specialist subject deep-dive assessments, is helping to ensure that 
EPRR activity is embedded within organizations and accorded due attention 
and status (https://www.england.nhs.uk/ourwork/eprr/gf/).

In many incident scenarios, health organizations can face a double chal-
lenge of both responding to the incident (e.g. treating increased numbers of 
patients with broken hips or hypothermia during extended periods of severe 
cold weather) as well as facing the complication of reduced staffing (e.g. due 
to transport disruption caused by heavy snowfall).

Additionally, health care settings themselves can become the scene of a 
major incident – such as a fire or flood – which means that the responders 
themselves equally become entangled in the incident as ‘victims’. In 2008/09 
London experienced five hospital fires across the capital that required the 
evacuation of part or all of the building.

These events proved that with good teamwork, leadership and plan-
ning, a safe and successful evacuation of a health care facility is achievable. 
London’s experiences during 2008/09 demonstrate the critical importance of 
being prepared for all emergencies.

Table 1.1. Types of major incidents and emergencies.

Type Example

Big bang An explosion or major transport incident

Cloud on  
the horizon

A significant chemical or nuclear release developing elsewhere and 
needing preparatory action

Rising tide Epidemic or pandemic of infectious disease, or a capacity/staffing crisis 
(e.g. industrial action)

Headline news Public or media alarm about an actual or impending situation  
(e.g. the MMR (measles, mumps, rubella) vaccine issues)

Internal incidents Utility or equipment failure, fire, hospital-acquired infections, violent 
crime

CBRN(e) Deliberate (criminal intent) release of chemical, biological, radioactive 
or nuclear materials or explosive device

HAZMAT Incident involving hazardous materials (typically non-malicious)

Mass casualties/ 
fatalities

Incident resulting in significant numbers of casualties or fatalities that 
would potentially overwhelm the capacity of a single organization  
to cope

https://www.england.nhs.uk/ourwork/eprr/gf/
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1.4 Planning in Partnership

We live in an increasingly complex and intertwined society. It is rare that a 
single, individual organization will be able to respond effectively in isolation 
to a major incident. There is increasing scrutiny by the public and politicians 
through instant 24/7 media access. The benefits of getting preparedness 
and response right are clearly that lives are saved and normality is restored 
promptly. However, if we get it wrong, reputations can be ruined, trust lost 
and the financial consequences can be severe.

For some organizations the greatest risk could be the loss of reputation 
or confidence, which is just as important for health care organizations as it is 
for finance and retail businesses. For the health service, this could be the risk 
of failure to provide emergency and life-saving services. EPRR and business 
continuity processes (Chapter 10, this volume) will help to identify reputa-
tional risks if an organization fails to respond to a major incident.

1.5 The Benefits of Planning

There are clear benefits to responders and the public in organizations and 
individuals having prepared for a range of possible scenarios. In all cases 
the patient must be at the centre of planning and response arrangements and 
due consideration must be given to the health and safety of responders.

Failure to plan in advance could mean that lives are unnecessarily 
lost or negatively impacted. This could be people immediately injured 
in an incident such as a major transport collision, those involved in the 
response who could be exposed to a dangerous substance (e.g. when re-
sponding to a chemical, biological, radiation or nuclear (CBRN) incident) 
or through psychosocial trauma some weeks, months or years after an 
incident.

From an organizational perspective, businesses could be damaged 
through loss of reputational status, loss of business or legal action. These 
are all increasingly real concerns and have occurred to a number of health 
care organizations in a range of incidents both within and outside the field 
of EPRR.

It is essential that the process of preparing to respond to major incidents is 
embedded in organizational structures, is regularly reviewed and considers 
all possibilities. One criticism that has been laid at the field of emergency 
preparedness is that of ‘preparing to respond to the previous disaster’. Thus 
horizon scanning is an essential component of any robust EPRR strategy.

Many lessons have been identified from the response to the outbreak 
of Ebola virus that started in West Africa in 2014. It is important that these 
lessons are learned and applied in response to future outbreaks of Ebola 
or Ebola-like pathogens; however, it is equally important that planning for 
emerging infectious diseases continues to consider a range of pathogens, vec-
tors and clinical presentations. While it is certain that another pathogen (be 
it a virus, bacterium or other agent) will emerge from an unknown reservoir 
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at an unknown time in an unknown location into human populations, there 
is no certainty around how it will spread, who might be susceptible, how the 
disease will manifest and what treatment will be required. Plans must there-
fore remain flexible to respond to a range of circumstances.

1.6 The Global Setting

The Sendai Framework for Disaster Risk Reduction 2015–30 (Sendai 
Framework) is being delivered by the United Nations Office for Disaster Risk 
Reduction (UNISDR) following endorsement by the UN General Assembly 
and adoption by UN Member States in March 2015. It is a 15-year, voluntary 
and non-binding agreement which, while recognizing that the Member State 
has the primary role to reduce disaster risk, identifies that the responsibility 
for disaster risk reduction in preparedness and response should be shared 
with other stakeholders. This is a key principle which is reflected throughout 
the chapters in this book.

The Sendai Framework has seven targets and four priorities (Table 1.2) 
towards preventing new risks and reducing existing risks. This overall aim 
has been summarized as:

the substantial reduction of disaster risk and losses in lives, livelihoods and 
health and in the economic, physical, social, cultural and environmental 
assets of persons, businesses, communities and countries.

The Framework includes specific references to health impacts, such as 
mortality, morbidity, population displacement and economic repercussions. 
There are focused sections considering health infrastructure, health innov-
ation and technology, health system resilience, disaster risk management for 
health, access to health care services, life-threatening and chronic diseases, 
metal health and stockpiling. Many of these elements are discussed in more 
detail throughout this book, particularly through the scenarios and case 
studies.

1.7 The Rest of this Book

This book includes contributions from many different authors with different 
backgrounds from across the world, across sectors and across experiences. 
Included are experienced practitioners in health EPRR, BCM and communica-
tions. They come from the public, private and voluntary sectors, academia and 
the military. There are a number of leading global experts in subjects such as 
infectious diseases and CBRN threats, and experienced academics in the fields 
of interagency interoperability and psychosocial support. This is reflected in 
the varied style of the chapters, and a conscious decision not to consistently 
use formal referencing has resulted in an accessible narrative for readers of all 
levels of experience, which is supported with suggested further reading that 
the authors have identified to add further context and detail to their chapters.
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Table 1.2. The Sendai Framework targets and priorities.

Global targets Priorities

1. Substantially reduce global disaster  
mortality by 2030, aiming to lower the  
average per 100,000 global mortality rate  
in the decade 2020–2030 compared with  
the period 2005–2015
2. Substantially reduce the number of 
affected people globally by 2030, aiming to 
lower the average global figure per 100,000  
in the decade 2020–2030 compared with  
the period 2005–2015
3. Reduce direct disaster economic loss  
in relation to global gross domestic product 
(GDP) by 2030
4. Substantially reduce disaster damage to 
critical infrastructure and disruption of basic 
services, among them health and educational 
facilities, including through developing their 
resilience by 2030
5. Substantially increase the number of 
countries with national and local disaster risk 
reduction strategies by 2020
6. Substantially enhance international 
cooperation to developing countries 
through adequate and sustainable support 
to complement their national actions for 
implementation of this Framework by 2030
7. Substantially increase the availability of 
and access to multi-hazard early warning 
systems and disaster risk information and 
assessments to the people by 2030

Priority 1. Understanding disaster risk. 
Disaster risk management should be based 
on an understanding of disaster risk in all 
its dimensions of vulnerability, capacity, 
exposure of persons and assets, hazard 
characteristics and the environment. Such 
knowledge can be used for risk assessment, 
prevention, mitigation, preparedness and 
response

Priority 2. Strengthening disaster risk 
governance to manage disaster risk. Disaster 
risk governance at the national, regional and 
global levels is very important for prevention, 
mitigation, preparedness, response, recovery 
and rehabilitation. It fosters collaboration and 
partnership

Priority 3. Investing in disaster risk reduction 
for resilience. Public and private investment 
in disaster risk prevention and reduction 
through structural and non-structural 
measures is essential to enhance the 
economic, social, health and cultural 
resilience of persons, communities, countries 
and their assets, as well as the environment

Priority 4. Enhancing disaster preparedness for 
effective response and to ‘Build Back Better’ 
in recovery, rehabilitation and reconstruction. 
The growth of disaster risk means there is 
a need to strengthen disaster preparedness 
for response, take action in anticipation of 
events, and ensure capacities are in place 
for effective response and recovery at all 
levels. The recovery, rehabilitation and 
reconstruction phase is a critical opportunity 
to build back better, including through 
integrating disaster risk reduction into 
development measures

The following chapters include:

 • a summary of the planning process;
 • a discussion on the process of risk assessment;
 • how to write a plan;
 • the benefits of planning and responding in partnership with other organ-

izations;
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 • aspects of command and control;
 • the key communications elements of planning for and responding to 

emergencies;
 • dealing with the personal impact of emergencies on patients and staff 

through psychosocial support;
 • the relevance of BCM;
 • the importance of training, testing and exercising response arrange-

ments; and
 • post-incident follow-up.

These technical aspects are then further elaborated on and illustrated 
through a series of case studies describing the preparedness for and response 
to:

 • mass casualty events;
 • infectious disease outbreaks, epidemics and pandemics;
 • CBRN events;
 • the role of the military in response; and
 • particular challenges relevant to earthquakes.

This book does not attempt to provide a detailed ‘how to’ guide to health 
emergency planning and response; instead it aims to provide a series of 
 informative descriptions of key elements that are underpinned by real-life 
examples. The wealth of experience from the authors is easy to see when 
reading the chapters and while some terms may not all be instantly familiar 
to all readers, the principles can easily be adopted, adapted and applied.

Key Answers 

 • The Civil Contingencies Act 2004 is the key piece of legislation underpinning EPRR  guidance 
in the UK.

 • The main types of major incident are labelled as: big bang, cloud on the horizon, rising tide, 
headline news, internal incidents, CBRN(e), HAZMAT and mass casualty/fatality.

 • Everyone benefits from health organizations having embedded EPRR processes; this  includes 
staff, partners, patients, members of the wider public and the organization itself.

 • If health organizations do not engage in EPRR activities, lives could be unnecessarily lost or 
damaged, the reputation and trust in organizations could be lost, or individuals could be 
found criminally liable for not meeting statutory obligations.

 • The Sendai Framework is a 15-year agreement which identifies that the responsibility for 
disaster risk reduction in preparedness and response is a partnership responsibility; it 
 specifically describes a number of issues relevant to health care settings.
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2.1 Introduction

One of the greatest benefits of the emergency planning process is not 
 necessarily the plan that is delivered at the end, but the actual process of 
 developing the plan. Additionally, this often helpfully identifies who to 
speak to, how to communicate with them and, perversely, what NOT to do, 
all of which are essential aspects of responding promptly, appropriately and 
safely to a major incident. This chapter, which is based on a wider discussion 
on emergency preparedness and business continuity in Pandemic Influenza, 
2nd edn (J. Van-Tam and C. Sellwood (eds) 2013), discusses the planning pro-
cess, using the integrated emergency management model as a basis.

2.2 Response Planning

While there are a few different planning models available, all incorporate 
some common key principles. These include the need for risk-based plan-
ning and proportionality; integration with existing systems, processes and 
partner organizations; and a means to verify the plan.

2  The Planning Process

C. Sellwood1 and a. wapling2

1National Lead Pandemic Influenza, NHS England, London, UK; and Honorary 
Associate Professor, Health Emergency Preparedness, Resilience and 
Response, University of Nottingham, Nottingham, UK 
2Regional Head of Emergency Preparedness, Resilience and Response, NHS 
England (South), UK

Key Questions 

 • What is the process that should be adopted to undertake effective emergency preparedness?
 • What are the stages that can be followed within this process?
 • How often should the process be revisited?
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One of the most effective planning models is that advocated by the 
UK Cabinet Office, which, in line with the concept of integrated emer-
gency management, provides a continual cycle of planning, review and 
revision. Good practice emergency planning follows a continual eight-
point emergency preparedness cycle, which is repeated at intervals. There 
is one addition that is often made to this model and that is an initial action 
to ‘assess’. It is important to fully understand the scientific and technical 
information about the scenario before a specific risk assessment can be 
undertaken (Fig. 2.1). The following sections discuss each of these elem-
ents in more detail.

2.2.1 Assessing the scenario

In order to accurately assess the risk and impact of any scenario, good base-
line knowledge of the situation is required. Without this, the impact could be 
under- or over-assessed and consequently the response would be insufficient 
or an overreaction.

Assess

Risk
assessment

Set the work
programme

Write a plan

Finalize and
sign off

Circulate
plan with
partners

Train staff

Validate with
an exercise

Embed 
learning in

plan

Fig. 2.1. The emergency planning cycle.
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Planners don’t need to be an expert in every scenario but a good basic 
understanding of the impact that each scenario could have is important. 
This is especially true with some of the newly recognized threats and haz-
ards (Box 2.1), such as marauding terrorist attacks, space weather and 
emerging infections such as Ebola (Chapter 14, this volume).

Early risk assessments of Ebola during late 2014 and early 2015 were 
not always based on scientific fact. There was misunderstanding by people 
at all levels (from patient-facing staff right through to senior governments) 
about basic aspects of the virus and illness, which consequently re-
sulted in inappropriate risk assessments. For example, there was a preva-
lent misunderstanding by many that the virus was airborne and as such as 
easy to catch as influenza; whereas in actuality it is spread through close 
contact with bodily fluids. Until this misconception was recognized and 
addressed, many of the developing plans were inappropriate and did not 
accurately reflect the true scenario. Understanding how a virus is spread 
will affect delivery of interventions such as treatment and vaccines, while 
an understanding of the likely clinical presentations will affect which part 
of the health service might experience the biggest impact and so can facili-
tate directed planning.

The scientific evidence base around hazards and threats is always 
evolving and developing, and as such the aspect of ‘assessing’ the risk should 
be revisited on a regular basis.

2.2.2 Risk assessment

Risk assessment is covered in much greater detail in Chapter 3; however, 
in summary, assessing the risk of a potential hazard or threat is essential to 
robust emergency preparedness and response. Risk assessment needs to be 
based on an understanding of the scenario and should be both proactive and 
reactive, systematic and dynamic.

At its most basic, risk assessment is the process of assessing the impact 
of a specific scenario on the health of a population against the likelihood of it 
occurring. For example, a meteor hitting the earth will have a huge impact on 
health, but the likelihood is very slim. Conversely, the impact of the common 
cold on population heath is minimal but the likelihood is substantial.

Box 2.1. Hazard versus threat

 • Hazard: Accidental or naturally occurring (i.e. non-malicious) event or situation with the 
potential to cause death or physical or psychological harm, damage or losses to property, 
and/or disruption to the environment and/or to economic, social and political structures.

 • Threat: Intent and capacity to cause loss of life or create adverse consequences to human 
welfare (including property and the supply of essential services and commodities), the 
environment or security.
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2.2.3 Establishing and delivering the plan through a work programme

A good understanding of the scenarios and a comprehensive risk assessment 
will give rise to the priority order for addressing the challenges. Thus the greatest 
risks should be given the most urgent attention and lower risks addressed in 
slower time. For example, the risk of staff unavailability during a pandemic 
might be assessed as higher than the risk of running out of non- pharmaceutical 
countermeasures and so should have more attention directed to it.

However, planning should not be a linear process and it may be neces-
sary to have a number of projects underway in parallel; indeed, this will 
be the best way to approach interrelated risks. Additionally, it is important 
that work plans are flexible and enable reassessment and reprioritization 
of different work streams. Health emergency, preparedness and response is 
rarely a static field.

New hazards or threats may be identified (e.g. space weather is some-
thing that is becoming increasingly recognized) which redirect attention from 
established programmes of work that perhaps are perceived as less attractive, 
interesting or exciting. However, it is essential that something which is topical 
but perhaps unlikely to have a major impact (or of a low likelihood of oc-
currence) does not adversely distract resources from established programmes 
that are planning for scenarios of greater likelihood or greater impact.

Pandemic preparedness is perhaps one area that suffers from this. In the 
UK it is top of the national risk register for both impact and likelihood; how-
ever, planning and preparedness for a future pandemic is often derailed by 
attention being redirected to ‘hot topics’ such as the Ebola outbreak in West 
Africa or the continuing situation with Middle East respiratory syndrome 
corona virus (MERS-CoV) in Saudi Arabia.

It is therefore important that a comprehensive and realistic programme 
of planning activity is developed using the information gained from the 
 assess and risk assessment processes. This programme can helpfully be shared 
with and agreed in association with partner organizations; planning together 
will make responding easier and more productive (Chapters 3 and 5, this 
volume).

2.2.4 Writing a plan

Once a full and comprehensive work programme is in place, it is possible to 
start developing the plan itself. The end product must be accessible to any 
reader and easy to use in a real response, without the need for the author 
to stand alongside and explain elements. It is important to recognize from 
the outset that very few responders will be interested in the depth of scien-
tific and background knowledge that the author has gleaned through the as-
sessment and risk assessment processes. Even when staff outside the field of 
health emergency preparedness, resilience and response (EPRR) are actively 
engaged in the process, few are likely to read the end product from cover to 
cover in advance of needing it in a response.
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The strength of a good plan is that it is structured, succinct, brief, easy to 
navigate, and provides sufficient operational information to be workable in 
the event that it is deployed. Additionally, it is important not to ‘over plan’ 
or structure the response too tightly. It is impossible to accurately predict the 
exact course of events for each emergency, therefore plans must be flexible 
and adaptable. They need to provide sufficient detail to inform the response, 
but not prescript a response such that it then doesn’t fit the emergency. A lack 
of flexibility within a plan could mean that responders feel constrained or 
that they start to improvise a response, abandoning aspects that are relevant 
and appropriate. Practically, one useful solution to address this is through 
the development of ‘frameworks’.

There should be enough background so that the responders have suf-
ficient information to make informed decisions. It should include a com-
mand and control framework to manage the response, and a sufficient 
amount of operational options that the responders can choose which to use 
depending on the incident and the issues it presents. This is discussed more 
in Chapter 4.

2.2.5 Senior engagement and sign-off

Emergency preparedness and response is a statutory obligation for the ma-
jority of large health care providers in the UK, but regardless of this it is 
clearly sensible for organizations to be prepared to respond to a major in-
cident, surge in demand or increase in patients, or disruption to service 
delivery. In support of this, NHS organizations all have an Accountable 
Emergency Officer (AEO) who is the board-level champion for EPRR. Senior 
sign-off at board level or equivalent is an important way of demonstrating 
organizational ownership of the plan. Plans must be owned by organizations 
and their senior officials, not just the emergency planner or plan writer.

2.2.6 Partnership engagement

Many major incidents and emergencies require a multi-agency response. 
This is obvious for something such as extreme weather where there is disrup-
tion to transport services, interruption to power supply or displaced persons, 
where local authorities, emergency services and the voluntary sector (as well 
as transport and utilities providers) may all be involved with the same indi-
viduals affected by the incident.

Even scenarios that are often thought of as purely health emergencies – 
such as an outbreak of infectious disease – will often see other agencies being 
impacted by the event or getting involved in the response. For example, in 
the event of an influenza pandemic, no one organization would be able to 
respond to a pandemic in isolation. The impact could be far reaching into all 
communities and in turn require a response from a number of community- 
facing organizations.
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Plans should be shared so that all partners know what each other is plan-
ning to do and when, so as to inform their own response. Gaps and areas 
of potential conflict can also then be identified quickly and addressed. This 
could be taken a step further through the development of joint interagency 
plans (Chapters 5 and 6, this volume).

2.2.7 Staff training

Training people to respond to incidents and emergencies is of fundamental 
importance. Some organizations (or departments within organizations) are 
geared to responding to routine, everyday challenges by following usual 
business practices – such as ambulance services or emergency departments. 
However, very few people or organizations will regularly respond to major 
incidents.

In some settings there can be an expectation that individuals and organ-
izations will just be able to respond to a challenging event. However, this 
demands practice and if staff are to respond effectively to an emergency they 
require the knowledge, tools and skills to do so.

Once the plan is complete a training needs analysis (TNA) should be 
undertaken to ensure that all relevant staff have the skills and abilities 
to undertake their role in an emergency. It would be negligent to place 
people in a position that they were not trained for, not just to that member 
of staff but to the communities that they serve. From the health perspec-
tive, this isn’t just around clinical skills, but also elements of leadership 
and media training.

Training must be regular, routine and ongoing, to ensure skills are 
maintained. Not only do staff change jobs and organizations, but if 
the skills are not used on a regular basis then they are soon forgotten. 
Therefore, an accurate list of who has had what training and when must 
be kept and a cycle of regular updates must form part of the training 
strategy. It is also sensible to maintain the ability to rapidly roll out add-
itional emergency response training if such skills are required. There is 
more information about training in Chapter 11.

2.2.8 Exercising the plan for validation

Every plan should be validated through a formal test or exercise before it is 
deemed fit for purpose and signed off. Without this, a plan would not stand 
up to any formal scrutiny, such as a public enquiry, following activation in 
an emergency response. One of the most effective ways to validate a plan is 
through an exercise. This also provides the ability to test concepts, strategies 
and solutions in a safe environment and to make mistakes, without partici-
pants feeling scrutinized or threatened.
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Exercises help staff and organizations walk through plans and identify 
any issues that require solutions. These useful activities help identify all 
the little things that are not thought about in the planning stage, but that 
come to light when the system is tested. Exercises need to be held regularly 
so that plans are up to date and relevant to the organization. Exercises are 
discussed in more detail in Chapter 11.

2.2.9 Ensuring learning is incorporated into plan revisions

Before restarting the whole cycle of preparedness, it is important to embed 
learning from issues identified in exercises or real-life activation back into 
the plan to inform practice. Following significant incidents and any subse-
quent review or legal processes, organizations are often asked if lessons iden-
tified in exercises informed the plan and response. Many organizations have 
been found wanting when the lessons have not been embedded into their 
plan and thus their response; and legal processes have in turn ruled these to 
be forms of corporate negligence.

2.3 Summary

It is important that emergency response plans are based on a sound 
understanding of the most up-to-date evidence base, accurately reflect a 
realistic risk assessment, have senior-level support within organizations, 
and are tested and exercised with staff who are appropriately trained to 
respond.

Perhaps the most effective plans are those based on business-as-usual 
processes that are flexible and can be adapted to a rapidly evolving situation 
or to an unexpected incident.

Emergency preparedness is a continual process, and is much more than 
just writing a plan and leaving it on a shelf. It is important that plans are regu-
larly revisited and kept current. Knowledge of a hazard or threat will change 
as we learn more or as new risks are identified. Additionally, organizations 
change, people change and indeed populations change. An out-of-date plan is 
perhaps a greater risk than not having a plan.

Robust and embedded emergency preparedness arrangements are essen-
tial components of an organization’s ability to respond to a range of challenges 
from flooded premises, industrial action and loss of IT networks, through to 
global incidents such as a pandemic or terrorist attacks. Through thoroughly 
understanding the threat or hazard and undertaking the process of reviewing 
and writing plans, coupled with training, testing and exercising, organizations 
are able to respond to the best of their ability, with the best possible outcome 
for their population, partners and other stakeholders.
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Key Answers 

 • Responding to emergencies requires structure and process in order that it is effective to those 
caught up in the emergency and supportive to those enacting and delivering the response. 
This also applies to the preparedness process. A good and effective process provides a frame-
work for planners to follow so as to ensure the best possible response when it is required.

 • The emergency planning cycle is a framework that should be applied in order to support the 
emergency planner in delivering effective arrangements. This cycle includes assessing the 
 science and evidence in relation to a particular scenario that is then assessed in terms of its 
risk of occurrence and priority with which it should be addressed. Following this a work plan 
can be set so that high-priority risks receive the most attention. Once the work plan is set 
arrangements need to be established and a plan written to encapsulate them, so that staff 
responding to an emergency do so in an informed and structured manner. The plan will 
require finalizing and signing off so that the organization at its highest level owns the plan. 
Plans should then be circulated with relevant partners, so that expectations are overt and 
shared. A  training needs analysis then needs to be completed and the relevant training 
 delivered to responders. It should then be tested and validated by an exercise so that gaps 
can be identified, rectified and embedded, before the plan is used in a real emergency.

 • The emergency planning process is described as a cycle for good reason. Plans that are written 
and left on a shelf for years are unlikely to be fit for purpose if the cycle is not revisited on a 
regular basis. Our understanding of science advances, risk profiles change, staff change, 
organizations change – all of which influences the ability of a plan to be accurate, up to date 
and therefore safe to be applied. Therefore, the cycle should be reapplied regularly to all 
emergency arrangements.

Further Reading

Cabinet Office (2006) Emergency preparedness: Guidance on part 1 of the Civil Contingencies 
Act 2004, its associated regulations and non-statutory arrangement. Available at: www.
gov.uk/government/publications/emergency-preparedness (accessed 10 December 2015).

Wapling, A. and Sellwood, C. (2013) Emergency preparedness and business continuity. 
In: Van-Tam, J. and Sellwood, C. (eds) Pandemic Influenza, 2nd edn. CAB International, 
Wallingford, UK, pp. 88–96.

http://www.gov.uk/government/publications/emergency-preparedness
http://www.gov.uk/government/publications/emergency-preparedness
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3.1 What is Risk and Risk Management?

There are many variations of the definition of risk; however, they all have 
a common theme to them, which is that risk is measured in terms of conse-
quence (impact) and likelihood (chance/probability) of an event occurring. 
Risk can be described as the uncertainty of outcome, be it positive (an oppor-
tunity) or negative (a threat), if an event occurs.

Once there is an understanding of what risk is, there is a need to under-
stand what risk management is and why it should be done. Risk management 
is not a dark art; it is something everyone does in both work and personal 
lives, often without realizing it (e.g. the continual risk-based decision making 
that takes place when travelling to work). Individuals make judgements 
about risks, actions and safety, and decide on the level of risk they (or the 
organization) is willing to accept for a perceived gain. Risk management is 
the process that enables an organization to: understand what risks it faces; 
understand what events or hazards might cause harm to individuals or the 
organization; assess the risk; and identify existing and/or additional con-
trols that are needed to either prevent the risk event(s) or mitigate the impact 
should the risk event(s) materialize.

3  Risk Assessment

J. Bush

Corporate Risk Manager, Waitemata District Health Board, New Zealand

Key Questions 

 • What is a risk?
 • How are risks assessed and quantified in relation to emergency preparedness?
 • What decisions are available once the risk has been quantified?
 • How does risk information influence the emergency preparedness work plan?
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The process for assessing risk is a key element in achieving an under-
standing of risks faced by an organization and its staff (or, in terms of emer-
gency planning, the community), how they are being managed and prioritized, 
and what more needs to be done. Understanding and managing the risks an 
organization or community faces makes for a successful organization and a 
safe community. Risk management is therefore the process of identifying, as-
sessing, analysing, evaluating and managing all potential risks. Risk manage-
ment, however, is not about managing issues, which are events or situations 
that have already happened, have impacted or are currently impacting on the 
service and so are causing problems in doing business now. Issues, therefore, 
are topical and do not necessarily correlate to a risk occurring.

In order for risk management to be successful within an organization, 
it must be integrated into its culture, be underpinned by a shared organ-
izational vision and have senior management commitment, which is sup-
ported by an effective policy. There also needs to be a good organization-wide 
understanding, often achieved through effective training. Successful risk 
management will support effective risk identification and the development 
of necessary plans, such as emergency preparedness plans, to mitigate the 
risk or ensure an effective response should the risk materialize.

The ability to identify and manage risk is an essential leadership skill 
and a key element in effective governance; it enables organizations to dem-
onstrate that they are doing their reasonable best to control significant risks 
or prepare for their realization proactively, rather than acting reactively to 
adverse events. It can, therefore, be seen that good risk management equals 
good management: it reduces the probability of failure, increases the prob-
ability of success and reduces volatility, meaning that there are fewer sur-
prises for the organization. Risk management underpins many business 
processes, including emergency planning and business continuity planning.

Risk management supports the appropriate allocation of resources; doing 
things right the first time is more cost effective. It is also important to under-
stand that risk management is not about removing all risks because this is 
not possible. It is about understanding the nature of the risks to which the 
organization is exposed with regard to the achievement of its business ob-
jectives, and then implementing sensible cost-effective measures to minimize 
the downside and (if possible) maximize the upside. When considering risk 
management through the lens of emergency planning, it is about ensuring 
the safety of the community that the organization serves and minimizing the 
impact of any event, incident or disaster should it occur.

3.2 Risk Assessments

Risk assessment is a key component of the risk management process, as 
shown in Fig. 3.1. A risk assessment can be defined as the process by which 
information is collected about an event, process or organization in order to 
identify existing hazards and potential risks.

As well as identifying the consequence (impact) and the likelihood 
(chance/probability) of the risk being realized, the risk assessment also needs 
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to consider the control measures that are already in place or that are required 
to be in place to mitigate or eliminate the risk as far as reasonably practicable. 
Risk assessment is therefore about identifying and understanding the nature 
and scale of risks faced by the organization, using three key components:

 • identification – establish the events, activities, sources and consequences;
 • analysis – place in a structured format; and
 • evaluation – rank or rate to provide a measure of the scale of the risk.

The Health and Safety Executive has broken the elements of the risk as-
sessment process down further into five steps, as shown in Fig. 3.2.

Risk assessments can range from simple to complex, and need to be suit-
able and sufficient for the significance of the perceived risk. It is important 
to recognize that undertaking a risk assessment is not about creating a huge 
amount of paperwork and that the level of detail in the risk assessment and 
the size of the team undertaking the assessment should be proportionate to 
the risk. When undertaking a risk assessment for an emergency planning 
event, consideration should be given to the involvement of both internal and 
external partners and stakeholders.

3.2.1 Identifying potential risks

Key to any risk assessment is accurately identifying the potential hazards 
or events that may, given circumstances or conditions, present a risk to 
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Fig. 3.1. The risk management process.
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the organization. In order to do this successfully, an intimate knowledge 
of the organization, its organizational objectives and the environment that 
it operates in is required. In terms of emergency planning, this will also 
include learning from incidents or events that have happened elsewhere. 
For an organization to have an effective and methodical approach to risk 
management and in turn risk assessment, it needs to have a documented, 
organizational-wide consistent approach.

The information gathered and provided in any risk assessment is crit-
ical to the quality of decision making on the allocation of resources to deal 
with the identified risk(s). This decision making will also be improved if the 
risks are categorized; example categories are strategic, operational, legal and 
financial.

Risks facing any organization can be both external and internal, with risk 
triggers being proactive or reactive. Figure 3.3 gives some examples of these 
triggers.

There are a number of techniques available to assist in identifying risk 
causes, events and effects. From simple to complex, examples of these are:

 • brainstorming;
 • strengths, weaknesses, opportunities, threats (SWOT) analysis;
 • political, economic, social, technology, legislative, environmental (PESTLE) 

analysis;
 • flow charts – looking at each process, describing both the internal pro-

cesses and external factors that can influence those processes (Fig. 3.4);
 • scenario analysis – what ifs;
 • root cause analysis – for example, fish bone or the bow tie (Fig. 3.5);
 • risk assessment workshops;

Decide who might be harmed and how
(what can go wrong? who is exposed
to the hazard?)

Identify the hazards (what can go wrong?)

Evaluate the risks (how bad? how often?)
and decide on the precautions (is there
a need for further action?)

Record the findings, proposed action
and identify who will lead on what action
Record the date of implementation

Review the assessment and update if necessary

Step 1

Step 2

Step 3

Step 4

Step 5
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Fig. 3.2. The Health and Safety Executive’s five steps of risk assessment.
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 • incident investigations;
 • auditing and inspection; and
 • hazard assessments.

The flow chart process (Fig. 3.4) will help identify events that will 
 disrupt or threaten delivery of a process, perhaps an emergency response. 
In a flow chart assessment, each stage of the process is identified and consid-
eration is given to the event that may disrupt the stage, what may cause that, 
the consequences and what control measures are required.

Using the bow tie model (Fig. 3.5) will help identify the causes of an 
event happening and the effect of the event.

When looking at causes, further analysis can be undertaken by asking 
‘why’ until there is an understanding of why it would happen (i.e. you can’t 
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answer why any more). Other simple questions to ask when undertaking a 
risk assessment are:

 • What can happen?
 • When and where would it happen?
 • Who would it affect?
 • How many people would it affect?
 • How and why would they be affected?

3.2.2 Risk description

Having identified the risk and its possible consequences, the risk needs to 
be described effectively and clearly. Describing the risk can be a challenge. 
The objective of the description is that the risk and its impact are clearly 
understood by the reader, in order to support decision making with regard 
to further treatment of the risk and allocation of resources. Too high level 
of description makes it difficult to evaluate the potential consequences (im-
pact) and likelihood (chance/probability) of the risk being realized (e.g. ‘staff 
shortages’ is too high level and too vague). Describing the consequences ra-
ther than the events or actions that lead to the consequences (e.g. ‘failure to 
meet targets’) also needs to be avoided. Therefore, when describing a risk, it 
needs to be framed in terms of cause and effect.

3.2.3 Evaluating or estimating the risk

It is important to manage risk in a simple and consistent way; therefore, an 
organizational-wide framework and standard matrix are needed. Earlier in 
this chapter we talked about risk being measured in terms of consequence 
(impact) and likelihood (chance/probability):

Cause Effect

Effect

Effect

Effect

Cause

Cause

Cause

Event

Fig. 3.5. The bow tie model.
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 • Consequence is the impact that the risk would have on individuals, the 
organization and the community should the risk be realized. Conse-
quence of the risk can be described in a spectrum of: catastrophic, major, 
moderate, minor and negligible/insignificant.

 • Likelihood is the probability or chance of the consequence being realized. 
Likelihood of can be described in a spectrum of: rare, unlikely, possible, 
likely and almost certain.

To support the evaluation of the risk a risk matrix should be used, which 
will enable the overall level of risk to be identified by mapping consequence 
and likelihood. There are a number of matrices across different industries, 
ranging from a 3 × 3 matrix (Fig. 3.6) to a slightly more complex 5 × 5 ma-
trix (Fig. 3.7), which provides more a quantitative assessment of both conse-
quences and likelihood.

Likelihood

Consequence Low Medium High

High

Medium

Low

Fig. 3.6. A 3 × 3 risk matrix.

Likelihood

1 2 3 4 5

Consequence Rare Unlikely Possible Likely
Almost
certain

5 Catastrophic 5 10 15 20 25

4 Major 4 8 12 16 20

3 Moderate 3 6 9 12 15

2 Minor 2 4 6 8 10

1 Insignificant 1 2 3 4 5

Fig. 3.7. A 5 × 5 risk matrix.

In order to gain a more comprehensive view of risks, they should be 
evaluated at three different points of the risk story. These points are:
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 • Initial risk score – the assessment of consequence and likelihood before 
any controls are in place. This can also be referred to as the inherent, naked 
or gross risk.

 • Current risk score – the assessment of consequence and likelihood with 
existing controls in place (i.e. the current risk state).

 • Target risk score – the assessment of consequence and likelihood once all 
the controls (existing and new) are in place and effectively delivering 
mitigation. This can also be referred to as net, controlled or residual risk.

Using this concept of three risk scores will show the impact on the risk level of 
any existing and/or additional controls. It will also help an organization to decide 
the most effective use of resources. For example, if two risks have the same initial 
and current score but an investment of £5000 will mitigate one further than the 
other, the organization can ensure maximum benefit from the financial investment.

Once the risks facing the organization have been evaluated and mapped 
on a matrix, the organization’s work programme can be developed, with 
the most significant risks that require action or focus being easily identified. 
However, before decisions can be made regarding how the risk is to be man-
aged, the organization needs to agree its appetite or tolerance for risk; this is 
known as risk appetite. An organization’s risk appetite will help identify what 
the organization is and is not willing to tolerate.

The use of colours and/or numbers in the matrix will also help iden-
tify whether the risk can be considered low, moderate, high or critical. This 
can also support the risk appetite. For example, any risk identified as falling 
within a yellow or green quadrant may be deemed tolerable, while any risk 
falling within an amber or red quadrant may be deemed unacceptable.

The risk appetite will help identify what level of actions is to be taken to 
address the risk. Using the information gathered as part of the risk assess-
ment the organization can agree the most appropriate risk response to man-
aging the risk. These responses can be framed as in Box 3.1.

Box 3.1. Management of risk

 • Tolerate: accept the risk at its current level.
 • Transfer: transfer the risk to another party (e.g. by outsourcing or insurance). The conse-

quences of this action will require risk assessing.
 • Terminate: stop the activity that presents the risk. The consequences of this action will re-

quire risk assessing.
 • Treat: take action to reduce or mitigate the risk, in terms of reducing the likelihood of its 

occurrence and/or reducing the consequences if it does occur.

When treating, tolerating or transferring a risk, the opportunities that 
these options present should also be considered. The ranking or scoring of 
risks will help in identifying the most significant risks, which need to be ad-
dressed first. The identification of long-term solutions is important for risks 
with the biggest consequence; however, it may also be necessary to consider 
interim actions to mitigate the risk while planning for the longer-term ones.
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3.3 Risk Controls

Once the risks have been assessed, the priorities for the organization will 
emerge, as will the need for development of additional control measures or 
treatment plans to mitigate the risk further. The objective of any risk treat-
ment plan is to either eliminate or reduce the risk. This can be done by redu-
cing the likelihood or the consequence should the risk be realized.

When considering a risk response, the main response will be to con-
trol/mitigate the risk; this can include actions before the risk event is 
realized (preventive controls) or the development of contingencies or re-
sponse plans that can be activated should the risk be realized (corrective 
controls). For example, the risk of major incidents cannot be fully miti-
gated; however, the clear multi-agency response and command and con-
trol structure can help manage any post-incident consequences, ensuring 
that casualties receive prompt response and reducing the impact of the 
incident where possible.

When identifying appropriate control measures it is important that an 
organization does not invest more in any control measure(s) than the cost of 
the risk it is designed to control. The cost of risk control, therefore, must be 
balanced against the benefit of controlling the risk.

To ensure wise investment in controls, it is also important to be aware 
of the effectiveness of the controls. Usually the most effective controls are 
more expensive to implement than the less effective controls. Effective 
controls tend to be designed in, are less reliant on people, have backup 
or contingency arrangements, are clear and easy to comply with, and are 
well communicated and understood, supported by good training and by 
management. Once the controls have been identified agreement on who 
is able to deliver or influence delivery of the required actions needs to be 
reached.

It is also important that assurance mechanisms are identified that will 
provide assurance that the controls are effective and delivering the miti-
gation expected. Assurance can be positive, showing that the controls are 
working, or negative, showing that they are not working. Assurance can be 
achieved in a number of ways including:

 • audit;
 • scenario testing or exercises (Chapter 11, this volume); and
 • development of key performance indicators, such as number of incidents 

and/or complaints.

3.4 Risk Reporting

The outcome of risk assessments is the development of a risk register. A risk 
register is merely a repository of risk information; it is a dynamic tool for 
monitoring the actions being taken to mitigate the risks as well as recording 
the controls already in place.
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A risk register will provide quantified and ranked risks, thereby giving 
the risk profile of the organization. It informs the direction of managing risks 
and tracks delivery of the mitigating actions. It is also a tool that can be used 
to communicate the risks faced by the organization or the community. An 
emergency preparedness risk register will help identify the key vulnerabil-
ities of an organization or a community. It will also help identify risk themes 
and so inform the type of emergency plan that needs to be developed. An 
example risk register template is presented in Fig. 3.8.

The risk register can be then used to prioritize and develop the organiza-
tion’s work plan, ensuring that the right areas are focused on.

3.5 Building Preparedness

Once the organization has undertaken its risk assessments, it will under-
stand which risks are most likely to occur within the community in which it 
operates and which risks are likely to create the biggest impact, thus enabling 
the development of a work plan.

The resulting work plan will then provide a route to prioritize the pre-
paredness arrangements for the highest risks but also give due time and ef-
fort to the lower risks. The balance is between ensuring that, as a priority, 
there are arrangements for the high-risk events while ensuring that the lower 
but no less important risks are addressed within an acceptable time period.

The risk assessment process is designed to provide a mechanism to 
understand the context to emergency planning. Where risks can be migrated 
they should be and where the risk cannot be eliminated there should be plans 
in place to safely and effectively respond to any resulting emergency.

Key Answers 

 • Risk can be described as the uncertainty of outcome, be it positive (an opportunity) or nega-
tive (a threat), if an event or emergency occurs.

 • The relevance or priority of a risk can be calculated by an assessment of the likelihood of an 
emergency occurring against the impact if it does occur. Take, for example, the medical risk 
assessment for a public air show. The impact of a plane crashing into the public is signifi-
cant, against the likelihood being very low. However, the bouncy castle at the same event, 
which has a relatively high likelihood of some grazes and bruises, has a very low impact. 
Therefore, both examples are catered for in the event’s medical plan.

 • Once a risk has been assessed and quantified, a relative score can be applied that helps to 
prioritize the attention given to it. Work can then be focused on dealing with the high risks 
first, by mitigating the risk by applying specific measures, planning for effective response 
arrangements or a combination of both.

 • Once the risk of an emergency occurring has been assessed, the risk rating is applied. By 
plotting each of these risk ratings together in a single table, the emergency planner can re-
view this against his/her organization’s capability to respond. If the capability to respond to 
a high-risk emergency is low this will inform the priority that the emergency planner needs 
to give to building capability. Lower-risk emergencies can be planned for in slightly slower 
time so that high-risk events can be given priority.
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Initial
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response
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Control Due date
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Fig. 3.8. Risk register template.
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4.1 Why Do We Need Plans?

Surely in an emergency we just do more of what we normally do? We simply apply 
the usual organizational processes to manage an incident, don’t we?

By their nature, emergencies are not very frequent, often occur without 
warning or notice, and can be extreme. Therefore, our response to emergen-
cies needs to have been considered outside the normal operation of the or-
ganization because the response to these emergencies will be unfamiliar to 
most and require arrangements that are over and above what the organiza-
tion traditionally delivers.

An ambulance service (emergency medical service) will have day-to-day 
arrangements for managing the response to 999 (911) calls by the dispatch 
of appropriate clinical resources. On the whole, these responses deal with 
a small number of sick or injured people. This is a regular day-to-day oper-
ation for all staff involved. There is, however, a need to ensure that there are 
arrangements in place for those less frequent emergencies where an ambu-
lance service needs to respond to more injured people than it has the direct 

4  Writing an Emergency Plan

A. WApling

Regional Head of Emergency Preparedness, Resilience and Response,  
NHS England (South), UK

Key Questions 

 • Why do we need an emergency plan?
 • Why can’t we just use existing processes during an emergency?
 • What process should be adopted to write a good plan?
 • How will we know if the plan is effective and fit for purpose?
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resources to cope with. An example of this would be the London bombings 
in 2005 and the terrorist attack in Mumbai in 2008.

For these extreme events, responding organizations need a predeter-
mined framework to ensure that those survivors get the best possible and 
most appropriate care in such challenging circumstances, but also that the 
responders have an agreed framework to respond with to support their 
decision making and to give them the boundaries to cope with such a trau-
matic event emotionally.

The predetermined framework to help both those caught up in the 
emergency and the responders is the emergency plan. Time spent working 
through a scenario with partner organizations ahead of any emergency 
is time well spent. The more planning that can be carried out in advance, 
the better the response will be for both the survivors and the responders. 
Therefore, the purpose of an emergency plan is to provide a predeter-
mined framework for responding organizations to deliver a safe and ef-
fective response to an emergency in order to maximize the positive effect 
on those involved.

There is, however, a fine line between an overly detailed and prescriptive 
plan and a plan that is so vague it provides no benefit. An overly complex 
and wordy plan is unlikely to be read in advance and even less likely to be 
read in an emergency when time is precious and anxiety is high. A complex 
and wordy plan is often understood only by the person who wrote it. An 
overly detailed and prescriptive plan will often constrain the emergency re-
sponders in their ability to make responsive and creative decisions in reac-
tion to an evolving response.

Responders need the safety of a pre-agreed framework to make safe 
and creative decisions within the response. No emergency ever plays out 
in the same way as we believe it will in the planning stages, therefore the 
plan needs to provide the flexibility to be adapted to cater for the pre-
senting scenario. Too prescriptive and the plan will not be picked up and 
used because the presenting emergency doesn’t exactly fit that described 
within. Equally, a plan that leaves too much room for reactive determin-
ation will not provide the boundaries that the responders require nor the 
triggers required to effect the right reactions at the right time for the best 
outcomes for all those involved.

Therefore, time should be given to the level of detail contained within 
a plan before committing words to the page. This can often be done by en-
gaging with those who will be the recipients of the plan, both in terms of the 
responding staff as well as members of the public.

An emergency plan should therefore follow a core set of principles:

 • It should be appropriate for the intended audience, including the appro-
priate use of language and terminology so that there is no ambiguity or 
confusion.

 • It should be current, up to date and relevant to the organization and its 
structures (including that of partner responding organizations). Our in-
terpretation of risk changes, science and our understanding of incidents 
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progress, and the learning from incidents and exercises informs our ar-
rangements; therefore, plans must always be current.

 • It should have appropriate governance arrangements for the authority of 
the plan. Who has signed the plan off to ensure that it has gone through 
the appropriate rigour and challenge? Has the organization formally 
agreed that this is the framework it will take in an emergency?

 • It should set out responsibilities for the plan and how the plan works. 
When a plan needs to include some detailed and predetermined ac-
tions, they need to be presented in a way that can easily be found and 
followed. The beginning of the plan should include some mechanism 
for the user to find the relevant details when he/she is under pressure 
and working in a challenging environment. The plan needs to set out 
its responsibilities in terms of what is in scope and what is not. What 
emergencies will the plan be relevant for and which ones not (because 
they are covered elsewhere)?

 • It should link to local, regional and national risk registers so that the user 
of the plan can understand the context.

 • It should link with other relevant plans, including that of other agencies. 
How does this particular plan sit with plans such as the organization’s 
internal business continuity plan, especially when responding to an ex-
ternal incident?

There are in principle three types of emergency plan: (i) the generic or 
core plan; (ii) the threat-specific plan; and (iii) the business continuity plan. All 
three types of plan should be written with the other in mind. Although they 
may be stand-alone plans, there does need to be an overt link to and acknow-
ledgement of the other. This will support users in navigating what can end 
up as a complex suite of plans. This chapter describes the generic/core and 
threat-specific plans; Chapter 10 contains details on business continuity plans.

4.2 Generic/Core Plans

The generic/core plan is the overarching plan that provides the baseline re-
sponse to all emergencies. It contains the management processes that any 
threat-specific emergency can be managed within. These generic/core plans 
can be single-agency or multi-agency, either setting out the single organiza-
tion’s management processes or that of a partnership multi-agency response. 
A generic/core plan should contain the following elements:

 • A clear statement of intent. What is the authority of the plan and the 
remit of the agency/agencies committed within this plan? What is the 
legal framework within which the plan operates?

 • A defined mechanism for enacting or activating the plan. Who can acti-
vate the plan? How do they activate the plan? What is the route for escal-
ation? What are the triggers that could be applied to aid decision making 
to activate the plan?
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 • Clearly defined roles and responsibilities for those identified within the 
plan. Who is responsible for what? And what is their scope for decision 
making and actions?

 • A specified management process for authority of decision making, also 
known as a command structure (as described in Chapter 7). Who is re-
sponsible for which level of decisions, so that there is no ambiguity or 
confusion?

 • A process for collecting information in order to inform decision mak-
ing and enacting the response to decisions, also known as control (as 
described in Chapter 7). What are the management processes needed 
to collect relevant information? Does this require the establishment of 
an incident coordination centre or a control facility? What are the man-
agement processes needed to operate this facility?

 • A process for sharing information within the organization, across to 
other organizations or with the public, also known as communication (as 
described in Chapter 8). How is information shared and with whom? 
What are the governance arrangements for sign-off of information prior 
to circulating? Who are you communicating with and how (verbal, 
e-mails, briefings, websites, etc.)? How are you managing your relation-
ship with the public?

 • A framework for working with and operating as a collective with part-
ner organizations, also known as coordination (as described in Chapter 7). 
What are the protocols for working with key responding organiza-
tions? How are those relationships managed and maintained in an 
emergency?

 • Triggers and actions that can be used for de-escalation and stand down 
from the response elements of an emergency. Who is responsible for the 
de-escalation from an emergency and what are the steps that need to be 
taken to manage this process?

 • A process for managing the recovery from an emergency. Not only the 
recovery of a community or of patients but also of the responding or-
ganization, because the disruption from an emergency for a respond-
ing organization can be significant (see Chapter 12).

 • A policy for managing and preserving information following an emer-
gency. How is information collected, collated and stored safely for the 
required amount of time should information be required for any legal 
processes that may follow?

 • A framework for identifying the lessons that have been generated 
from the response to an incident. What is the debriefing process? 
What process should occur by when? And by whom? When should a 
report be published? How will lessons be learned and incorporated 
back into planning?

 • A process to support staff following an emergency in terms not only of 
psychosocial support, but also for any possible legal processes that 
may follow.
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4.3 Threat-specific Plans

Threat-specific plans are often required to provide a specific layer of detail 
that is unique to the type of incident. An example would be that of a ra-
diation incident, which would need specific information in relation to the 
hazard, the treatment of those exposed and the long-term consequences. A 
threat-specific plan should be written in the context of the generic/core plan 
but provide the unique context and actions framework required to respond 
to this type of emergency. A threat-specific plan may also be written for a 
specific building or site, for example a concert venue, sports ground or large 
industrial chemical plant. A threat-specific plan may contain the elements 
listed below and be laid out as in Box 4.1:

 • a more explicit description of the risk and the science behind it;
 • more detail on the possible consequences of the threat;
 • explicit actions and options that are available to responding organiza-

tions to effect a safe and effective response;
 • a clear route to gain expert advice and support to aid decision making 

and response activities; and
 • the roles and responsibilities of agencies that are unique to the response 

to the specific threat.

Box 4.1. Suggested plan structure

 • Aim and objectives of the plan.
 • Trigger for activation and activation procedures.
 • Identification of roles and responsibilities for all parts of the organization.
 • Location of incident coordination centre.
 • Roles and responsibilities of other responders.
 • Trigger for deactivation and deactivation procedures.
 • Stand-down procedures.
 • Training and exercise schedule.
 • Information about the specific hazard or site.
 • Identification and roles of staff and/or multi-agency teams.
 • Identification of lead responsibilities of different responder organizations.
 • Location of joint operations centre (if applicable).
 • Communications procedures or plans.
 • Contact details of key personnel and partner agencies.

4.4 Stakeholders

No plan can be written in isolation nor should it be done without consult-
ation. The plan needs to reflect the environment the response will be made 
within. The response to a large road traffic collision resulting in a significant 
number of casualties cannot be made without the police, fire and rescue ser-
vices, hospitals, ambulance service, highways agencies, local government 
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organizations, etc. Therefore, no plan designed to respond to such an inci-
dent can be written without engaging the relevant stakeholders and plan 
users. Time should be given in advance of writing the plan to undertake 
meaningful discussions with all other responding organizations so that a 
mutual picture can be understood as to who owns which responsibilities 
and actions. A lack of that picture can result in organizations believing that 
the other is responsible for undertaking an action and therefore the action is 
not delivered – resulting in deterioration of the situation or indeed the loss 
of life. Alternatively, not knowing another agency is going to undertake an 
action can result in a number of organizations delivering this action. This 
can result in wasting of resources, loss of valuable time and general confu-
sion, as well as loss of public confidence.

The author has reflected on the planning in advance of the 2009/10 in-
fluenza pandemic, where much time was taken with partner organizations 
talking through the various scenarios and painstakingly identifying which 
agency was responsible for the delivery of which intervention. The analogy 
was made to walking down a corridor of doors and when you opened each 
door behind it was another corridor full of doors. Much time was taken 
opening each of the doors, engaging with partners to understand what was 
found behind that door and articulating the actions that would then need to 
be defined.

4.5 Identifying Gaps in the Plan

No plan should be written and published without some form of challenge 
and testing, nor should it be left on the shelf for a number of years without 
review or updating.

There are a number of ways in which a plan can be challenged to identify 
if there are any gaps or omissions. These can include:

 • sharing your plan with peers for review;
 • comparing your plan with others;
 • sharing it with users of the plan;
 • formal exercising via a tabletop or live exercise (described in 

 Chapter 11);
 • undertaking a scenario-based discussion;
 • reviewing the response to incidents and emergencies; and
 • reviewing the response to exercises of other agencies.

4.6 Summary

The plans we have must be effective and serve those whom we are re-
sponding for and those who will be effecting the response. A plan for the 
planner’s sake is an ineffective plan.
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Key Answers 

 • Plans are needed to provide a safe framework to ensure an effective response.
 •  Many of our local day-to-day process would not stand the pressure of an emergency 

 response and during the stress of a response is not the time to invent new systems.
 •  This chapter outlines a framework to develop plans. No one process will fit all plans; 

 however, the chapter has provided a starting point that can be adapted as necessary.
 •  Exercising plans helps to identify gaps in planning and determine if the plan is effective and 

fit for purpose.
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5.1 Introduction

Working in partnership when planning for, responding to and recovering 
from emergencies is not only recognized as best practice, it is now seen in 
many quarters as business as usual. While the quality of the partnerships 
may vary (some are formal and some less so), all are based on relation-
ships, and it is these relationships, built up through planning, training 
and exercising, which pay dividends during the response to a major inci-
dent or emergency. This can all be summed up in one word: trust. Trust 
in an individual, trust in an organization and trust in a tried-and-tested 
team approach.

Working in partnership while planning to respond to major incidents 
allows each agency to fully understand one another’s remit and, through 
this, to identify any duplication or gaps that could impact on the response to 
people caught up in an emergency. While all agencies have well-rehearsed 
individual plans and procedures, there are real benefits to planning, train-
ing and exercising as a multi-agency partnership. Planning for and 
responding to emergencies is one area where public, private and voluntary 

5  Emergency Planning and Response: 
Working in Partnership

S. LewiS

Head of Crisis Response, British Red Cross, London, UK

Key Questions 

 • Why is it important to plan in partnership?
 • What are the benefits to responding organizations of working in partnership?
 • What are the benefits to people caught up in an emergency if organizations work in partnership?
 • Which are the key partner organizations for health?
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sector organizations are often able to put their different cultures aside for 
the very real benefit of meeting the needs of people in an emergency.

This chapter expands on the personal experiences of the author over 
many years in emergency preparedness and response working in two very 
different organizations (the Metropolitan Police Service in London and the 
British Red Cross). Both regularly form partnerships with the health services 
to good effect. The specific examples in this chapter are based on personal 
experience; however, the principles can easily be extrapolated to any other 
combination of partnerships.

5.2 The Civil Contingencies Act 2004

In 2004, the UK Civil Contingencies Act was passed through parliament. 
The Act identifies various statutory multi-agency partners as Category 1 
and Category 2 responders (Table 5.1) and identifies different roles and re-
sponsibilities attributable to them (Table 5.2). Additionally, it gives their chief 
 officers vicarious responsibility to ensure that they plan, prepare, train and 
exercise for emergencies, individually and in partnership.

In addition to those described above, there are many other organizations 
and groups that are involved in planning for and responding to major inci-
dents. For example, the voluntary sector is not included in either category; 
however, the Act states that Category 1 and 2 responders must give regard to 

Table 5.1. Category 1 and Category 2 responding organizations.

Category 1 responders Category 2 responders

Emergency services Utilities
Police forces Electricity distributors and transmitters
British Transport Police Gas distributors
Fire authorities Water and sewerage undertakers
Ambulance services Telephone service providers (fixed and mobile)
Maritime and Coastguard Agency Transport

Local authorities Network Rail
All principal local authorities (i.e.  

metropolitan districts, shire counties, shire 
districts, shire unitaries)

Train operating companies (passenger and 
freight)

London Underground
Transport for London
Airport operators
Harbour authorities
Highways Agency

Government agencies
Health and Safety Executive

Port Health Authorities
Health bodies

Acute Hospital Trusts
Foundation Trusts with emergency 

departments
NHS England
Local Health Boards (in Wales)
Any Welsh NHS Hospital Trust that  

provides public health services
Public Health England

Government agencies
Environment Agency
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the capacity and capability of the voluntary sector. Future reviews of the Act 
may give consideration as to whether greater emphasis should be placed on 
more formalized arrangements between statutory responders and other part-
ners that are not identified specifically in the current guidance. Case Study 5.1 
is a good example of partnership working within the London Resilience Team, 
a precursor to Local Resilience Forums.

5.3 Local Resilience Forums

The Civil Contingencies Act 2004 identifies the need for formal structures to 
enable multi-agency partners to engage and plan with each other. Following 
the successful establishment of the London Resilience Team in 2002, Local 

Table 5.2. Roles and responsibilities of Category 1 and Category 2 responders.

Category 1 responders Category 2 responders

Risk assessment Cooperation
Business continuity management (BCM) Information sharing
Emergency planning
Maintaining public awareness and arrangements to warn,  

inform and advise the public
Provision of advice and assistance to the commercial sector  

and voluntary organizations (local authorities only)
Cooperation
Information sharing

Case Study 5.1. The London Resilience Team 

In 2002, following the terrorist attacks in the USA on 11 September 2001, the London 
Resilience Team (LRT) was formed. This consisted of senior civil servants seconded from sev-
eral government departments, together with experienced practitioners and senior representa-
tives seconded from responding agencies including police, fire, ambulance, local authorities, 
the military, the NHS, the Health Protection Agency (now Public Health England), the vol-
untary sector, business representatives, transport operators, the Port of London Authority, the 
Maritime and Coastguard Agency, and utility companies.

The team was governed by a formal meeting structure and membership, and its primary 
role was the development of multi-agency emergency plans to respond to a major inci-
dent or emergency. These plans included: Mass Fatality, Mass Casualty, Mass Evacuation, 
Warning and Informing, CBRN (chemical, biological, radiation and nuclear), and Site 
Clearance.

Numerous benefits were realized through this multidisciplinary team coming together 
to develop plans, train, exercise and respond. This included the delivery of coordinated 
multi-agency responses across London during periods of severe weather (such as heavy snow-
fall across London in January 2013 and localized flooding in Croydon in south London in 
February 2015) and during the 2009/10 influenza pandemic.
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Resilience Forums (LRFs) have been established across the UK. The London 
LRF was established following publication of the Civil Contingencies Act 
2004 and has met regularly to discuss preparedness as well as respond to 
many incidents and pre-planned events in London.

LRFs in England and Wales are based on police service area bound-
aries and all have largely consistent membership and work plans, which are 
tailored to reflect local organizations and priorities. LRF equivalents are also 
in place in Scotland and Northern Ireland.

A key role of the LRF is the oversight of strategic emergency preparedness 
for the LRF area that reflects the roles and responsibilities of all partners. Often 
underpinning the LRFs are themed panels (such as Blue Light, Utilities, Business 
and Voluntary Sector), the Chairs of which attend the main LRF to represent their 
group. There can also be a number of Task and Finish Groups that undertake the 
development or review of strategic emergency plans for the LRF area and will 
include the most appropriate membership from the panel groups above.

The LRF Chair is typically the Chief Executive or Chief Officer of a 
Category 1 responder, most often police or fire. As with any process that 
is replicated many times, there are differences between the LRFs. Different 
agency chairs and different personalities come to the fore, area risks help 
focus work plans and can help forge better partnerships. For this to work 
well there needs to be good relationships across and between LRFs.

5.4 Local Health Resilience Partnerships

In April 2013 the Health and Social Care Act strengthened arrangements for 
health emergency preparedness, resilience and response (EPRR) through the 
establishment of Local Health Resilience Partnerships (LHRPs). This meant 
that at LRF level, the coordination of health EPRR was aligned with multi- 
sectoral emergency preparedness and response and mirrored the LRF bound-
aries. The Chair or a representative would also attend the LRF. LHRPs are 
co-chaired by the local Director-level Accountable Emergency Officer (AEO) 
from NHS England and the local Director of Public Health (DPH). Membership 
of the LHRP includes providers of NHS-funded care (including acute and ter-
tiary hospitals, mental health, community providers and ambulance trusts; 
and where private and voluntary sector organizations are delivering NHS-
funded care, they are expected to attend), health commissioners, local au-
thority public health departments and Public Health England (PHE).

The principal roles and responsibilities of the LHRP, as set out in guid-
ance from the Department of Health, are described as:

 • Provide a strategic forum for local organizations (including private and 
voluntary sector where appropriate) to facilitate health sector prepared-
ness and planning for emergencies at LRF level.

 • Facilitate the production of local sector-wide health plans to respond to 
emergencies and contribute to multi-agency emergency planning.

 • Be coterminous with LRFs.
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 • Provide support to the NHS, PHE and local authority representatives of 
the LRF in their role to represent health sector EPRR matters.

 • Provide support to NHS England and PHE in assessing and assuring the 
ability of the health sector to respond in partnership to emergencies at an 
LRF level, and may provide similar support to local authorities and DPH 
where appropriate.

 • Each constituent organization remains responsible and accountable for 
the effective response to emergencies. Similar to LRFs, the LHRP has a 
pivotal role in facilitating planning but does not have a collective role in 
the delivery of emergency response.

5.5 Partnerships within the Health Sector

The health sector is comprised of a wide variety of organizations, including 
commissioners and providers from across the public, private and voluntary 
sectors. Health organizations provide a variety of services to patients in-
cluding primary care, secondary and acute care, specialist tertiary care, phys-
ical and mental health care. Care is provided in the community as well as in 
health care premises, and at all hours of day and night.

It is essential that organizations build robust tried-and-tested local 
relationships in order to be able to respond to any major incident or 
emergency where the population requires access to health care. Some 
organizations may cover small geographic locations and have a largely 
pre-identified patient base (such as a primary care general practice), 
whereas others cover much larger areas and serve a fluctuating popula-
tion (such as ambulance services) and may not have any prior informa-
tion on their patients.

It is important that not only do health organizations understand their 
partner health organizations, but also that multi-agency partners also under-
stand which organizations provide which services. Case Study 5.2 provides 
an excellent example of multi-agency working and learning following the 
response to the terrorist attacks in London in July 2005.

Case Study 5.2. The 7/7 bombings, London 

The terrorist attacks in London on 7 July 2005 are a key event in the evolution of multi-agency 
response in the UK. To this day, lessons identified from these experiences continue to in-
form ongoing preparedness and response to major incidents and emergencies in London 
and further afield.

The terrorist attacks comprised four separate incendiary devices on the London bus and 
underground rail transport network during the morning rush hour. Fifty-two innocent people 
lost their lives and over 700 people were injured in this attack. The four scenes were compli-
cated by the fact that they straddled different local authority areas (Westminster, Camden and 
the City of London, Fig. 5.1) and police services (Metropolitan Police Service, British Transport 
Police and City of London Police).

Continued
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5.6  Importance of Geography, Public Perception, and Capacity and 
Capabilities

In a major incident, most people will not differentiate between several pro-
viders of the same service, and this emphasizes the importance of ensuring 
all have the same information and overall aims. During the internal briefing 
for a large event, one senior police officer reminded his audience that the 
person receiving a service from the police will not look at cap badges to iden-
tify which particular service they are from; the person will just expect a pro-
fessional service from a police officer. This also applies to providers of NHS 
services, where, in a major incident, members of the public may just see the 
NHS logo and seek care.

Within 90 min of the incident, the first multi-agency Strategic Coordinating Group 
meeting was held. There were over 20 people present, each representing different organ-
izations with key roles in the response including police, fire, ambulance and the affected 
local authorities.

The initial response, to ensure the sites were safe and to care for and retrieve patients for 
transport to hospital, was completed relatively quickly.

However, many of the responding organizations remained involved for many days, weeks 
and months through the process of collecting evidence, restoring normality, reassuring the 
public, and providing care and treatment to those injured or affected in the incidents.

Case Study 5.2. Continued

Fig. 5.1. Locations of the 7/7 incidents.
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Understanding agency remits and how they can work best together is a 
key reason to work in true partnership; however, with all manner of major in-
cidents regularly failing to conform to agency geographical boundaries, this is 
even more vital. While partnership working across different agencies is one as-
pect, just as important is partnership working within agencies across borders.

Organizational artificial boundaries, geography and jurisdiction are not 
the only reasons why working in partnership is essential. No one organiza-
tion has the capacity and capability needed to deal with every aspect of the 
response to or recovery from an emergency, and planning together in ad-
vance can identify any gaps or duplications. Both are equally important to 
resolve in advance rather than during a response, when lives may be put 
unnecessarily at risk if there is a lack of clarity.

5.7 Building Relationships

Good partnerships can be formed by building professional relationships in 
a variety of ways: training and exercising; informal and formal meetings; 
and planning and responding together. Getting to know key partners in a 
face-to-face interaction is invaluable. The trust that is built in this way be-
tween people and agencies comes into its own during the response phase.

Referring back to the 7/7 London bombings, during the previously 
mentioned Strategic Coordinating Group meeting and while there was still 
a genuine fear that further attacks were imminent, the chief police officer 
chairing the meeting quietly reflected how reassured he felt given he knew 
everyone around the table by first name and that trust was already there 
through previous partnership working, responses, training and exercising. 
Building this level of trust relies on personalities, passion and commitment, 
and it is to be supported and encouraged wherever possible. A perfect ex-
ample of organizations learning to improve how they work together is the 
development of the London Emergency Services Liaison Panel, as described 
in Case Study 5.3.

5.8 The Importance of the Voluntary Sector

In thinking about multi-agency partnerships when responding to an emer-
gency, it is important to remember that the voluntary sector itself is complex 
and composed of many different local, regional, national and international 
charities with varied levels of emergency planning training, experience, 
equipment, capacity and capability. The sector has an extremely diverse 
remit and a range of skills, experience, governance and coverage. Some are 
specifically health focused, while others more humanitarian or faith based; 
however, all play key roles in planning for and responding to emergencies.

Ideally, all appropriate voluntary sector organizations would be repre-
sented at each LRF; however, not all voluntary sector organizations have 
the capacity to do so. Therefore, voluntary sector organizations typically 
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engage with LRFs via a voluntary sector panel as described earlier. This is 
most effective where the nominated Chair represents the whole group on 
the main LRF and is strongest where a formal agreement is in place and all 
organizations sign up to a minimum level of competencies so that partner 
agencies know what to expect.

In the UK, the national Voluntary Sector Civil Protection Forum (VSCPF) 
was convened nationally in 2001 by the British Red Cross (BRC) at the re-
quest of the Cabinet Office. This was designed to help promote the capacity 
and capability of the voluntary sector and to provide advice on this in peace 
time and during a response to an emergency. Members include the Cabinet 
Office, the Department of Communities and Local Government (DCLG), 
the Local Government Association and the National Police Chiefs’ Council 
(NPCC). Voluntary sector members include BRC, St John Ambulance, the 
Salvation Army, Cruse Bereavement Care, Victim Support, Radio Amateurs’ 
Emergency Network (RAYNET), the Royal Voluntary Service, 4 × 4 Response 
UK, and Search and Rescue England and Wales (Fig. 5.2). The group is con-
stantly looking to improve how the voluntary sector works together and 
how it can do more with the statutory partners in supporting people in crisis.

5.9  The International Red Cross and Red Crescent and  
the British Red Cross

As the world’s largest humanitarian network, the International Red Cross 
and Red Crescent Movement provides a long-standing example of inter-
operability, systematically connecting the capabilities of local volunteers 

Caes Study 5.3. London Emergency Services Liaison Panel 

The London Emergency Services Liaison Panel (LESLP) came into existence in 1973 through 
the lessons identified from blue light agency responses to Irish Republican Army (IRA) attacks 
on the UK mainland. While police, fire and ambulance services responded well to the same 
incidents, they did so disparately.

The Panel drew up a guidance manual which the police, fire and ambulance services in 
London signed up to. The guidance focused on ensuring absolute clarity about agency roles 
and responsibilities, including command and control. Over time, the Panel has grown in rec-
ognition of the multi-agency support and engagement necessary in meeting the needs in any 
humanitarian emergency. LESLP membership now includes the Metropolitan Police Service, 
the City of London Police, representatives of the British Transport Police, the London Fire 
Brigade, the London Ambulance Service, local authorities, the Port of London Authority, the 
Maritime and Coastguard Agency, the military and the voluntary sectors.

The LESLP manual is regularly reviewed and revised, and consequently is recognized 
by many as best practice. The recently devised Joint Emergency Services Interoperability 
Programme (JESIP) is a true sign of how vital partnership collaboration is and how it is neces-
sary to formalize structures. In many ways this could be seen as the first step towards nation-
alizing the LESLP.
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and international responders to meet the needs of affected communities. The 
Movement encompasses the International Committee of the Red Cross (ICRC), 
the International Federation of Red Cross and Red Crescent Societies (IFRC) 
and national societies in 189 countries. Each national society also serves as of-
ficially recognized auxiliaries to their governments in the humanitarian field.

While interoperability within the Movement has evolved over the last 
150 years, it remains as relevant as ever. This has most recently been dem-
onstrated through the response to Ebola in West Africa where the BRC and 
partners worked together, as well as with governments, the private sector, 
the military, the NHS and other voluntary sector organizations such as Save 
the Children, to enhance the effectiveness of the collaborative response to the 
needs of affected people.

The good partnerships in emergency planning described above are abso-
lutely integral to the work of the Red Cross organizations. In the UK the BRC 
route to people who need support is always with or for the UK statutory ser-
vices. Without good partnerships and relationships, it would not be possible 
to meet this remit. Partnerships within the voluntary sector are vital as all 
bring a wealth of different skills and experience that enhance, complement 
and support each other (Fig. 5.3).

Fig. 5.2. Working Group Members of the Voluntary Sector Civil Protection Forum.



46 S. Lewis

At the Humanitarian Assistance Centre set up after the 7/7 terrorist at-
tack on London in 2005, the BRC, Salvation Army, Victim Support and Cruse 
Bereavement Care worked together with Westminster City Council to support 
people in crisis. This is a perfect example of partnership working at a single centre 
providing victims and bereaved families with a comfortable place to access 
humanitarian support from a wide range of voluntary and statutory providers.

5.10 Corporate Partnerships

It is not just statutory and voluntary sector organizations that work together 
to prepare for and respond to major incidents. Many corporate and private 
sector organizations are also active in this field; for example, the BRC has a 
number of corporate partnerships including operational arrangements with 
a 4 × 4 vehicle manufacturer and a major supermarket.

In the UK, the voluntary organizations regularly respond to emergencies 
related to extreme weather events, such as flooding caused by heavy rainfall, 
ice or snow. This is especially so in rural settings where many roads are cut 
off, leaving individuals and communities vulnerable or more vulnerable. In 
these situations, four-wheel drive vehicles are essential and while voluntary 
organizations have several such vehicles, it is not always possible to ensure 
that the sufficient number is in the right area of the UK at the right time to 
respond to all requirements. The arrangement with a 4 × 4 vehicle manufac-
turer is such that in an emergency the BRC can access four-wheel drive hire 
cars at any dealership in the UK free of charge.

Fig. 5.3. Partnership working in action.
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Similarly, the arrangement with a major supermarket is also particu-
larly useful. As a major UK supermarket it is present in many towns and 
cities, and many stores are open 24 hours per day. In an emergency the BRC 
can obtain goods to the value of £500 from any store at no cost. Clearly, dif-
ferent emergencies have different needs, and access to items such as food, 
water, torches, batteries and blankets means the BRC is able to support 
people in crisis quickly and with lower requirement for the BRC to hold 
large quantities of stock.

5.11 Government and Statutory Agency Partnerships

Following the Asian tsunami on 26 December 2004, the UK Foreign and 
Commonwealth Office (FCO) formed a relationship with the BRC to pro-
vide psychosocial support to bereaved families and victims of crisis abroad. 
Since this incident, an on-call team of trained volunteers, many of whom are 
clinical psychologists, remains on standby to deploy with the FCO Rapid 
Deployment Team in a future emergency where their support is needed. This 
is a perfect example of the auxiliary to government role mentioned earlier.

In a UK emergency involving a large number of seriously injured people 
or fatalities, or in a similar incident outside the UK but involving UK na-
tionals, a Casualty Bureau is opened by the police service. This is a part of 
the major investigation and is in place primarily to trace and identify people 
involved in an incident and to reconcile missing person records with cas-
ualty and survivor/evacuee records. The BRC has a Support Line capability 
and a memorandum of understanding with the NPCC so that it can be 
launched to complement the NPCC Casualty Bureau. The Support Line has 
the capacity and capability to be fully scalable and includes a bank of trained 
volunteers together with a 24/7 telephony system able to route callers from 
the Casualty Bureau or directly to the Support Line.

5.12 Summary

This chapter uses real-life examples of multi-agency partnerships and inci-
dents to illustrate the benefits of working in this way. The formation of some 
of these formal partnerships and relationships has been as a result of learning 
from major emergencies and has genuinely benefited subsequent responses 
and in turn those people affected.

Making and building relationships and partnerships is not always easy. 
Having and focusing on a common goal is key; however, for some individ-
uals or organizations the goal may not seem as apparent or the need for a 
partnership as relevant as to others. It probably seems obvious that blue light 
agencies such as police, fire and ambulance services work with one another, 
and yet examples such as the major supermarket’s arrangement with the 
BRC are less obvious. Some partnerships evolve due to the common goal of 
meeting the humanitarian need of people in a crisis.
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Often it will take a joint response to an incident for individuals and or-
ganizations to see the real benefit. It is always important to consider barriers 
to entry and what might prevent an organization being part of a response to 
an emergency. If another provider with similar capacity and capability is in 
that space and people’s needs are being met, then that is less concerning. If, 
however, it is because an organization has been forgotten or excluded then 
remedial activity must be undertaken.

Working in true partnership makes perfect sense in terms of an efficient 
and effective response to an emergency. It is essential that focus is main-
tained on the people caught up in an emergency, and that we recognize 
and remember that working in true partnership with appropriate agencies 
affords the best solution in the planning, response and recovery from emer-
gencies for all involved.
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6.1 Introduction

The focus of this chapter is the exploration of some group processes that can 
influence effective interprofessional practice when working with colleagues 
from different agencies and disciplines in order to develop resilience strat-
egies. It is also relevant when responding to civil emergencies and major 
incidents as interprofessional teams can be considered in four domains: rela-
tional, processual, organizational and contextual (Reeves et al., 2010).

It is particularly relevant that for many years reports on responses to 
civil emergencies have underlined the vital importance of effective inter-
disciplinary working. Interprofessional cooperation is therefore essential 
throughout the planning, responding to and reviewing stages of managing 
civil emergencies (Clarke, 2001; Wapling et al., 2009; Toner et al., 2010).

6  Interprofessional Working: 
Understanding Some Emotional 
Barriers and Unconscious 
Processes That Might Influence 
Practice in Group and Team Work

P. Sully

Honorary Visiting Researcher, Department of Psychology, University of 
Westminster, London, UK

Key Questions 

 •  How can effective interagency team working be influenced by the nature of the emergen-
cies to which the team attends?

 •  What group processes might influence effective team functioning?
 •  How might effective interagency teams develop further their best practice and thus learn 

from their shared working?
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6.2 Group Dynamics

The literature on group development and dynamics is extensive (e.g. Bion, 
1961; Tuckman, 1965; Cartwright and Zander, 1968; Huffington et al., 2004) 
and is underpinned by a number of theories. Psychodynamic and systems 
theories (Box 6.1) will be used here to outline some of the issues particularly 
relevant to this exploration of group and interprofessional team dynamics in 
the provision of services to people requiring them in civil emergencies.

Systems in organizations and teams are often given very rational explan-
ations even though, to participants in the system, they might seem to mili-
tate against the primary task of the organization or individuals’ roles in the 
delivery of the task. Where the work of the team involves service  delivery 
in potentially life-threatening situations that can be very anxiety provoking, 
systems can develop to protect practitioners from intense anxiety although 
these systems/protocols/policies might be self-evidently counterproductive. 
Contexts of practice within individuals’ inner worlds – professional and 
 organization – influence how groups behave.

6.2.1 Overt and covert processes in teams

Relationships that are not directly involved in the interprofessional team 
nevertheless have an influence on the team dynamics as well as the processes 
in which practitioners work. These seemingly remote relationships, that can 
directly affect people in practice, can be forgotten to the detriment of compe-
tent and sensitive practice (see Hughes and Pengelly, 1997).

The manifestation of covert processes in teams is usually demonstrated 
through overt behaviour of which the meaning is not immediately evident; 
for example, sabotaging discussion by changing the subject, making a throw-
away remark to detract from the focus of the work, whispering to a peer when 

Box 6.1. Psychodynamic and systems theories: definitions 

 •  Psychodynamic theory recognizes the dynamic nature of the human psyche, which in-
cludes both conscious and unconscious processes that influence human behaviour and 
interactions with others.

 •  Systems theory is based on the concept that the whole is greater than the sum of its parts. 
This approach recognizes that people’s behaviour in groups and teams has conscious and 
unconscious elements. Human systems therefore include conscious and unconscious pro-
cesses that can obstruct the group’s or team’s expressed purpose, or primary task.

 •  The primary task can be described as the clearly expressed purpose of the organization to 
which practitioners belong. Roberts (1994a) examines how this task is not necessarily that 
in which practitioners are directly engaged. She argues therefore that for teams to be 
 effective it is essential that they clarify their primary tasks (see later).

These theories also recognize that management systems evolve to accommodate the conscious 
and unconscious needs of staff (Hoyle, 1994).
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someone is putting a challenging point of view, or ‘putting down’ a colleague 
as a tease, but in a way that seems intended to humiliate. These types of be-
haviour can be described as perversions (Long, 2008; as cited by Ballatt and 
Campling, 2011) as they detract from the nature of the work and the common 
good. They flourish ‘where people are used as a means to an end, as tools and 
commodities rather than respected citizens’ (Ballatt and Campling, 2011).

This behaviour can detract from the nature of the work and may well be 
an unconscious response to feelings of inadequacy or apprehension. It also 
can lead to increased anxiety, less team trust and a sense that the project/
work of the team is not worth the effort. An example of this behaviour is 
where an individual or individuals go off the topic of discussion at a meeting 
or practice review, or raise irrelevant issues and discuss them at length, 
and consequently no decisions are made about the stated purpose for the 
meeting or practice review. This type of behaviour enables the team to avoid 
addressing difficult, painful or controversial issues.

The nature of resilience and emergency responses in a variety of arenas 
can mean dealing with a great deal of human distress. Where teams deal with 
suffering and challenge to their own abilities to function in the face of dis-
tress, they can share the defence of denial; that is, they collude with avoiding 
the trauma in the realities of their tasks. By the team sharing the denial of 
the suffering or pain they witness, members protect themselves emotionally. 
However, the risk is that the team loses its sensitivity by not recognizing the 
human reality of the situation and the suffering of those needing its services. 
They can thus deny survivors’ anxiety or pain, as well as their own risk of 
pain as a result of the work.

Unconscious group responses to anxiety are identified in the work of 
Bion (1961) and developed further by others (e.g. Huffington et al., 2004; 
Armstrong, 2005; Barratt and Campling, 2011). These responses are de-
scribed as basic assumption mentalities that occur unconsciously in groups. 
These processes or mentalities (Bion, 1961) are the basic assumptions of:

 • fight/flight (baF) – for example, where the group is in conflict to avoid 
(flee from) the task;

 • dependency (baD) – for example, where the group relies on some author-
ity who (or on some long-awaited protocol that) will magically rescue 
them/solve the problems inherent in the task (i.e. they are passive in the 
process); and

 • pairing (baP) – for example, where they team relies on one or two people 
to make the decisions and manage the team by saying what each mem-
ber needs to do.

In all these processes team members are not approaching the work from 
a position of their conscious adult experience and authority, but from uncon-
scious processes and reasons.

Basic assumption behaviour can be anti-task; it can interfere with ef-
fective group functioning and thus delay, avoid and in some cases prevent 
the team from achieving its primary task. These responses are a result of the 
anxiety or threat perceived unconsciously in groups.
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When groups or individuals feel anxious, even though they are not ne-
cessarily aware of it, they can also be drawn into ‘performing a function on 
behalf of others’ (Obholzer and Roberts, 1994). An example of this behaviour 
is a hospital first responder checking the ambulance emergency kit when this 
is the responsibility of the ambulance crew.

6.3 Interagency Planning

Emotion is a central part of the lives of groups and teams. Being aware of the 
above processes in organizational, team and individual communication can 
enable us to work more effectively and sensitively among disciplines; that is, 
to be an effective ‘work group’ (Bion, 1961; Armstrong, 2005). It is important 
too, to be aware of our own feelings in any given situation, as well as our 
own role and function in relation to the team’s primary task.

Research cited by Hawkins and Shohet (2012) shows that when teams 
are first forming and norming (Tuckman, 1965) is the time when they need to 
focus on ‘mission, goals and expectations of the performance of the team’ 
(Hawkins and Shohet, 2012).

In managing team processes, whether as team leader or not, courtesy 
is crucial. Skills in assertively addressing group process when it is anti-
task – such as keeping to agendas when they are being stalled, challen-
ging discussions that are going over the same issues again and again even 
though resolutions have been agreed, or stopping meandering discussions 
that are unfocused and achieving little – are some ways in which team 
members can help each other to acknowledge the difficulties of certain 
aspects of their work and thus keep on task. Many of these manifestations 
of unconscious anti-task behaviour are summarized by Grasha (1995) as 
‘signs of hidden agendas’.

Focusing on practice and its development, and thus on actions rather than 
aims, is more likely to aid effective team working, ‘expectations of perform-
ance’ (Hawkins and Shohet, 2012) and what is expected of one another.

6.3.1 Conflicts of interest

Responders in civil emergencies work in their host organizations as well as 
members of interagency teams where the lead organization is not their own, 
so it is likely that at times they will have conflicts of interest where their 
host organizations may have differing priorities and/or policies. They may 
also find their loyalties are divided between the team’s needs and the re-
quirements of their employers (Roberts, 1994a,b). These situations can lead 
to difficulties in the running of the team, such as over timings and venues for 
meetings, resources available for service delivery and host managers’ will-
ingness to release staff at appropriate times.

Given that the need for effective interagency practice is central to the de-
livery of sensitive and appropriate responses to survivors and communities 
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in civil emergencies, it is crucial that practitioners understand the importance 
of respectful relationships among each other. Working interprofessionally 
can be hindered by misunderstanding and assumptions about the relative 
positions and practitioners’ purposes in service delivery (e.g. Obholzer and 
Roberts, 1994; Sully et al., 2010). It is therefore essential that the purpose – 
that is, the primary task (Roberts, 1994a,b) – of the team be clearly identified 
(see Fig. 6.1).

Members of different disciplines are likely to have different perspec-
tives on the issues central to service delivery. In the author’s experience it is 
likely, however, that if the central issue/s are clearly stated (such as safety 
of staff and survivors/residents, rapid deployment of first responders), 
these perspectives are less likely to differ significantly from those of other 
team members.

Identifying and clarifying the primary task of the interagency team 
is, therefore, central to the process of effective planning and responding. 
Practice decisions in terms of priorities and how to achieve them are more 
likely to be agreed consensually. Where misunderstandings occur in prac-
tice at all levels, it could be the result of the primary task having not been 
clearly defined.

In the seminal work in on inter- and intra-agency working, The 
Unconscious at Work: Individual and Organizational Stress in the Human 
Services (Obholzer and Roberts, 1994), Roberts (1994a: 38) identifies the 
significance of the team in relation to the primary task. In order to consider 
effective individual and team working she suggests that it is important to 
ask the following:

 • How does our way of working relate to this (primary) task?
 • What are we behaving as if (italics original) we are here to do?
 • How well are we doing?

Reflective
practice
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INTERNATIONAL TREATIES

NATIONAL AGREEMENTS

Fig. 6.1. The mirror as a catalyst for anticipatory reflection and reflection-in-and-on-action. 
© Sully, Wandrag and Riddell (2009). Published with kind permission of the authors.
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She argues that where individuals are effective in teams we:

need to be clear about the task we have to do, able to mobilize  
sufficient resources, internal and external, to achieve it; and have some 
 understanding of how our own task relates both to the task of the system 
in which we are working and to the task of the institution as a whole.

(Roberts, 1994a: 36)

Hawkins and Shohet (2012) discuss that interprofessional teams that 
have clearly articulated purposes, possess complementary skills and are able 
to negotiate priorities, depending on the circumstances and changing situ-
ations, are more likely to be high functioning (Obholzer and Roberts, 1994; 
Hughes and Pengelly, 1997).

Developing and maintaining effective team relationships can be challen-
ging. Members can demonstrate, unwittingly, their or their organization’s 
ambivalence about or indeed lack of commitment to involvement in the 
team, by behaviour such as not attending meetings, arriving late, choosing 
venues that are difficult to reach for some members, or not carrying out their 
agreed actions. Issues and processes such as these need addressing by the 
team and unreliable individuals followed up, if the team is to work compe-
tently and in a mutually respectful way.

6.3.2 Meeting structure and process

Cohen et al. (2011) identify the following characteristics of meetings that em-
ployees perceive positively:

 • meetings start (regardless of whether all attendees have arrived) and end 
on time, or end before the due time;

 • agendas are circulated prior to meetings to enable staff to prepare for 
them in advance;

 • meetings are held in comfortable, appropriate environments with careful 
selection of attendees, so their presence is also significant; and

 • informal agreements about behaviour in meetings are valued.

These findings can also be interpreted as treating colleagues with re-
spect, setting boundaries or limits (e.g. clear time limits, agendas) and ex-
pecting colleagues’ participation. Having clear parameters of engagement 
can make it easier to keep the primary task of the interagency team in focus. 
In these ways, anti-task behaviour can be limited but also respectfully ad-
dressed by others present.

Many of these observations seem self-evident. However, planning 
meetings sometimes need to be held at short notice, in unsuitable prem-
ises with little privacy or comfort, or as a response to an unforeseen event 
or management directive. Individual and/or team anxiety might thus 
be raised. In these circumstances covert relationships, perhaps between 
those ‘in the know’ or those who have closer relationships with influential 
people outside the team in their own or another organization, can have 
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a direct effect on team dynamics and reactions to sudden changes. Team 
members who may appear to be adapting or responding positively, behind 
the scenes may sabotage the capacity of the group to develop creative re-
sponses to new demands.

Opportunities should be given to learn members’ views and responses 
in meetings or in one-to-one reviews. This approach is not about intrusion 
into members’ private feelings, but a sense of shared responsibility to deliver 
services that are responsive to community and individual need as opposed 
to being solely protocol driven.

Where organizations are target driven, the unexpected consequences to 
these changes can be a loss of sensitivity and humanity (see Francis, 2013, 
where targets were the priority over care delivery).

6.3.3 Reflection

The purpose of reflecting on practice is the further development of practice 
(Boud et al., 1985). Individuals and teams can decide on actions to be taken by 
learning from experience (Wilson 2008; Sully et al., 2010). Teams that review 
their work together honestly with mutual respect, despite the inevitable 
occasions where individuals feel irritated or disheartened, can build trust, 
develop and thus transform practice. Regarding differences in professional 
perspectives as strengths, rather than hindrances, is an important part of suc-
cessful interprofessional and interagency working.

The processes that occur ‘out there’ are parallel to what goes on ‘in 
here’. Groups and teams reflect in the meeting and practice review how 
they have delivered their services ‘out there’ (Sully et al., 2008, 2010; 
Hawkins and Shohet, 2012). This mirroring process, if addressed as part 
of team process in facilitated review and debriefing, is regarded as a fertile 
source of learning, enabling teams to gain better insight into their behav-
iour, abilities and what supports or hinders them. In this way they can 
transform practice (Sully et al., 2010). The mirror is a ‘catalyst’ (Sully et al., 
2010) for understanding the team’s working processes, as well as its re-
flection upon what it may respond to in future. In the author’s university 
experience, practitioners from a variety of disciplines found this model 
of reflection generally very helpful (Reeves and Sully, 2007). Experienced 
students who had participated in a rigid approach to debriefing, namely 
one that addressed solely the efficient and inefficient practicalities of man-
aging an event/incident, commented that they found this approach more 
helpful. Reflection should never be used to blame.

6.4 Summary

That all people have unconscious processes that influence their behaviour is 
no less true of groups and teams. Interprofessional teams have much to offer 
in emergency preparedness, resilience, response and recovery. Their group 
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processes and responses are influenced by context, the nature of the work 
and the anxiety it evokes, as well as the resources available at individual and 
organizational levels to deliver a service.

It is wise therefore to learn to identify signs of anxiety and consequential 
anti-task behaviour, as these are likely to interfere with efficient development 
and delivery of interagency emergency services.

Teams need time given to get to know one another and to learn together 
from practice, in an atmosphere of mutual respect. Clarification and evalu-
ation of team process and service delivery is essential to team cohesion and 
team members’ capacity to work together effectively in a variety of different 
circumstances.

The careful adjustment and modification of practice on scene and in 
later debriefing reflection supports effective interagency practice and its 
further development in preparing for, responding to and recovering from 
emergencies.

Skills in observation of team process, assertiveness and courteous chal-
lenge are essential in the clarification of roles, processes and tasks. Where 
teams have ill-defined primary tasks and little time to reflect together hon-
estly, rather than to blame team members and/or others outside the group 
they can transform practice by learning from the mirroring process involved 
in teamwork in human services.

In these ways interprofessional and interagency teams are more likely to 
deliver appropriate and sensitive responses to those individuals and com-
munities requiring them.
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Key Answers 

 •  Effective interagency team working can be influenced by the nature of the emergencies to 
which the team attends. Different emergencies invoke a different emotional response in 
both those caught up in the emergency and also the responders. Effective relationships 
between those affected by the emergency and those responding to it are reliant on the 
overt acknowledgement of these emotions. Equally, it is right to acknowledge the emotional 
response by those responders of different organizations.

 •  During the planning processes for emergencies individuals of different organizations will 
bring with them allegiances from their host organization. These overt and covert allegiances 
may have an impact on an interprofessional group’s ability to remain on task and complete 
the preparedness project.

 •  An interprofessional group is more likely to succeed if the primary task is clearly articulated 
from the onset of the process and if relevant boundaries are set and maintained throughout. 
This framework therefore provides a safe structure to tackle difficult and emotional subjects 
and reduces the anxiety of those involved in the process.
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7.1 Introduction

Command, control and communication (C3) for leadership and management 
are as important in the field of health as in any other organization that has to 
manage a response, whether generated externally or internally.

This chapter briefly outlines the system of C3 that generally operates 
within the UK including its definitions: the ‘concept of operations’, strategic, 
tactical and operational leadership and management, decision making, and 
communications and record keeping within the control room and elsewhere.

Throughout this chapter the London 2012 Olympic and Paralympic 
Games (hereafter ‘the Games’) are used to illustrate the concepts discussed 
within planned events, against the background that there was always the risk 
of additional rising-tide events, such as an outbreak of infectious disease or 
a spontaneous event such as a terrorist attack or stand collapse (see Box 7.1). 

7  Command, Control  
and Communication

A. Rowe1 And P. ThoRPe2

1Retired Metropolitan Police Operational Commander, London, UK; and 
Service Senior Emergency Planning Manager for the London Ambulance 
Service NHS Trust, London, UK 
2Executive Director of the British Columbia Ambulance Service, Canada; 
previously Head of Olympic Planning for the London Ambulance Service NHS 
Trust, London, UK

Key Questions 

 • What does ‘command, control and communication’ (C3) mean when considering an emer-
gency or major incident?

 • What is a ‘concept of operations’?
 • What command structures are recommended and commonly used?
 • How are decisions and operations coordinated to resolve emergencies or major incidents?
 • What is the role of control room staff when dealing with an emergency?
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The interagency C3 structure employed during the Games was developed to 
be flexible in its response to any of these types of event while ensuring that the 
planned event (the Games) would continue.

The overriding fact to successfully concluding an emergency, having 
already produced a plan that has been trained, exercised and revised as 
necessary, is to ensure that the organizational management structure pro-
vides clear leadership, accountable and defensible decision making, as well 
as up-to-date and far-reaching communication (both internal and external). 
This structured approach to leadership and management under pressure is 
commonly known as ‘command and control’.

7.2 Definitions

There are numerous definitions of C3. The summaries shown below are for 
reference purposes and to provide context for this chapter.

 • Command: the ability to give an order/instruction requiring action; re-
quires/demands attention and obedience (authoritative/peremptory). 
(Note: one can give orders without being ‘in control’; see below).

 • Control: the power to influence or direct people’s behaviour and/or ac-
tions or the course of events, and the methods used to exercise both com-
mand and control.

 • Communication: the passing and receiving of information, in this in-
stance in a purely strategic and operational environment (not to be con-
fused with ‘communications’ as discussed in Chapter 8, this volume).

In a multi-agency environment there may be a number of agencies with 
compatible interests but differing governance structures and objectives. In 
these circumstances there may be a stronger focus on the development of 
coordination and communication between agencies than that of command 
and control. During the Games partner agencies were co-located at the 
National Olympic Coordination Centre (see Case Study 7.1), allowing for 
an integrated multi-agency approach to the delivery of a safe and secure 
Games.

Box 7.1. Definitions of incident types 

 • Rising tide: developing from a steady state to becoming an emergency or major incident 
over a more prolonged period of time (e.g. influenza pandemic).

 • Planned: where there has been an opportunity and time to develop strategies, tactics and 
contingencies before an anticipated or known event takes place.

 • Spontaneous: (often referred to as ‘big bang’ or ‘rapid onset emergency’) where there has 
been no prior warning to develop strategies, tactics or plans. In spontaneous events a gen-
erically planned initial response may be directed towards interventions to prevent escal-
ation. Such emergencies may include transportation incidents, adverse weather or natural 
disasters, or acts of terrorism.
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It is worth remembering at this early stage that these three definitions 
cannot stand alone and have to be considered against a wider background 
that includes: intelligence–coordination–collaboration–communications (in the 
sense of Chapter 8, this volume).

This book has so far dealt with matters relating to risk assessment, 
planning in partnership and interagency working in the operational con-
text. The culmination of planning, training, exercise and review all comes 
together under the operational umbrella when an emergency or major in-
cident is declared.

While multi-agency cooperation when dealing with emergencies has 
taken place over a number of years, the Civil Contingencies Act 2004 co-
difies the UK requirements for agencies to work more closely together in 
all elements of planning, training, exercise, review, response and recovery. 
The immediate strength of the Act was to require civil authorities and 
other agencies (e.g. public utilities) to work towards a common goal under 
a universal command and management structure that was understood by 
all, without the risk of confusing the roles of organizations or personnel 
involved by overlap and/or working in silos, without reference to each 
other, etc. It also encourages organizations (referred to as Category 1 and 
Category 2 Responders in the Act) to use the same management processes 
when dealing with internal emergencies.

This management concept has recently been further endorsed by the 
emergency services in the UK when the Government (the Home Secretary) 
required the three emergency services to conduct joint training that endorsed 
the processes outlined within the Civil Contingencies Act 2004 and associ-
ated guidance (Joint Emergency Services Interoperability Principles (JESIP)).

The approach to exercising of the C3 capacity for the Games involved all 
partner agencies and provided assurance to stakeholders of games readiness 
(see Case Study 7.2).

It is also vitally important to note that in addition to formal exercises, 
the command and control structures used to deal with emergencies in the 
UK are the same as those used on a regular basis by multi-agency teams 
dealing with various pre-planned events. These range in scale from the 
Games and royal weddings, through sports events and pop concerts, to 
local fetes and fairs.

Case Study 7.1. The National Olympic Coordination Centre 

During the Games, the National Olympic Coordination Centre (NOCC), while an integral 
part of the C3 structure, had no direct command of any national or local resources. It was 
staffed by partner agencies: Games organizers, fire, police, ambulance, the Greater London 
Authority, local government and others, under the direction of the National Olympic Security 
Coordinator. The Health Desk in the NOCC was staffed by senior leaders from the ambulance 
service with a direct link to the Department of Health (DH) Situation Room. During the Games 
the NOCC Health Desk provided updates to DH who could then give direction through local 
coordination centres and control rooms to health care providers.
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7.3 Concept of Operations

Prior to such event plans being drafted, the overarching structures and inten-
tions that support an event need to be identified by the principal organizers 
in partnership with interagency partners. This will lead to the jointly agreed 
production of a document known as a ‘concept of operations’ (CONOPS). 
Such a document will broadly set out agreed goals and overarching principles. 
For example, the London Olympic CONOPS set out (among other things) the 
following six aims and objectives:

 • roles and responsibilities – decision makers are clear on their roles and re-
sponsibilities and their delegations and limits of authority;

 • information and communication flows – there are clear information flows 
into and across the C3 to ensure all decision making is informed by a 
common understanding of the overall situation;

 • timely and informed decision making – there are adequate and resilient ar-
rangements in place for consultation on major issues;

 • supporting infrastructure – there are adequate facilities and communi-
cations links to support decision making and disseminate those  
decisions appropriately (potentially the establishing of a joint 
multi-agency control facility, and other cross-organizational links, 
e.g. teleconferencing);

 • communications – public messages issued by all those responsible for the 
delivery of the Games are consistent and coordinated; and

 • response to emergencies – the C3 is designed to support the response to 
both Olympic and non-Olympic emergencies.

In support of these principles, each organization that had a role relating 
to the Games was expected to produce its own CONOPS that supported the 
national concepts. These organizations included a remarkably wide range 
of partners, including:

 • Games organizers at each venue and residence (hotels);
 • police;
 • fire;

Case Study 7.2. Interagency emergency management during the Games 

Interagency emergency management during the Games was complex, with consideration of 
the needs of all agencies involved having to be taken in to account. This led to significant 
investment of time and resources into the planning of the Strategic Testing and Exercising 
Programme (STEP) led by the UK Government Home Office through the Olympic and 
Paralympic Security Directorate as well as local and national testing.

A number of national events were held including Operation Amber, which tested all elem-
ents of the UK Ambulance Service response to the Games including C3, pre-planned aid, 
the Olympic Deployment Centre, clinical training, specialist multi-agency response and na-
tional communications networks. This was undertaken as part of the assurance process for the 
Association of Ambulance Chief Executives, DH, Home Office and other agencies.
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 • ambulance;
 • local designated hospitals;
 • local authorities (to include the special requirements of their local 

community);
 • transportation companies;
 • public utilities and volunteering organizations;
 • organizers of cultural events; and
 • many others against a background that required ‘business as usual’ to be 

maintained.

While the various CONOPS documents were owned by the various indi-
vidual agencies involved, they were peer reviewed internally and externally 
against the six criteria outlined above. Each was required to produce a risk as-
sessment and a plan that identified its own risks. Subsequently individual and 
later interagency plans could be produced that ensured all perceived threats 
and challenges were considered and mitigated to the best of their corporate 
ability. The operational plans also ensured that an adequate response could be 
made by each organization, working with partners, to reduce, control or miti-
gate the threats posed or resolve any emergency that may have been declared. 
Thus once an emergency had been declared by an organization (or internally 
by a department within an organization) other partners would move to provide 
the necessary support by way of initial response leading towards recovery.

7.4 Command Structures

Each organization (or department when dealing with an internal incident) 
will follow the same basic template for planning, command and control that 
will be required to respond effectively and thus prevent, mitigate or resolve 
both external or internal emergencies and threats, with the intention of con-
cluding the emergency and restoring normality as quickly as possible in a 
planned and coordinated manner, always against a background of main-
taining (as far as possible) ‘business as usual’.

The template is based very simply on the concept of three tiers of man-
agement: strategic, tactical and operational. These have been adopted by each of 
the emergency services as well as (within London) Category 2 responders as 
identified by Civil Contingencies Act 2004, including local government, public 
utilities and others. These are each discussed in more detail below. The Games’ 
original Bid Document outlined responsibilities, including those of health care 
providers, in the event of an incident during the Games (see Case Study 7.3).

7.4.1 Strategic

The purpose of the strategic level (often referred to as ‘gold’ by individual 
responder agencies) is to consider the emergency in its widest context:

 • determine longer-term and wider impacts and risks with strategic  implications;
 • define and communicate the overarching strategy and objectives for the 

response;
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 • establish the framework, policy and parameters for lower-level tiers; 
and

 • monitor the context, risks, impacts and progress towards defined 
 objectives.

Therefore, from the outset of the incident response, each strategic man-
ager will determine his/her organizational intention and record a strategic 
statement for his/her own organization. This statement will need to be moni-
tored, subject to ongoing review and updated as required by the interagency 
Strategic Coordinating Group (see below).

7.4.2 Tactical

The purpose of the tactical level (often referred to as ‘silver’ by individual 
responder agencies) is to develop interagency procedures that support the 
strategy by ensuring that the actions taken by the operational tier are coord-
inated, coherent and integrated in order to achieve maximum effectiveness 
and efficiency.

The tactical manager may attend the scene of an incident, take charge 
and be responsible for formulating the tactics to be adopted by his/her or-
ganization to achieve the strategic objectives set by the strategic manager. 
The tactician should not become personally involved with activities close to 
the incident, but remain detached.

There will be occasions when that person may be based elsewhere and 
a scene manager (see below) will fulfil the function normally undertaken by 
the tactician. This may occur under various circumstances including mul-
tiple simultaneous scenes, threats or incident sites (e.g. several explosions, 
or marauding armed terrorists) where a coordinated tactical response across 
sites is required, or when an incident occurs where a command structure is 
already in place for a pre-planned event or operation (e.g. a major incident 
during a sporting event or concert).

7.4.3 Operational

Operational is the level at which the management of immediate 
‘hands-on’ work is undertaken at the site(s) of the emergency or other 
 affected areas. Individual responder agencies may refer to the oper-
ational level as ‘bronze’.

Case Study 7.3. Command structures at the Games 

The London 2012 Games management process required each of the medical services to re-
tain clear responsibility for the deployment, command and control of its resources using the 
procedures outlined in the London Emergency Services Liaison Panel (LESLP) Manual. This 
then included the use of the ‘gold, silver and bronze’ command structure commonly referred 
to as ‘GSB’. JESIP 2014 now recommends the use of ‘strategic–tactical– operational’ tiers of 
management.
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Operational managers will control and deploy the resources within a 
geographical area or to a specific role to implement the tactics formulated by 
the tactician. Clearly there will be as many operational managers as required 
to resolve the emergency, each of whom will report to their own tactician 
while liaising with operational managers from other organizations or depart-
ments as required. At an internal incident, such as a hospital power failure, 
these will be the relevant managers from any department that has a role in 
controlling or mitigating the threat posed; for example, those dealing with 
IT, bed management, wards, catering, facilities, the emergency department, 
etc. It is vitally important that tactical and operational managers are easily 
identifiable to each other (e.g. by the use of high-visibility jackets or tabards) 
and other personnel.

The strength of this agreed structure is that it ensures organizations and 
departments understand each other’s roles, ability and authority. However, 
it remains vitally important to understand that any organization may request 
temporary assistance, personnel or equipment from another. Essential to the 
success and confidence to do this is to ensure consistent competencies across 
these functions (see Case Study 7.4). In such circumstances, while the sup-
porting service will relinquish the immediate control of those resources to 
another for the duration of the task, it will nevertheless keep overall com-
mand of its personnel and equipment at all times. The rationale being that 
personnel from one service or department who help another in this way 
should only be given tasks for which they are trained and not simply supple-
ment the other service in a potentially dangerous situation, and that know-
ledge is clearly best known and understood by the providers’ management 
and leadership.

Case Study 7.4. Command and control at the Games 

Performance criteria were established that determined a number of competency standards re-
lating to the degree of knowledge and skills required to operate at the Games; these levels are 
contained in the National Occupational Standards. Each partner organization in the NOCC 
undertook to train its command structure to these levels:

 • responding to emergencies at the strategic (gold) level;
 • responding to emergencies at the tactical (silver) level; and
 • responding to emergencies at the operational (bronze) level.

The ability to work at these levels was tested during the STEP in command-post and live 
exercises.

7.4.4 The Strategic Coordinating Group

A primary task following confirmation that a multi-agency (inter-departmental) 
emergency has or is likely to occur is the establishment of the multi-agency 
Senior Management Group, which is often known as the Strategic 
Coordinating Group (SCG). The SCG involves strategic managers with the 
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appropriate mix of seniority and authority from each responding organiza-
tion or department.

A multi-agency SCG in the UK may be chaired by a senior police officer 
(the police have the role of coordinating the response to a wide variety of in-
cidents including terrorism, transportation incidents and natural disasters), 
but this does not place the police service ‘in charge’ or ‘in command’ of the 
resolution of the emergency or other resources unless by agreement.

Having received all the relevant information from each organization in-
volved and thus its strategic approach to resolving the emergency, the SCG 
will produced an agreed overarching Strategy that will drive the resolution 
forward, taking care to merge and blend with the strategic approach adopted 
by the other organizations or departments.

Clearly an internal emergency, not requiring the involvement of other 
agencies, is advised to follow the template outlined in this section but the 
strategic lead will be provided by the most appropriate person within the 
organization with the necessary degree of authority, skills and training to 
achieve the desired result.

It is vitally important that an SCG is established at the earliest oppor-
tunity, by whatever is the most convenient means including face to face, tele-
phone or video conferencing. Here each organization’s strategy can be shared 
and a single, simple, overarching Strategic Statement can be agreed. This will 
determine the immediate priorities and may, even at this early stage, con-
sider the transition from the response phase into recovery. SCGs during the 
Games were established in time for the STEP programme and were activated 
prior to the Torch Relay (see Case Study 7.5).

Case Study 7.5. Strategic Coordinating Groups during the Games 

During the Games a number of standing SCGs were established in key areas, such as 
London and Dorset. These groups met under the chair of the police force with responsi-
bility for the security in those areas. Groups would be convened daily to review areas such 
as the order of play for the day, VIP or protected person visits, latest intelligence and any 
agency-specific issues. These groups enabled the flow of information into each agency in 
a steady state.

In the event of any emergency or incident, the infrastructure and routine for the SCG were 
already in place. Core membership of agencies such as police, fire and ambulance would be 
supplemented as appropriate in such a case. A key factor in planning for these groups was 
the ability to function for an extended period of time, especially if an incident occurred in the 
early stages of the Games, such as the Torch Relay.

SCG meetings must then take place at agreed regular intervals, usually 
against a fixed agenda. The first item is typically ‘Urgent decisions required’, 
followed by ‘Updates’ (including ‘Progress reports’ and ‘Fresh challenges’) 
from all participants and the agenda concludes with an assessment of pro-
gress against the Strategy in order to drive tactics for the next phase or period 
of time.
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During the course of the emergency, and thus at the SCG meetings, it is 
necessary to continually review the corporate risk assessment, by embracing 
the known or perceived risks from the organizations involved. This, together 
with horizon scanning (looking forward) and a review of progress, may re-
quire that the Strategic Statement be adjusted or amended during the reso-
lution of the emergency as progress is made or new threats and challenges 
are identified. All this highlights the vital need for all such meetings and 
decisions to be minuted comprehensively and circulated quickly. This formal 
activity should ensure that the decisions taken are in support of the Strategy 
and are corporate and defensible, both individually and organizationally at 
any post-emergency enquiry.

Each member of the SCG armed with the agreed Strategy and decisions 
taken MUST then inform his/her tactical manager as quickly as possible in 
order that the necessary tactics can be designed, personnel and equipment 
requested and provided so that implementation can be initiated to drive the 
Strategy, and thus the resolution of the incident, forward.

Strategic statements need not be lengthy but must provide the agreed 
intention of the organizations to drive both response and recovery. For ex-
ample, at a transportation incident the SCG’s strategic statement might be 
as shown in Box 7.2.

This simple statement involves all the organizations that may be expected 
to deal with response to an emergency: fire, police, ambulance, local govern-
ment, transportation authorities (road, rail, air) and hospitals. Each will de-
velop tactics that will support the statement. It is reasonable to expect that each 
organization will be generally aware of the ability of other agencies and as the 
result of familiarization through joint planning, training, exercise and review. 
Similar simple strategic statements can be drafted that will effectively drive 
internal incidents ranging from loss of electricity or IT to the need to evacuate.

Subsequent to any strategic meeting it is vital that the tactical man-
agers are informed of the decisions taken and that they hold regular 
meetings with interagency (or inter-departmental) tactical colleagues. 
This group, now commonly known at the Tactical Coordination Group 
(TCG), will discuss priorities and actions to ensure greater consistency 
and management of what can be achieved, with the result that their 

Box 7.2. Strategic statement for a transportation incident 

Make safe the area to ensure:

 • a safe working environment for rescuers; from which
 • the injured can be removed as quickly and safely as possible to appropriate designated 

 hospitals;
 • appropriate facilities can be made available for other survivors;
 • the deceased can be dealt with sensitively and identified;
 • enquiries from friends and families can be dealt with effectively;
 • investigation of the circumstances can take place; and
 • normality can be restored as quickly as possible.
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 tactics can complement each other in the best interests of supporting the 
Strategy and resolving the emergency.

Tactical managers can then brief their operational managers as to the way 
forward, the latter being responsible for deploying the necessary resources. 
It is essential that regular reports of progress (situation reports or SITREPS) 
are forwarded (to and from) through the chain of command. This will ensure 
the strategic leads are aware of progress and changes so that provision can be 
made for either additional appropriate resources or a planned and seamless 
move from response to recovery.

7.5 Communication

None of the above can be achieved without adequate communication be-
tween individual organizations or departments and, just as importantly, 
with other organizations involved, as previously stressed. Indeed, commu-
nication is the very essence of ‘control’. Throughout planning for the Games 
significant effort was put into the development of common language (see 
Case Study 7.6) for use by organizations to support decision making.

Control begins through the strategic manager, who should have a sup-
port team able to deal with high level (e.g. central government) and media 
enquiries, obtain up-to-date information and intelligence from a wide range 
of sources, and coordinate progress. Constant horizon scanning must take 
place to ensure that the right equipment and personnel are available at the 
right place at the right time and that proper arrangements are made for the 
welfare of personnel deployed. Information from the scene and elsewhere 
would ensure that the correct decisions are made at the right time. Here 
again it is a requirement that information, intelligence and routine messages 
are recorded as each forms part of the operational log from which reports 
can be prepared and statements taken. All documentation, recorded in any 
control facility and from whatever source (electronic and physical), will need 
to be saved and produced at any subsequent internal or interagency debrief, 
formal enquiry, civil or criminal proceedings, or coroner’s court.

Of equal importance is the need for all managers to record, as far as they 
are able, the rationale for decisions taken, including, if possible, the options 
considered. Details of any advice sought and received should also be 

Case Study 7.6. Interagency communications during the Games 

Interagency communications should be clear and concise. Discussions were held pre-Games 
on what this meant including the type, frequency and route of sharing of information. This 
included considerations on the confidentiality of information shared between organizations. 
Other factors considered included the interoperability of systems and reach back to parent 
organizations. Finally, an understanding of the different usage of common terms was reached. 
For example, a ‘patient’ to health organizations means someone injured, treated and/or trans-
ported to a place of treatment. To other agencies this term was being used to describe a 
member of the public involved in an incident.
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recorded. It is however recommended that this strategic group is separated 
from but situated adjacent to the control centre. Such a separation tends to 
ensure that information is passed to the most appropriate levels and not ne-
cessarily referenced to the strategic group just because it is co-located.

7.5.1 Control rooms

There is almost always a need for each organization to operate from its own 
control environment, as well as probably being represented at the corporate 
control room. Many control rooms are pre-established, with specially trained 
and exercised staff that are dedicated or can be withdrawn from their normal 
duties to staff the room. Each person must clearly understand his/her role 
and the function he/she provides for emergency response. As far as possible 
(and this is recommended), liaison personnel from participating organiza-
tions or departments should send representatives to each other’s control fa-
cilities to aid interagency communication and liaison.

In the development of plans for control rooms, consideration must be 
given to the interoperability of IT systems, interaction with other control 
rooms, the need to set up at short notice, especially in spontaneous incidents, 
and potentially the need to operate for extended periods of time.

Clearly, control room staff cannot be parachuted into a control room 
without adequate training and exercising. This is especially true if personnel 
are to be drawn in from their day role. One of the primary considerations in 
ensuring that an emergency is dealt with or mitigated as quickly, efficiently 
and effectively as possible will be the performance of control room personnel. 
Not only must they have a comprehensive knowledge of the organization’s 
expectation of them, but a full understanding of the incident and its progress 
towards resolution, including pre-deployment briefings and ongoing updates.

7.6 Summary

This chapter has outlined the overarching processes that have been used in the 
UK for a number of years. The process is dynamic and changes are constantly 
made as the result of training, exercising, events and emergency response. 
The processes identified above, with good leadership and sound decision 
making, have stood the test of time within challenging environments and 
against a wide variety of large-scale events, real threats and emergencies.

This chapter has identified the advantages of relationships between and 
integration of C3 in terms of single organizations (diverse departments) and 
multiple agencies. It has also identified the fact that such processes, when 
coherently structured, planned, drafted, exercised, tested and reviewed, can 
be used as a response to a variety of challenging incidents whether antici-
pated or spontaneous, from small-scale to major events, best exemplified by 
the Olympic Games, natural disasters, transportation and terrorist incidents, 
and a variety of health emergencies.
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Key Answers 

 • Command, control and communication (C3) – together with other elements including intel-
ligence, coordination, collaboration and (media) communication – is the acknowledged 
methodology adopted in the UK to deal with the response and recovery phases of an emer-
gency. It is flexible and can be used in a multi-agency environment or within a single organ-
ization that is dealing with a significant incident involving more than one department.

 • The concept of operations can be drafted ahead of a pre-planned or anticipated event or 
emergency. This should be tested and agreed by the various organizations (or departments) 
involved. This will lead to roles and responsibilities being understood; information and com-
munication flows established; and informed and defensible decisions being made. This is all 
against a background that ensures that supporting infrastructure is adequate and communi-
cations (internal and external) are established. The overarching key to success is the ability to 
respond to a variety of specific challenges against a ‘business as usual’ background.

 • The Civil Contingencies Act 2004 guidance document on Emergency Response and Recov-
ery has identified best practice in recommending the use of strategic, tactical and oper-
ational tiers of management, supported by a strong infrastructure within each organization 
as well as corporately (interagency) by way of the Strategic Coordinating Group (SCG), now 
augmented by the recent Joint Emergency Services Interoperability Principles (JESIP).

 • Coordination is maintained through the SCG, formal minutes, and decisions being swiftly 
communicated to the tactical tier for implementation. This is supported by constant risk re-
view, horizon scanning and reviewing of progress.

 • Control room staff are one of the principal keys to resolving an emergency. Whether dedi-
cated or drawn into the control facility, they must be trained and exercised for specific roles, 
kept fully updated, and aware of the importance of their role in maintaining the log of events 
and thus their role in debriefs and any further enquiry.
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8.1 Introduction

A robust and resilient communications strategy is especially important 
during health emergencies. The spread of a disease can be slowed and even-
tually contained by promoting and enabling effective infection control, fa-
cilitating surveillance and contact tracing of known cases, and ensuring 
that timely and scientifically accurate information is disseminated to appro-
priate groups within effective time frames. The World Health Organization 
(WHO) Outbreak Communication Planning Guide (www.who.int/ihr/elibrary/ 
WHOOutbreakCommsPlanngGuide.pdf) states:

pro-active communication encourages the public to adopt protective 
behaviours, facilitates heightened disease surveillance, reduces confusion 
and allows for a better allocation of resources – all of which are necessary 
for an effective response.

This is illustrated in Fig. 8.1.
During the recent Ebola crisis in West Africa, effective communication 

strategies have been credited with limiting the spread of the disease from 

8  Communications During  
a Health Emergency
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Key Questions

 • Why do you need to communicate?
 • Who do you need to communicate with?
 • When do you need to communicate?
 • What do you need to communicate?
 • How can you communicate effectively?

http://www.who.int/ihr/elibrary/WHOOutbreakCommsPlanngGuide.pdf
http://www.who.int/ihr/elibrary/WHOOutbreakCommsPlanngGuide.pdf
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early cases in Senegal and Nigeria. Figure 8.2 illustrates some public mes-
saging in Sierra Leone in 2015.

Good communication strategies can also help to mitigate the health im-
pacts of contamination events, for instance by: (i) informing people to stay 
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Fig. 8.1. Proactive communication in infection control. (From http://www.who.int/ihr/
elibrary/WHOOutbreakCommsPlanngGuide.pdf.)

Fig. 8.2. Roadside public health messaging in Sierra Leone, 2015. (© Tom Mooney.)

http://www.who.int/ihr/elibrary/WHOOutbreakCommsPlanngGuide.pdf
http://www.who.int/ihr/elibrary/WHOOutbreakCommsPlanngGuide.pdf
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 inside if a chemical fire nearby has polluted the air; (ii) giving early warn-
ings to a local population of extreme heat, cold or other weather events 
that may affect their health, so that they have time to plan for them; and 
(iii) ensuring that people are aware of support that is available, including 
long-term health monitoring programmes, following an event.

8.2 Health Communication: the Basics

Michael Hallowes, the then-head of the UK National Policing Improvement 
Agency, once stated that communication is ‘not just the C of ICT (Information 
and Communications Technology)’. Equally important as the technology as-
pect is knowing with whom to communicate and how to frame the message. 
In the case of a health emergency, this will include communicating some-
times complex scientific and medical information to emergency responders, 
the media and the public in a way that can be easily understood. Effective 
communications will encompass:

 • incoming communications and information from outside the organization, 
including from organizations whose involvement may be specific to the 
event;

 • internal communications between an organization’s own workforce; and
 • external communications to collaborating agencies, the media and the 

public.

Messages need to contain not only facts and figures on, for example, how 
a disease spreads and how many people have currently contracted it, but 
also risk communication, including information on what the risk is, how to 
avoid it or mitigate its effects, the timescale of the risk and when it may in-
crease or decrease. Who is responsible for managing the risks should also be 
clear, so that everyone knows what their responsibilities are and who else 
they may be responsible for.

Communications should manage expectations, be honest and practical, 
and be prepared to explain why some information may be unknown, uncertain 
or liable to change. Being unsure of the current situation and how it might de-
velop is not an excuse for giving no communication at all – in an information 
gap, rumours and misinformation are more likely to spread if there is nothing 
and no one to counter them. The WHO Outbreak Communication Planning Guide 
(www.who.int/ihr/elibrary/WHOOutbreakCommsPlanngGuide.pdf) has set 
out five important principles of communication during health emergencies:

 • trust;
 • announcing early;
 • transparency;
 • listening (to the public’s concerns); and
 • planning.

Two particularly good online tools for helping to plan communications 
strategies during health emergencies have been developed by the International 

http://www.who.int/ihr/elibrary/WHOOutbreakCommsPlanngGuide.pdf
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Federation of Red Cross and Red Crescent Societies (IFRC) (www.eird.org/
esp/ifrc-toolkit/guia/emergency-communications.pdf) and the European 
Commission (http://ec.europa.eu/health/preparedness_response/docs/gpp_
technical_guidance_document_1_december_2009.pdf).

8.3 Timeline of Communication

Guidance issued by the UK’s Civil Contingencies Secretariat (CCS) clearly 
sets out the stages of an emergency and gives guidance on each stage in its 
publication Emergency Preparedness (Fig. 8.3).

Although the CCS Guidance is intended for generic emergencies, it 
can easily be applied to specific health emergencies (see www.gov.uk/ 
government/uploads/system/uploads/attachment_data/file/61030/
Chapter-7-Communicating-with-the-Public_18042012.pdf):

Advance preparation is essential and developing an outline communication 
strategy to deal with incidents is vital. When an incident/emergency occurs, 
this rolling strategy can be quickly developed to ensure a comprehensive 
and coordinated strategic communications approach is taken. This strategy 
however should continue to evolve over the duration of the incident to 
ensure that the most effective and appropriate action continues to be taken. 
Where possible, there should be a range of communications specialists 
involved in developing the strategy so that all communication disciplines, 
from free to paid media, e-media to direct mail, are considered.

WHY
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Authorities/
responders
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Timing/speed
of dissemination
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content

HOW
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tools/methods
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Population at risk

Fig. 8.3. Communications process. (From Chapter 7 in Revision to Emergency Preparedness, 
Civil Contingencies Enhancement Programme, Cabinet Office, 2012. Available at: 
www.gov.uk/government/uploads/system/uploads/attachment_data/file/61030/Chapter-7- 
Communicating-with-the-Public_18042012.pdf.)
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http://www.gov.uk/government/uploads/system/uploads/attachment_data/file/61030/Chapter-7-Communicating-with-the-Public_18042012.pdf
http://www.gov.uk/government/uploads/system/uploads/attachment_data/file/61030/Chapter-7-Communicating-with-the-Public_18042012.pdf
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8.3.1 WHY: event trigger

In the event of a health emergency, the event trigger may be early identi-
fication of cases of a disease (such as measles or influenza), suggesting a 
localized or potential outbreak, or a number of individuals with unusual 
symptoms self-presenting at a hospital or health centre, which may be in-
dicative of food poisoning or a chemical attack. The trigger may be related 
to an international event, such as the outbreak of Ebola in West Africa in 
2014, or the nuclear disaster at the Fukushimi Dai-ichi nuclear power plant 
in Japan in 2011, that is not of immediate danger to the UK but may require 
liaison with the media to ensure news coverage is balanced and does not 
cause undue concern. In the case of the 2009/10 swine flu pandemic, early 
identification of cases in Mexico enabled the UK to prepare a communica-
tions strategy to health care workers and the public well in advance of cases 
reaching the UK (see Chapter 14, this volume).

8.3.2 WHO: information source – authorities, responders

In today’s modern communications environment, where mobile phones and 
Internet-connected devices are everywhere, information can come immedi-
ately from multiple sources across multiple platforms.

During a health emergency, it will be important to ensure that informa-
tion coming from international, national and local sources is consistent and 
gives the same advice; or, if different advice is given by different organiza-
tions for good reason, this is explained so as not to cause confusion. Workers 
in non-governmental organizations based in Liberia during the 2014/15 
Ebola crisis reported that they felt most assured when the information given 
by the Liberian Ministry of Health, the WHO, international news media such 
as the BBC and local media sources was consistent.

Information sources will include:

 • international health organizations such as the WHO, the US Centers for 
Disease Control and Prevention (CDC) and Medicins Sans Frontiers (MSF);

 • national health organizations such as the Department of Health, NHS 
England and Public Health England in the UK;

 • international, national and local media;
 • social media, which can be used to monitor the situation on the ground 

and help to understand the public’s reaction and concerns (the Associ-
ation of International Air Transport (IATA) has produced a particularly 
good guide to social media in crisis communications; see www.iata.org/
publications/documents/social-media-crisis-guidelines.pdf); and

 • personal communications from friends and colleagues directly involved 
in the event.

Organizations that are likely to be issuing official communications and 
statements need to liaise with one another to ensure the messages they are 
giving are consistent.

http://www.iata.org/publications/documents/social-media-crisis-guidelines.pdf
http://www.iata.org/publications/documents/social-media-crisis-guidelines.pdf
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8.3.3 WHEN: timing/speed of dissemination

While modern technology means that messages can be sent across the 
world instantly, it still takes time to formulate and send the right message; 
that is, one that contains accurate and appropriate information. Preparing 
such messages may take time and, in the interim, holding messages can 
provide assurance that the situation is coming under control and that fur-
ther information will be provided when available. Social media makes it 
inevitable that information will be pushed out extremely quickly from 
members of the public on the ground – for example, by people working 
at a hospital where early cases of a serious disease outbreak are being 
treated – so it is important that official messages are issued just as quickly 
so it does not look as if anything is being ‘covered up’. The WHO warns 
that:

The longer officials withhold information, the more frightening the 
information will seem when it is eventually revealed, especially if it is 
revealed by an outside source. Late announcement will erode trust in the 
ability of public health authorities to manage the outbreak.

It is also important to consider the temporality of information – how 
long is this valid for and when can those receiving it expect to be given an 
update? More information is given in Table 8.1.

8.3.4 WHAT: message content

The message content does not need to contain perfect information: the 
best estimate of the current situation will help to prevent rumours and 
misinformation spreading and stop accusations that the authorities are 
‘doing nothing’. Message content should contain the facts as far as they 
are known and explain these clearly to a non-expert audience. For in-
stance, in a health emergency it may be important to explain the diffe-
rence between figures given for confirmed and suspected cases; and to 
use non-jargonistic terms. The information ‘the background radiation in 
Tokyo is 66 nSv/h’ does not mean much to most people. A better way to 
phrase it is to add ‘this is higher than usual for Tokyo at this time of year, 
but less than it would be during a summer day in the South of France’. 
Framing a message in such a way helps people to understand how they 
may be affected.

The advice from the UK CCS is that:

the more information the public has access to, and the better educated they 
therefore become before an event, the more open they are likely to be to the 
warnings and advice they are given at the time of an emergency.

It is also important to be clear on why some information is being with-
held from the public, if a decision to do so is made, and to be prepared 
to explain the reasons for this decision if the information is ‘leaked’ at a 
later stage.
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8.3.5 HOW: communications tools/methods

The start of an emergency is not the time to begin using new and unfamiliar 
communications systems: it is much better to continue using the systems and 
technology with which people are already familiar, although they may need 
to be used more often, or need more operators than usual to handle the add-
itional capacity.

Fortunately, a health emergency is less likely to damage telecommunica-
tions infrastructure in the same way as a serious flood, a terrorist attack or an 
earthquake, so the usual lines of communication may be undamaged. But it 
is also the case that one of those other events may have triggered the health 
emergency, and so normal communications should not be assumed.

Table 8.1. Timing communications: before, during and after a health emergency.

Before  • Be aware of what risks may result in a health emergency, including infectious disease 
outbreaks; extreme heat or cold spells; contamination from chemical fires or radio-
logical incidents; food poisoning and others

 • Know what the early warnings of an event are likely to be, where notification is likely 
to come from, and who you are responsible for communicating messages and infor-
mation to

 • Know who is responsible for what aspects of the emergency and how to communicate 
with them when an event occurs

 • Write detailed but flexible plans, which can form the framework of a response
 • Ensure appropriate training is provided and exercise the plan regularly
 • Know who needs to be informed and how they can best be reached, including vulner-

able populations such as the elderly, disabled and those who may face language or 
literacy challenges

 • Be clear on what the communication strategy will be, including who the most 
 appropriate spokesperson or ‘media face’ should be

During  • Liaise with other agencies involved in the response to ensure that messages are con-
sistent, for instance on number of cases, where cases are occurring, what actions 
people should take and how the situation is changing

 • Provide regular updates that give honest and accurate information
 • Communicate regularly with other agencies to ensure limited resources can be allo-

cated in the most efficient way
 • Provide regular briefings to the media and the public to ensure an information gap 

does not develop that can allow rumour and misinformation to spread
 • Monitor social media to understand public concerns and fears, and to pick up any in-

correct rumours so that they can be countered quickly
After  • Ensure people who have been affected are aware of where they can get help and sup-

port in the long term if needed
 • Be aware that some people may not develop symptoms of emotional distress until 

some time after the event and ensure that they can access help when they realize they 
need it (see Chapter 9, this volume)

 • Instigate long-term health monitoring plans where needed in cases where health prob-
lems may develop long after the event (e.g. cancer screening programmes to a popu-
lation exposed to radiation)
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Planning in advance for what will happen if usual lines of communi-
cation are disrupted or unavailable, including what alternative methods of 
communication might be used, what to do if communications cannot be re-
stored and what spontaneous communications networks might arise, will 
all help to manage communications during a real event. Guidance issued by 
the US Department of Homeland Security (see www.dhs.gov/emergency- 
communications-guidance-documents-and-publications) includes infor-
mation on how to run a communications exercise (see Chapter 11, this 
volume).

In the modern world, the same message can be communicated by 
e-mail, post, text message, telephone, radio, television, Facebook, Twitter 
and many more. Messages will be sent and received by professional re-
sponders, members of the public, the media, politicians, employers and 
employees, community leaders, and friends and family. Each individual 
involved in a health emergency will receive (and probably send) multiple 
messages. With so many communication channels available, individuals 
are likely to first turn to the ones with which they are familiar, so it may be 
important to disseminate the message across a number of platforms to en-
sure that it reaches all demographics. The key issue, however, is to ensure 
that the message is consistent, as this will provide the greatest reassurance 
to those receiving it.

8.3.6 TO WHOM: the population at risk

The population at risk will benefit from having a clear and honest under-
standing of the risk, along with information on what they can do to manage 
it themselves, what aspects of it are being managed for them or where sup-
port for managing it is available. They will also need to know in what cir-
cumstances the risk may escalate or decrease.

Understanding trigger points for escalation at local and national level, 
and being warned of them in advance, will help with risk management and 
perception; for example, warning people in advance of when an emergency 
vaccination programme may begin, when local schools may need to close 
(and for how long) and how to call telephone helplines for further infor-
mation. It is particularly important to consider how vulnerable populations 
can be reached. A particularly good handbook to follow is the Australian 
Government’s Communicating with People with Disability: National Guidelines for  
Emergency Managers (see http://icrtourism.com.au/wp-content/uploads/2013/ 
11/6_Communicating-with-People-with-Disability-National-Guidelines-for-
Emergency-Managers.pdf).

In the UK, the Civil Contingencies Act 2004 places two distinct legal 
duties on Category 1 Responders (e.g. local authorities, blue light services 
and hospitals): (i) advising the public of risks before an emergency; and 
(ii) keeping it informed during an emergency. It also offers advice to emer-
gency planners on how to develop communications arrangements that are 
appropriate for the message and the targeted audience.

http://www.dhs.gov/emergency-communications-guidance-documents-and-publications
http://www.dhs.gov/emergency-communications-guidance-documents-and-publications
http://icrtourism.com.au/wp-content/uploads/2013/11/6_Communicating-with-People-with-Disability-National-Guidelines-for-Emergency-Managers.pdf
http://icrtourism.com.au/wp-content/uploads/2013/11/6_Communicating-with-People-with-Disability-National-Guidelines-for-Emergency-Managers.pdf
http://icrtourism.com.au/wp-content/uploads/2013/11/6_Communicating-with-People-with-Disability-National-Guidelines-for-Emergency-Managers.pdf
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8.4 Working with the Media

Media interest is an inevitable part of any emergency, and a health emergency 
will be no different. Working closely with the media, rather than seeing them as 
an enemy, can help to cascade public health messages to a wide audience and to 
ensure that public concerns are answered, rumours circulating on social media 
are countered and that regular updates can be disseminated to the public through 
televised briefings, for example. It will be important to consider and plan:

 • Where are the media allowed (e.g. on hospital grounds; on wards; in 
public waiting rooms) and who should engage with them?

 • How well is information about the emergency understood by media 
non-experts? Can this be improved so that better information is passed to 
the public?

 • Hold regular press briefings and press conferences. If the media are 
handed information, there will be less need for them to go hunting for it.

8.5 Summary

Good communications strategies during a health emergency need to address 
communications to the media and the public as well as those between re-
sponder agencies. This chapter gives a broad overview of communications 
in relation to preparing for and responding to emergencies, and there are a 
number of good publications available on the Internet that have been pro-
duced to help people plan their strategies during generic emergencies and 
health emergencies in particular. Familiarizing oneself with these publica-
tions and taking the advice they give on planning, training and exercising will 
ensure that communications during a health emergency flow as smoothly as 
possible and do all that is practical to help ease pressure on the health care 
responders and bring the emergency to an end as quickly as possible.

Key Answers

 • Why? Be aware of what might lead to a health emergency and put together as much 
 information as possible in advance. Know how to receive and give out early warnings.

 • Who? Plan your communications strategy well in advance of the health emergency. Know 
where information will come from and where it will need to be disseminated to. Know how 
to liaise with the media and how to use them as an ally.

 • When? Plan for the different stages of an emergency. Different communication strategies 
may be needed at different times.

 • What? Have a good idea of what information you will need to communicate. Know how to 
explain the situation in non-scientific language that can be easily understood by the public 
and the media.

 • How? Know if, and how, communications during the health emergency will differ from 
everyday communications, and exercise any situation-specific systems and processes regu-
larly. Know how communications can be scaled up if needed, including how communica-
tion systems will deal with any need for extra capacity. Be aware of spontaneous networks 
that may arise.
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9.1 Introduction

This chapter is intended as a basic briefing to assist health and social care 
organizations begin to take steps to prepare their staff and services for the 
psychosocial and mental health impacts of all kinds of emergencies, major 
incidents and disasters. This includes preparing for pandemic influenza, 
serious infectious illnesses, major terrorist events, and marauding terrorist 
firearms incidents. These plans, and the services required to deliver them, 
should be fully integrated into wider arrangements for emergency prepared-
ness, resilience and response (EPRR).
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Incidents
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Key Questions 

 • What do the terms ‘psychosocial’, ‘psychosocial care’ and ‘mental health care’ mean?
 •  Why is it important for emergency planners to understand the psychosocial and mental 

health needs of people affected by emergencies?
 •  What are the basic principles of psychological first aid?
 •  Are professional responders, including health care staff, less likely than members of the public 

to suffer the psychosocial and mental health impacts of emergencies?
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This chapter provides a summary introduction to principles that are 
covered in more detail in Occasional Paper 94 (OP94) published by the Royal 
College of Psychiatrists in 2014 and other recent publications. This chapter 
offers an evidence-based framework that is consistent with policies of the 
North Atlantic Treaty Organization (NATO), countries in Britain and the 
Interagency Standing Committee’s guidelines of 2008 for putting these prin-
ciples into practice to meet the psychosocial and mental health needs of af-
fected populations. Editorial policy limits the number of citations of sources 
within the body of the text. However, other authors’ work is referenced at the 
end of this chapter.

9.2 The Psychosocial Approach

Understanding how people behave and their mental health needs before, 
during and after disasters and major incidents is of great importance when 
planning for disasters because it has implications for how:

 • societies, communities and families plan and prepare for all kinds of dis-
asters;

 • responsible authorities provide public education and approach working 
in conjunction with communities to better understand and respond to 
their needs and preferences and ensure their continuing agency in large- 
scale disasters;

 • governments and responsible authorities communicate with the public 
before, during and after events; and

 • agencies manage events and respond in the immediate, short and 
 medium terms.

Patel (2014) points out that there is a gap between the way in which 
mental health specialists apply the terms ‘mental health’ and ‘mental dis-
order’ and the broader conceptualizations of psychosocial suffering that 
affect very many more people than those who may require specialist 
mental health care.

The adjective ‘psychosocial’ refers to the psychological, social and phys-
ical experiences of people in the context of particular social, cultural and 
physical environments. It describes the psychological and social processes 
that occur within and between people and across groups of people. ‘Mental 
health care’ refers to delivering biomedical interventions from which people 
who have disorders may benefit. Usually, they also require psychosocial care 
as a platform on which their mental health care is based.

The number of people who require supporting interventions to assist 
them to cope with distress consequent on major incidents is very substantial, 
despite the majority of distressed people not being likely to develop a mental 
disorder. Many of them may be psychosocially resilient despite their distress. 
But, intervening early can reduce the risks of their developing disorders later. 
These interventions are termed ‘psychosocial care’.
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The approach recommended here espouses current professional opinion 
(Patel, 2014) that commends:

 • distinguishing people who are distressed from those who require bio-
medical interventions;

 • providing assistance for the greater number of distressed people through 
lower-intensity psychosocial interventions; and

 • basing the distinctions between the two sorts of conditions on patterns 
and trajectories of people’s experiences observed in general populations.

9.3  How People Behave After Emergencies: Myths and 
Misunderstandings

The most pervasive myth about disasters concerns panic. Persistence of this 
myth appears resistant to research evidence and, consequently, the frequency 
of panic is greatly exaggerated. Often, the term is applied, inappropriately, 
to describe goal-oriented, rational behaviour. In reality, panic occurs infre-
quently despite there being widely held beliefs that it is common after single- 
incident major events. Following Sheppard et al. (2006), it can be defined as 
having the following elements:

 • behaviour that is intended to increase a person’s chances of receiving 
apparently scarce or dwindling resources;

 • putting personal safety ahead of assisting other people;
 • ‘contagiousness’; and
 • irrational behaviours.

Panic, which meets these characteristics, is more likely to occur when: in-
visible agents are released during chemical, biological, radiation, nuclear or 
explosive/environmental (CBRNe) incidents; people feel powerless and/or 
are trapped; and people think there is no effective leadership or management 
that will prevent resources from being distributed unfairly on a first-come, 
first-served basis.

Some people who are affected by large-scale events that destroy the in-
frastructure may be immobilized by fear and helplessness and feel hope-
less, although these responses are far from common. On the contrary, many 
people who are directly involved are first to take action; they are the first re-
sponders. There is evidence from many events of differing natures showing 
that many people are remarkably altruistic in the immediate aftermath; they 
behave in rational and selfless ways, even by putting themselves at greater 
risk to care for strangers. These findings have been described by research on 
the London bombings on 7 July 2005.

Other misunderstandings about how people and agencies respond to 
any major incident may be based on erroneous beliefs that:

 • Everybody involved needs counselling or psychiatric treatment immedi-
ately after events.
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 • Post-traumatic stress disorder (PTSD) is the most likely psychopath-
ology. PTSD, as defined by NHS Choices, is a disorder caused by very 
stressful, frightening or distressing events and can be caused by 
events such as serious accidents, sexual assault, mugging or robbery, 
and military service. While it certainly does occur after major inci-
dents, adjustment and anxiety disorders, depression and substance 
misuse may be as frequent, or more frequent medium- and longer- 
term occurrences.

 • First responders, health care workers, aid workers and military person-
nel are substantially unaffected by their work on emergencies.

It is also important to realize that there is little difference between the 
needs of first responders, including professional staff of emergency services, 
and the needs of the survivors whom they are seeking to assist. Everyone in 
the dynamic is at risk of psychosocial impacts and a proportion may require 
assessment for more specialized mental health care.

9.4 How People Behave After Emergencies: the Realities

There is a broad spectrum of ways in which people involved directly or in-
directly in emergencies react emotionally, cognitively, socially, behaviourally 
and physically before, during and after events.

Everyone experiences stress in the course of their lives. One use of 
that term is to describe the challenges to people that may arise from un-
toward events that are of such a nature and/or severity as might cause 
them psychosocial motivation but also distress or harm. The people 
 involved,  including the staff of health care organizations, face primary 
and  secondary stressors.

9.4.1 Primary and secondary stressors

Primary stressors are inherent in emergencies; they arise directly from the 
events. People who are affected are highly likely to suffer pain and dis-
tress. They and their relatives may undergo great upheavals and short-, 
medium- and long-term changes in their lifestyles as a consequence of 
their experiences, injuries, physical care, recovery and rehabilitation, and 
the effects on their families that continue beyond the injuries, illnesses and 
adversity they experience.

Lock et al. (2012) show that secondary stressors, by contrast, are circum-
stances, events or policies that are not inherent in events. Typically, the term 
describes conditions that persist for longer than the emergencies. It includes 
failure of infrastructure recovery, gaps in provision of services, failures in 
rebuilding and problems with insurance. Secondary stressors include the im-
pacts of policies and plans made prior to events that limit people’s recovery 
and adaptation, and sustain adversity.
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9.4.2 Indicators of distress in the immediate aftermath

Figure 9.1 summarizes the array of experiences that people may have in the 
immediate aftermath of disasters. Distressed people have a mix of some of 
these experiences.

Distress shortly after emergencies is very common. In most cases, it is 
transient and not associated with dysfunction. Distress that is more severe, 
more disrupting or associated with some limitations of function may be 
called ‘acute stress’ or ‘post-traumatic stress’. The latter general term should 
be differentiated from PTSD, which, if and when it occurs, consists of a par-
ticular constellation of symptoms that tend to persist or worsen into the 
medium and long terms if sufferers are not treated. Before diagnosis, con-
sideration should be given as to whether or not sufferers of persisting stress 
are experiencing secondary stressors that are sustaining their distress if it 
lasts more than several weeks or is more incapacitating. Also, some people 
may develop other mental disorders.

The majority of people affected by disasters are likely to benefit from 
lower-level, although none the less important, psychosocial interventions. 
Psychological first aid (PFA) is a good conceptual vehicle for initiating psy-
chosocial care. Most people do not require access to specialist mental health 
care, but a substantial minority of people may do so and a small proportion 
of affected persons may require long-term mental health services in response 
to their needs. Therefore, a proportion of survivors who are thought to be at 
particular risk require surveillance and clinical assessment.

Box 9.1 summarizes the range of potential impacts of major incidents on 
people’s psychosocial needs and mental health.

Emotional experiences Cognitive experiences

Shock and numbness Impaired memory

Fear and anxiety Impaired concentration

Helplessness and/or hopelessness Confusion or disorientation

Fear of recurrence Intrusive thoughts

Guilt Dissociation of denial

Anger Reduced confidence or self-esteem

Anhedonia Hypervigilance

Social experiences Physical experiences

Regression Insomnia

Withdrawal Hyperarousal

Irritability Headaches

Interpersonal conflict Somatic complaints

Avoidance Reduced appetite

Reduced energy

Fig. 9.1. Indicators of distress (reproduced from Alexander, 2005, with the permission 
of the Royal College of Psychiatrists Publications).
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9.4.3 Psychosocial resilience

While the construct of resilience is not without critics, there is increasing 
evidence about psychosocial resilience. It describes how people, groups of 
people and communities may return to effective functioning, given adequate 
social support, after becoming distressed by emergencies and adversity.

Psychosocial resilience is not a synonym for resistance to the impact 
of events, absence of short-term distress after untoward events, or not suf-
fering more prolonged distress if secondary stressors exacerbate it. Nor does 
psychosocial resilience describe absence of risk. It should not be inferred 
from positive mental health or absence of mental disorders. Neither should 
people who appear to be coping after major challenges be assumed to be 
unaffected psychosocially.

Box 9.1. The psychosocial and mental health effects of disasters (reproduced from Appendix 1 
in Williams et al., 2014, with the permission of the Royal College of Psychiatrists Publications)

Direct effects on people who are affected

Primary and secondary stressors cause stress and, often, distress.
 1. Immediate and short-term effects:

 a. Resilient/non-disordered responses including short-term distress.
 b. Acute stress reactions.
 c. Neuropsychological changes in response to acute stress.

 2. Medium- and longer-term effects:
 a. Persisting distress maintained by secondary stressors.
 b. Grief.
 c. Mental disorders. (Note that these are very frequently co-morbid with other dis-
orders) such as:

 i. substance use disorders;
 ii. adjustment disorders;
iii. PTSD;
 iv. anxiety disorders; and
 v. depression.

 d. Impacts on personality

Direct effects of complex and sustained disasters on people who are at higher risk

 1. Distress (see text):
 a. direct effects of complex multi-event disasters on people who are at higher risk; and
 b. sustained distress that impacts on functioning.

 2. Exacerbations of previous mental disorders of many kinds.
 3. Onset of first episodes of common mental disorders.

Indirect effects

Disasters increase medium- and longer-term psychiatric and physical morbidity because they 
change the secondary stressors, medium- and long-term effects on social relationships, income 
and resources, and the societal conditions that shape mental and physical health through:
 1. Increased poverty.
 2. Changed social and societal relations.
 3. Threats to human rights.
 4. Domestic and community violence.
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Instead, psychosocial resilience refers to people’s abilities to adapt to, 
recover and learn from their experiences. Norris et al. (2009) defined psycho-
social resilience as ‘a process linking a set of adaptive capacities to a positive 
trajectory of functioning and adaptation after a disturbance’.

Most people cope well and recover given social support from relatives, 
friends and colleagues. Psychosocial resilience is an interactive, dynamic con-
cept that describes interpersonal processes and the attributes of people by 
which they act singly and/or together to mitigate, moderate and recover from 
the effects of stressful events through exercising adaptive capabilities. Figure 
9.2 portrays the three generations of resilience that have been identified.

The adaptive capacities that comprise psychosocial resilience are of gen-
etic, psychological, social and environmental origins.

Box 9.2 lists our adaptation of the factors that Southwick and Charney 
(2012) have identified.

Many environmental factors affect how people cope with adversity in-
cluding: their past and contemporary experiences and relationships; the 
severity and nature of their injuries and illnesses; access or otherwise to 
supportive family members and others; the health care and social resources 
available; the levels of adversity prior to events; and the adversity caused by 
events. Psychological factors include people’s beliefs, attachment patterns, 
personalities, sense of agency, and tolerance of distress.

The quality of people’s relationships either supports or undermines 
their resilience. Their abilities for forming and maintaining relationships 
with others at home and work as well as with strangers at times of greatest 

First-generation
resilience

The ability to cope
reasonably well with

events and their
immediate aftermath

Second-
generation
resilience

The ability to recover
reasonably well from

events

Third-generation
resilience

The ability of people
to adapt in the light of
lessons learned from

events

Fig. 9.2. Three generations of psychosocial resilience (from Williams et al., OP94, 
2014, Royal College of Psychiatrists Publications).

Box 9.2. Resilience factors (adapted from the 10 factors of Southwick and Charney, 2012 with 
the permission of Cambridge University Press)

 • Realistic optimism.
 • Facing fear.
 • Having strong guiding values.
 • Spirituality.
 • Social support.
 • Physical fitness.
 • Mental fitness.
 • Cognitive and emotional flexibility and the ability to improvise.
 • Creating meaning and purpose from events through personal growth.
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need and accepting their support are key strengths. Social support consists 
of  social interactions that provide actual assistance, but also embed people 
in a web of relationships that they perceive to be caring and readily avail-
able in times of need. These social relationships have very powerful influ-
ences on how we cope with adversity, ill health and emergencies. People 
who show good psychosocial resilience tend to perceive that they have, and 
actually receive, support. Leadership, good relationships between managers 
and employees, and peer support (Varker and Creamer, 2011) are recognized 
as playing vital roles in sustaining staff.

In summary, while psychosocial resilience is common, it should not be 
assumed and is not a reason for not taking action to provide interventions 
based on the principles outlined here.

9.4.4 Trajectories of people’s responses

The trajectory of people’s responses over time is an important feature of their 
reactions to threats or adversity. Several recent research studies show  several 
patterns of how people respond over time (e.g. Bryant et al., 2015). In broad 
terms, the patterns are:

 • Resilient responses – depending on the nature of events, about 70% of 
people show psychosocial resilience. They suffer distress that is usually 
mild or moderate that rapidly reduces in severity if they receive support 
that they perceive as adequate.

 • Deteriorating responses – some 10 to 20% of people may have symp-
toms and signs of stress that are initially of low severity, but which 
become more severe and/or associated with dysfunction over time. 
About half of this group may recover later while others develop 
chronic problems.

 • High initial stress responses – about 10% of people may have high levels of 
stress before and immediately after events. The symptoms, signs and 
dysfunction  suffered by about half of them may run a chronic course, 
while the course is an improving one for the others.

These generalizations suggest that the severity of stress that people ex-
perience in the period immediately before and after events and how they 
progress over time are good ways of separating people who will benefit from 
lower-level psychosocial interventions alone from those who also require 
specialist mental health assessments and treatments.

9.4.5 Risk factors

The differences in how people respond to disasters are influenced by their: 
personal characteristics; developmental and life experiences; training; family, 
team and group memberships; and the leadership and social support they 
are offered. People who are at greater increased risk of dysfunctional distress 
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and social and mental health problems following disasters include: women; 
children and adolescents; older people; people who have pre-existing health 
problems and disorders; socially disadvantaged people; and staff of rescue 
and responding services.

Persons at greater risk of developing a mental disorder include people 
who:

 • perceive they have experienced high threats to their lives or the lives of 
significant others;

 • are physically injured;
 • face circumstances of low controllability and predictability;
 • live with the possibility that the disaster might recur;
 • experience disproportionate distress or dissociation at the time;
 • have experienced multiple losses of relatives, friends and close  colleagues, 

and losses of property that is important to them;
 • have been exposed to dead bodies and grotesque scenes;
 • have endured higher degrees of community destruction;
 • perceive that they have limited social support;
 • are exposed to subsequent life stress;
 • have been exposed to a major traumatic event previously; and
 • have had a mental disorder previously.

9.5 Principles for Intervening

Effective approaches to EPRR and to planning and delivering the inte-
grated emergency management cycle emphasize the importance of enhan-
cing the capacities of people, families, communities and organizations for 
adapting well to new situations prior to events as well as afterwards, ra-
ther than solely recovering to the level of their abilities to function before 
events occurred.

9.5.1 General principles for early psychosocial intervention

The general principles for intervening psychosocially soon after events are:

 1. Provide early intervention for everyone who is involved:

 •  early interventions in communities after disasters should consist 
of social support and bolstering them rather than psychological 
treatments.

 2. Provide practical interventions:

 • in proximity to where people are;
 • as soon as possible;
 • with the expectancy that people will recover; and
 • as simply as possible.
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 3. Base interventions on five core principles:

 •  helping people to normalize their experiences while being aware that 
some people develop mental disorders;

 • enabling people by providing social support;
 •  providing comfort through reflective listening and honest, accurate 

and timely information;
 •  helping people to restore their agency and perceptions of themselves 

as effective persons; and
 • enabling people to seek further help.

 4. Deliver support for people’s social identities and receipt of social support 
through:

 • effective leadership;
 • restoring families and community groups;
 • re-opening schools;
 • restoring work opportunities; and
 • delivering psychosocial interventions based on the principles of PFA.

These principles apply equally to staff of the responding agencies who 
routinely require peer support, training and supervision.

9.5.2 Practical implications

There is a great deal that family members, colleagues and practitioners 
can do in the preparedness and response phases to alleviate people’s suf-
fering, accelerate their adaptation and recovery, and endeavour to prevent 
them from developing mental disorders in the medium and longer terms by 
 offering social support and contributing to community development. OP94 
(2014) indicates it is important that:

 • All actions, interventions and service responses should promote a realis-
tic sense of safety, calm, hope, empowerment, physical and social sup-
port, and access to welfare services.

 • Efforts are made to identify the most appropriate sources of support (e.g. 
families, friends, communities, schools).

 • Responses enable people who are involved to contact their families, and 
re-unite families as soon as possible.

 • Service responses are based explicitly on people’s human rights.
 • Services facilitate appropriate communal, cultural, spiritual and reli-

gious healing practices. Memorial services and cultural rituals should be 
planned in conjunction with the people who have been affected.

 • Local community leaders are involved in planning psychosocial and 
mental health care responses.

 • Responders identify as early as possible those people who have more 
serious mental health problems.

 • Events may affect people who do not live where incidents occur and so 
health care staff local to where people who are affected live (e.g. general 
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practitioners, practice nurses and staff of emergency departments) are 
made aware of possible psychosocial experiences and psychopathological 
sequelae.

 • Responding organizations provide ease of access to specialist psycho-
logical and mental health assessments and intervention when required.

 • Detailed planning occurs and authorities should be funded to deliver 
extra services to augment the existing primary and specialist mental 
health services for several years following disasters or major incidents.

 • In the authors’ opinion, certain specific formal interventions, such as 
 single-session individual psychological debriefing for everyone affected, 
should not be provided.

9.5.3 Psychological first aid

The general principles predict core psychosocial interventions in the imme-
diate aftermath that are now gathered together within a construct termed 
PFA. PFA is not a therapeutic intervention but its components are intended 
to reduce people’s initial distress in the immediate aftermath of disasters and 
foster adaptive functioning by encouraging people to influence and adapt to 
the sources of stress. It consists of activities to: provide affected people with 
effective communications; ensure that they are offered social support; restore 
people’s agency; reconnect people with family members; and begin to restore 
communities. PFA underpins all levels of care and is also at the core of ap-
proaches required by staff of responding agencies.

9.6 Caring for Responders and People Who Intervene

The extent and frequency of the psychosocial and mental health impacts of 
emergencies and disasters on rescuers, the staff of emergency services, and 
health and social care agencies fall between epidemiological assessments of the 
impacts on people who are directly involved and people who are not involved.

Evidence about what should be done to provide training and support for 
people who intervene is available (Williams and Greenberg, 2014). OP94 con-
tains checklists of important actions that leaders and staff should take to pre-
pare responding staff before they become involved, support them while they are 
working in a disaster area and assist them to recover afterwards. Core to sup-
porting people who respond and intervene are the vital necessities of ensuring 
that they are well briefed, well led, and offered sufficient social and peer support.

9.7 The Implications for Responding Agencies and Practitioners

This chapter shows that there are important matters relating to psychosocial 
and mental health care that should be considered before and during each of 
the main phases for responding to disasters. Knowledge of how people cope 
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and the importance of their relationships, social support, leadership and care 
should inform all EPRR plans, including actions to support and develop 
communities before disasters occur and to intensify and maintain commu-
nity development alongside personal psychosocial care in the response and 
recovery phases. Additionally, developing third-generation psychosocial re-
silience is a vital consideration in the mitigation phase for reducing risks and 
threats. This agenda gave rise to the strategic, stepped model of care that is 
core to NATO’s guidance.

The approach recommended is to provide psychosocial care, otherwise 
termed ‘public mental health interventions’, that are intended to prepare 
people before disasters strike, and then support their coping in the immediate 
aftermath of events and through their medium-term recovery. A number of 
early interventions lack evidence of preventive effect. However, a number of 
studies show that high levels of perception of social support are protective 
and associated with lower rates of PTSD. So practical and pragmatic support 
is also oriented to endeavouring to prevent people from developing serious 
mental disorders (Bisson, 2014).

Despite best endeavours, a minority of people are at risk of developing 
new mental disorders and more may experience exacerbations of previous 
disorders. People in these groups require timely personal mental health care.

In summary, there are three objectives in the short and medium terms:

 • making psychosocial care available to everyone who is affected;
 • prevention of suffering and, if possible, people developing mental dis-

orders; and
 • providing services that offer surveillance for people who are more at risk 

of developing mental disorders and mental health care for people who 
require it.

These objectives require a model of care that can be incorporated into 
EPRR plans.

9.7.1 A strategic, stepped model of care

The strategic, stepped model of care is a basis for planning responses to meet 
people’s psychosocial and mental health needs and is intended as a practical, 
conceptual resource for planners. It links the impacts of events with core 
components of psychosocial care and mental health care that populations of 
people, communities and particular people require. It balances the need to 
blend public health approaches for populations of people with personalized 
health and social care interventions that people at greater risk may require. It 
has seven cumulative steps that fall into four groups.

Strategic and operational preparedness
 1. Strategic planning: comprehensive multi-agency planning, preparation, 
training and rehearsal of the full range of service responses are required in 
advance of events.
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 2. Prevention services: prevention services that are intended to develop the 
collective psychosocial resilience of communities and families should be 
planned and delivered in advance of events.

Public psychosocial care after events
 3. Psychological first aid: families, peers, communities and trained laypersons 
should be supported in providing responses to people’s psychosocial needs 
in the aftermath that are based on the principles that underpin the construct 
and components of PFA.
 4. Community support and development: community interventions include pro-
viding activities that are intended to sustain communities, restore their cohesion 
and develop their abilities to deliver social support through, for example, lead-
ership and action to restore access to social encounters, more ordinary daily rou-
tines and future-oriented learning in schools and communities. Families and 
communities should be provided with routes by which they can draw the atten-
tion of the personal health and social care services to people in need of them.

Surveillance and other public mental health interventions
 5. Identifying people who have unmet psychosocial and mental health needs: ser-
vices should be established that are able to initiate public mental health as-
sessments that are designed to identify, after the immediate aftermath of 
events, unmet needs of people whose distress is sustained by secondary 
stressors and people who need personal assessments in case they have emer-
ging or recurrent mental disorders.

Personalized psychosocial and mental health care
 6. Access to primary mental health care and social care services: primary health 
and social care services should be augmented in the aftermath and medium 
term after disasters to provide surveillance, and assessment and intervention 
services for people who do not recover from immediate and short-term dis-
tress or develop problems later. Research on the effects of the earthquake 
sequence of 2010–11 in Christchurch, New Zealand substantiates this advice 
and the importance of supporting staff of the primary health and social care 
services (Chapter 17, this volume).
 7. Access to secondary and tertiary mental health care services: planners, health 
care strategists and commissioners should ensure that there are routes that 
are negotiated and well promulgated to and through primary health care, 
 social care and education services for people who appear to require access 
to specialist (secondary and tertiary) mental health care. The arrangements 
made should enable people to be referred with a minimum of delay.

This model of care is summarized in Fig. 9.3.

9.7.2 The roles of specialist mental health practitioners

It is important that the specialist mental health services should focus their 
activities on people who might have mental disorders that require specialist 
intervention (Step 7).
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Strategic intent Purpose of
activity

Phased
objectives

Action steps Timescale

Developing and
sustaining the
collective and
personal
psychosocial
resilience of
communities,
families and
staff groups

Preparedness,
risk
communication
and mitigation

Preparedness
1. Strategic
    planning

Continuing

Mitigation
2. Develop
    community
    resilience

Delivering public
welfare, social and
health care
paradigms of
response to
psychosocial
needs

Supporting
people

3. Psychological
    first aid

Immediate
and
continuing

Supporting and
sustaining
communities

4. Community
    development

Making
transition from
public health to
personal
health care
responses to
people’s needs

Making available
initial public
mental health
assessments to
identify the needs
of people whose
distress is
sustained by
secondary
stressors and
people who need
personal
assessment

Identifying
people who have
unmet
psychosocial
and mental
health needs

5. Surveillance
    of people at
    risk and
    direct
    signposting
    of people in
    need to the
    most
    appropriate
    health and
    social care
    services

After 2–4
weeks and
continuing
into the
medium
and longer
terms

Delivering
responses to
people’s
personal
psychosocial
and health care
needs

Delivering
personal
psychosocial and
health care
paradigms of
response to
people’s needs
for mental
health care

Assessing and
triaging people
who have been
identified as
possibly
requiring mental
health care and
offering primary
mental
health care

6. Augmented
    primary
    health and
    social care

Medium 
and longer 
terms

Delivering
specialist mental
health care for
people who have
been assessed
as needing it

7. Specialist
    mental
    health care

Medium
and long
terms

Fig. 9.3. The strategic seven-step model of care (© Richard Williams & Verity Kemp, 2015, 
 reproduced with the permission of the copyright holders).
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However, it is important that staff of the specialist mental health services 
and social care practitioners should also offer:

 • strategic and operational advice to the responsible authorities before, 
during and after events (Steps 1 and 2);

 • advice to communities and supervision of laypersons (Steps 3 and 4);
 • advice to the responsible authorities about their meeting the require-

ments for surveillance (Step 5); and
 • to augment the services delivered by primary care (Step 6).

9.7.3 Specific components of the responding services

This model of care underpins the principles covered by OP94, which pro-
vides information about the specific components of the responding services 
that are required within:

 • the first week of a disaster or major incident;
 • the first month of a disaster or major incident;
 • 1–3 months after a disaster or major incident; and
 • beyond 3 months after a disaster or major incident.

OP94 is freely available on the Royal College of Psychiatrists’ website 
(www.rcpsych.ac.uk/usefulresources/publications/collegereports/op/
op94.aspx). Readers may refer to it and the References and Further Reading 
below for detail that is beyond the scope of this introductory chapter.

Key Answers 

 •  ‘Psychosocial’ refers to people’s emotional, cognitive, social and physical experiences in 
the context of particular social, cultural and physical environments. It describes psycho-
logical and social processes that occur within, between people and across groups of 
people. ‘Psychosocial care’ describes interventions that offer comfort and relief from suf-
fering, improve how people cope with adverse events, and also endeavour to reduce the 
risk factors for people developing psychiatric disorders. ‘Mental health care’ refers to de-
livering bio- social-medical interventions from which people who have disorders may 
benefit. Usually, they also require psychosocial care as a platform on which their mental 
health care is based.

 •  Distinguishing how people actually behave and their mental health needs after emergen-
cies, rather than relying on inaccurate myths, is important when planning for disasters be-
cause this has implications for how best to prepare communities and assist them to develop 
their collective resilience, and reduce the disruption and the psychosocial consequences 
that arise. This knowledge also enables people to develop personal resilience and may con-
tribute to reducing the risk factors for later psychiatric disorders. It enables agencies to 
 respond proportionately, flexibly and in timely ways to the needs and preferences of people 
who are affected that include an integrated continuum of care and recognizes that people’s 
needs are immediate and may continue in the medium and long terms, while taking  account 
of the needs of responders and staff of services.

Continued

http://www.rcpsych.ac.uk/usefulresources/publications/collegereports/op/op94.aspx
http://www.rcpsych.ac.uk/usefulresources/publications/collegereports/op/op94.aspx
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achieving safety, calm, connectedness, hope and self-efficacy. It aims to provide early assist-
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the psychosocial impacts of the event. Using PFA: supports stabilization and reduces further 
psychosocial problems; helps to maintain psychosocial status until professional mental 
health care is available, if required; and promotes faster and better recovery.
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feelings of powerlessness caused by responders’ feelings of limitations with providing help 
at the level needed. Events in which people die, children are involved, and when violence 
is directed towards uninvolved people tend to produce most distress for responders.
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10.1 Introduction

Business continuity is important for all organizations, from single-handed 
general practitioner practices to multisite trusts. It is not only important 
to protect an organization’s reputation and the safety of staff, patients 
and customers, but it also gives the organization an underpinning under-
standing of its functions and processes and their importance. This under-
standing will enable easier creation of emergency plans, especially those 
that rely on the collapse of other functions to protect or provide a new 
service. It should not be underestimated how much business continuity 
planning will help other preparedness areas; for example, business con-
tinuity workforce planning gives a framework to support pandemic in-
fluenza planning, winter resilience plans and planning for industrial 
action. It is also important not to forget that the functions in the emer-
gency plans will need to be protected by contingency arrangements of 
their own; for example, how decontamination will occur without a de-
contamination facility.

10  Business Continuity

J. Hebdon

Emergency Preparedness, Resilience and Response Senior Officer,  
NHS England Central Team, UK

Key Questions 

 • Why is business continuity so important for all organizations?
 • What is the PDCA cycle?
 • How do you develop a business continuity system?
 • How do you assess the impact of an incident on your organization?
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10.2 Alignment or Accreditation?

It is worth noting that NHS organizations in the UK are required within the 
Emergency Preparedness, Resilience and Response Core Standards to align 
to the international standard for business continuity management systems 
(ISO 22301). The author has taken this to mean that the business continuity 
management system (BCMS) should meet the requirements or look to meet 
them, but without paying for the formal auditing and accreditation by the 
standards agencies. This approach allows some flexibility and means it is 
possible to interpret the standards and devise ways to meet them. It also al-
lows consideration of the cost implication of accreditation; unless there is a 
specific requirement of a supplier or under law, it may be seen as excessive 
to spend money on this.

10.3 Development of Business Continuity Systems

With business continuity it is possible to start from anywhere in the plan, do, 
check, act (PDCA) cycle (Fig. 10.1) as indicated by the international standard 
in business continuity. The advantage of this is you can choose the most ap-
propriate starting point for your organization; for example, if a system is al-
ready established it can be methodically reviewed within the ‘check’ part of 
the cycle to ensure that changes to the system are appropriate. Many people 
will want to do this when they first join an organization; a new starter won’t 
make friends with the people using the system if he/she decides to scrap 
previous work and start again without justification.

The following sections describe the components of the PDCA cycle 
and what needs to be considered. It should be stressed the key to a good 

DoAct

Check

Plan

Fig. 10.1. The PDCA cycle.
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system is ensuring that the information needed at each stage to inform the 
next stage is produced keeping things as straightforward as possible, so 
people can understand the system without too much trouble and still give 
the information required.

10.4 Plan

Assuming a start from nothing, then planning and developing the system 
will be the first step in getting a BCMS established in the organization. It is 
important to plan how things will work together to provide the simplest way 
to get information. Before starting the development of the system, ensure an 
understanding of which other management systems are in place, how devel-
oped they are and who owns them.

A good example is risk management. This will give a process by which 
risk should be assessed and managed, and the acceptable levels of risk for 
use in the BCMS. This negates the need to devise a separate process, which 
could lead to issues with auditing the risk management system. Another 
quick win is to use established document control processes to support the 
BCMS being created, as this will have recognizable elements to those in the 
organization. This is not to say these processes cannot be tweaked or built 
upon within the BCMS, but make it clear that these apply only in addition 
to the processes in place and do not remove elements of these processes if all 
documents within the organization have to meet them.

Once this background information has been reviewed there will be an 
understanding of how to approach some of the key elements of the BCMS, 
and there may be specific policy templates that must be followed when 
writing and completing the new policy documents for the BCMS. It is im-
portant to include the key policy requirements from ISO 22301 as this will 
allow later demonstration of alignment, if chosen by the organization.

Policy development should be focused on the intentions of the organ-
ization to carry out a BCMS and establish why the organization is placing 
importance on this, the context of the system, define some limitations and 
be signed off at the highest level of the organization. It may be easer here to 
split out how the policy will be achieved; this is especially important if the 
document is to be reviewed by a committee with no understanding of the pro-
cesses involved. That isn’t to say that the statement of policy intention cannot 
sit with how the policy will be implemented. It may be useful to combine 
the business continuity policy with wider emergency preparedness informa-
tion. This can bring the intention of the organization to meet its requirements 
under legislation and guidance together under a single document, thus pro-
viding a basis for the areas to coexist and work together for common purpose.

Having the organization committed to the development of the BCMS it 
is time to think about how this will be done, the actual system to manage 
the plans. A document or series of processes need to be compiled to ensure 
the BCMS is understood by the ends users. Box 10.1 outlines what this needs 
to consider.
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It is often effective to write all aspects down as it allows anyone auditing 
the BCMS to see and understand the processes being used and to monitor 
compliance. It may also be useful to establish some key performance indica-
tors (KPIs) in some of the sections to monitor progress. These need to have 
realistic and achievable targets if the system is to be seen as effective and 
adding worth to the organization (Fig. 10.2).

The organizational risk assessment is a key component of the BCMS that 
needs to be undertaken to identify potential business continuity risks. It is 
important to link with the existing organizational risk management system 
to prevent duplication and, where practical, to use standard assessment for-
mats. For the NHS, this is produced by the NHS Litigation Authority; the US 
Department of Defense also uses a standard assessment matrix; and other 
government departments may have a standardized approach such as the UK 
Home Office matrix for National Risk Assessment. Identified hazards may be 
grouped into some generic clusters, such as staff loss, premises disruption, 
data and data systems, and suppliers and contractors. This enables the pro-
duction of single, multi-layered strategies that will protect against disruption 
in these general areas and reduces the need to plan against each hazard in-
dividually; see Case Study 10.1 for an example of how this may be achieved.

10.4.1 Business impact assessment

Business impact assessment or analysis (BIA) is a major component of the 
BCMS. Completing the BIA will allow the organization to know resource levels 
for its services, the impact of disruption and how important each service is 
within the organization. Identifying the latter will be important in deciding 
how much resource to aim at recovering services during a disruption. It will 
also be important to work out how each service relates to others within and out-
side the organization, again allowing a better identification of the importance 
of each service. A key aspect of this is identifying the management services that 
support the organization. A good example is payroll: all services are dependent 
on it and all services provide it with information; however, if the payroll is dis-
rupted you will have lots of annoyed staff and a big reputational impact. The 
other aspect to consider is that when assessing impact, the focus should not 
be on identifying how likely the event is but the impact of it occurring.

Box 10.1. Business continuity documentation outline 

 • How the aim will be achieved.
 • What will be done with information from the business impact analysis.
 • How training will be conducted and its success evaluated.
 • Document controls.
 • Risk assessment.
 • Standards for plans.
 • The review and auditing processes to be used.
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When designing the BIA, it is important to ensure information that 
is not going to be used or is already available is not requested. This is 
important in order not to discourage those working with the system; es-
pecially if the size and complexity of the request being made could be 
considered excessive. People contributing to a BIA must be able to under-
stand the worth of the questions being asked in order to ensure they give 
good-quality answers.

10.4.2 Plan development

The next part of the BCMS is the development of a business continuity 
plan or plans to respond to the disruption. It is recommended that a tem-
plate is used which sets out specific areas of consideration, communica-
tion routes, has version controls and a clear scope. Consideration should 
be given to the level of operation of these plans to ensure they contain 
the correct elements. An overarching document that gives the response 
to actual incidents and the coordination of response and recovery across 
various services through the organization will be needed to draw these 
different levels together. Below this plan there may be service-level plans, 
specific to areas or teams of the organization, that are based on the in-
formation in the BIA. In lower-level plans there will be a focus on the 
functions offered, how important these are to the service plans to deal 
with incidents within the service and local escalation routes. These stand-
ards should be set out in the BCMS document being created and the plans 
must reflect this through the template. Reviewing this over time through 
 engagement with plan owners will need to be considered too.

Plan compliance %

Number of staff trained %

Plans exercised Yes/No DATE

Fig. 10.2. Business continuity key performance indicators.

Case Study 10.1 Business continuity and staffing 

There may be hazards to staffing caused by various events such as pandemic illness, epidemic 
illness, transport strike, a lottery syndicate win or a group of people tendering their resignation 
at the same time, which will all reduce the level of available staff from a full service comple-
ment. Therefore, it is best to develop a response strategy that can manage the impact of all of 
these to the services or organization. Assuming the range of staffing loss will be manageable, 
there will be a series of different options to enact to allow the service to continue. It is always 
important therefore to produce multiple strategies and look at how resilient these are. Some of 
these  strategies will be in place at all times for the organization to manage such as the sickness 
absence policy, which aims to balance the lack of staff with suitable return periods following ill-
ness, etc. Striking the right balance will be important not only to reduce absence, but also ensure 
that more people are not infected by staff returning too soon.
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Finally, it is important to consider how the organization will interact 
with key stakeholders, including those that provide services or supplies to 
the organization. These should be captured during the BIA process, but a 
process will be needed to decide how assurance will be sought from these 
organizations about their own business continuity arrangements and if they 
are sufficient to keep meeting the contracting organization’s needs. It is also 
important to understand how important the organization’s business is to 
these stakeholders, and what they need to be told during an incident. This 
is especially important in networks and system flows where impacts in one 
place ripple through to other areas and steps are needed to ensure that these 
are minimized. The classic example of this is in winter where mortuary de-
mand rises and the number of internments decreases, creating pressure in 
one part of the death management system. In this situation capacity has to 
be managed but the other parts of the death management system need to 
understand the pressure on mortuary capacity to recover quickly, working 
together to remove the pressure and prevent failures, excessive costs and 
reputational damage. One issue here is transferring the risk out of the organ-
ization but not the cost: the organization may still need to provide the service 
itself in the event of the contractor or supplier actually failing, so this must be 
included in the plans being developed.

10.5 Do

Implementation of the BCMS is often very complicated as it involves win-
ning over people who will not see business continuity as a priority in their 
own list of priorities. Therefore, time must be given to address how the pro-
cess will assist individuals and their services. A focus on the BIA outcomes 
can also trigger anxiety among staff, who may see the process as one looking 
at what could be cut out from the business.

Keeping these things in mind, it is important to sell the benefits and legal 
protections that planning give and focus on these, while introducing people 
to the processes they need to follow. In any process, users will need to be em-
powered to complete assessments and plans, the skills and basic knowledge 
of what is wanted and how it is going to be used. It is important to recognize 
that no one individual will have all the answers and support will be needed 
from a specialist if the right information in the right format in the right box 
is going to be achieved.

Medical services frequently run with a lead manager, a lead nurse and 
a lead medic, therefore they need to all have time to input into the planning 
and BIA to get the best representation of impacts and also the best response 
in the event of a disruption. This will also reduce the assumptions made 
about how or what each different group is capable of when planning the re-
sponse and recovery from a disruptive event.

There is a need to focus planning at the right level (organizational or ser-
vice level) as both will have the power to influence outcomes and strategies 
for responding will need to be developed across these. For example, a service 
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needs to have a plan for how it will respond to no electricity while the estates 
and facilities team investigates and implements its own plans to restore the 
supply. The focus of the response will be different for these groups: the ser-
vice to reduce harm to its users, while the estates and facilities team will be 
focused on restoring the electricity. Services need to be encouraged to plan 
based upon their own priority, as a lower-priority service may need to op-
erate without a resource for longer than a higher-priority one.

10.5.1 Training

Training will be a substantial part of any BCMS and is split into two areas: (i) 
training in use of the BCMS; and (ii) training in incident response. The latter 
needs to be led locally for each service’s own response and centrally for re-
sponse teams that will coordinate between services and leaders.

Training in the use of the BCMS will need to be focused on what needs to be 
done and how in the planning process to get the correct information. The person 
delivering the training should be the business continuity system owner and the 
training focused on the most basic level of how to run the individual parts of 
the BCMS. Training needs to be focused according to the different roles within 
the BCMS so the correct people understand what they need to do to make the 
system work. This runs throughout the organization, as all staff need to have a 
basic understanding that there is a system and how they contribute to it.

The training in incident response will need to be focused according to the 
roles of individual services and on the localized response. It should consider 
what alternative working looks like and how and who implements it. This 
is really the practical side of being able to respond. Time and again business 
continuity plans fail when IT systems go down and staff are unable to use the 
manual processes because they have not been adequately trained in them or 
they are unsure if they should be using them or not.

Centrally, those required to coordinate the response across the organiza-
tion need to understand their own role within plans and how they will col-
late large volumes of information across the organization. This is especially 
important when gaining information on staffing levels or other resources 
needed in a response and if the movement of resources is needed to maintain 
a basic service provision. Leaders in the response need to understand if they 
have specific duties within the plans, such as communicating or designating 
responding staff, and it must be clear to those who might respond how they 
fit into response structures. This is important if strategic decisions are to be 
taken only by specific persons in the response.

An important thing to remember about training is that it should be in-
fluenced by those being trained. Assessing how those trained feel about car-
rying out tasks and their own preference for further training will assist in 
the development of future training content. This will allow those who are 
undertaking tasks to focus on their own needs while allowing the system 
and response to operate. Evaluating the training will also give information 
that can be used as a KPI in the measurement of system success.
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10.6 Check

Once the system has been implemented it is necessary to ensure that the re-
sponses that are planned will work and the training has been effective. This 
can be achieved through testing and exercising of the component parts of the 
business continuity response strategies. Exercises are used to identify gaps 
in the strategies, areas that need to be added, check adequate resources and 
ensure that the training undertaken is sufficient to allow those needing it 
to carry out their response tasks. It is important that those participating in 
exercises understand there are no pass or fail criteria and that the process 
leading to decisions is what is being exercised. Exercises often bring up spe-
cific response issues and it is important to remember this when developing 
corrective actions for the BCMS, otherwise it may skew the response towards 
a specific scenario that is unlikely to occur in the way it was exercised.

Testing is usually done on component parts of the business continuity 
strategies that can either succeed or not, and the system should be set up 
to identify these and ensure they are captured. Testing may focus on the 
IT systems and automated backup systems such as generators and dis-
aster recovery tapes, where the hardware is either working or it is not. 
Of course, having a working generator on any given day does not mean 
the organization can rule out planning for the loss of electrical supply 
because a fault may occur that does not trigger this line of defence. In 
all cases services should plan to not have a resource for a period of time. 
Regular testing of the different components that support business con-
tinuity strategies will allow a better response, an earlier identification of 
issues and lead to problems being spotted before an incident calls the 
equipment into use.

Testing routines are important to capture learning, but the results of these 
tests must be handled in an appropriate manner. In the author’s own experi-
ence, a system was in place to test the IT backup tapes but the success of 
these tests not monitored for a considerable period of time, which left a sec-
tion of data compromised on a server during a severe failure. Audits can be 
conducted in various ways and on different parts of the BCMS as required; 
two key components will be internal audit on the system and external audit 
conducted independently of the organization.

10.7 Act

The final part of the PDCA cycle is to act. This ensures the organization takes 
actions to correct problems with compliance within the system and to make 
changes to the system itself. Using the results of exercises, tests, audits (ex-
ternal and internal) and getting general feedback from system users will allow 
problems across the system to be identified. It is important not to become 
overly focused on one area. Exercises and tests will allow improvements to 
be made to the response strategies, while audits and user feedback will allow 
targeted improvements to be made to the system that has been implemented.
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Exercise and test results should be reviewed for how they impact the re-
sponse in different scenarios. It is important to develop a generic response, 
rather than making an improvement to the system that will skew the response 
in a different scenario. If something is specific to the scenario exercised, con-
sider how this can be implemented without creating specific documentation 
and duplicating effort. Performing root cause analysis before deciding on the 
actions to take is an important part of what has happened. There may be sev-
eral actions to take ranging from training improvements to action prompts. 
In some cases, there might just be a need to present information in a more 
accessible way – this often is the case where no diagrams of a process exist, 
only blocks of text that are difficult to follow.

Management of these actions will be important to ensure continued de-
velopment and show that the system is open to change and the necessary 
steps are being taken to address deficiencies. This will be critical for an or-
ganization wishing to avoid potential litigation at a later date. Identifying an 
issue but failing to address it could easily result in a successful prosecution 
where the change would have prevented loss of life or serious injury. This 
may even extend to loss of data if operating under a law that requires the 
protection of any data being processed by the organization. A simple sum-
mary document of all the actions is a straightforward way of doing this; each 
action can be coded to allow identification of where it came from, monitor 
any actions that need to be closed urgently or are well overdue, and what is 
preventing these being closed.

The organization’s management needs to approve the actions where 
multiple options exist, so the system that has been created must address 
the level at which this must occur and who has authority at each of the 
different levels. Minor amendments are often suitable to be fixed by the 
system or strategy owner. Anything with cost or resource implications 
should be highlighted in the management review documentation and ap-
proved at the most senior level.

Creating documentation for the management review should be straight-
forward for a well-established system where there are KPIs, a clear struc-
ture and a series of coordinated actions. The review should include a current 
status of all these indicators, a summary of the actions open and closed, and 
key decisions that are needed by top management in order for the system to 
continue to function correctly.

As a minimum this review should be annual; however, it might be suit-
able and allow greater transparency in the system if a short summary is pro-
vided every 6 months. This will depend on review and exercising schedules 
of plans. The key is to keep any review digestible and easily understood, 
as the system will benefit if issues with compliance and good practice are 
understood at this top level.

There will be a requirement to look at changes to legislation and re-
commended practice and include these within the review to ensure the 
organization remains within the law and has an effective system. All de-
cisions by this group on the BCMS should be recorded and added to any 
action log that is being kept to manage the system. The natural conclusion 
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to any of the reviews will be to return to the planning of the system to 
ensure the changes approved can be incorporated fully throughout the 
system as required.

The cycle chosen for the organization will most likely depend on the ma-
turity of the system and the frequency of change – twice per year is a manage-
able period initially when establishing the system, but more frequently than 
this and the system does not have time to become embedded. Consideration 
needs to also be given to the understanding and sympathy afforded by those 
implementing the system if it undergoes change too frequently.
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Key Answers 

 • Business continuity is important for all organizations, particularly so for those that have a 
responsibility to provide services in an emergency. Business continuity not only helps pro-
tect an organization’s reputation, the safety of its staff, patients and customers, but also 
gives the organization an underpinning understanding of its functions and processes and 
their importance.

 • The PDCA cycle is a framework to support the development of business continuity arrange-
ments. It stands for plan, do, check and act. Planning provides the framework to describe 
the actions to be taken during an incident to preserve critical functions. The next stage of 
‘do’ helps embed these arrangements into the teams and organization. ‘Check’ ensures 
plans and arrangements are adequate and fit for purpose. Finally, ‘act’ takes the learning 
from exercising and testing and ensures it is fed into the plans and arrangements so that they 
become more evidence-based.

 • At the start of the business continuity management (BCM) process it is important to develop 
and set out the business continuity system. This important step sets out how to plan for 
things to work together to get information in the simplest way. The initial actions will include 
the development of a BCM policy setting out the organization’s intentions, links to the or-
ganization’s risk register and the development of a business impact analysis (BIA).

 • The impact of an incident on an organization can be assessed through undertaking a BIA, 
which identifies the resource levels for services, the impact of disruption and how important 
each service is within the organization. It can also help identify the potential impact of a 
scenario on a range of metrics including financial, staffing and reputation.

http://www.thebci.org/index.php/resources/the-good-practice-guidelines
http://www.bsigroup.com/en-GB/iso-22301-business-continuity/
http://www.iso.org/iso/catalogue_detail?csnumber=50050
http://www.thebci.org/index.php/resources/the-good-practice-guidelines
http://www.iso.org/iso/catalogue_detail?csnumber=50050
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11.1 Introduction

Emergencies are a unique and sometimes extreme environment not only for 
those caught up in the event, but also those responsible for enacting the re-
sponse. For emergency responders it is important to recognize that the en-
vironment will be different from that of their daily work. The response of an 
ambulance paramedic to a road traffic collision with two cars (a relatively 
frequent if unfortunate event) will be different from that of a collision of a 
coach with 52 children involved (thankfully a rarer occurrence). As emer-
gency planners and organizational managers we have a responsibility to pre-
pare and equip our staff to manage extreme and uncommon events.

This chapter considers the training and exercising that is required to support 
responders in gaining the skills to manage emergencies. The first half focuses on 
specific training elements required to deliver successful emergency responses, 
while the second considers the possibilities to test and exercise the training.

11  Training and Exercising for 
Emergency Preparedness, 
Resilience and Response

R. EllEtt1 and a. Wapling2

1Former Fire Commander, Humberside Fire and Rescue Service; and Course 
Director at the Emergency Planning College, Easingwold, Yorkshire, UK 
2Regional Head of Emergency Preparedness, Resilience and Response,  
NHS England (South), UK

Key Questions 

 • Why is it important to train staff to manage emergencies?
 • How can specialist training best be delivered to those who need it?
 • How do we evaluate training?
 • Why is it useful to test our preparedness through exercises?
 • How does learning make our response to emergencies more effective?
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11.2 Training

When identifying training needs and solutions, emergency planners are en-
couraged to examine non-health related sources. With isomorphic meaning 
‘being of identical or similar form, shape or structure’, the phrase isomorphic 
learning is used to refer to how lessons can be identified and translated from 
one situation into another: in this case, taking the experiences and lessons 
identified in other disasters and applying them to one’s own type of organ-
ization (Toft and Reynolds, Learning from Disasters, 3rd edn, 2006).

11.2.1 The training challenge

In terms of mandatory training in the UK for health emergency prepared-
ness, resilience and response (EPRR), there is little description nationally of 
core requirements; however, the Civil Contingencies Act 2004 clearly places a 
duty upon chief officers for their organizations to be adequately prepared to 
respond to emergencies. It therefore follows that when a plan identifies and 
delegates roles and responsibilities to nominated members of staff there is a 
requirement to ensure that these individuals are provided with training to 
best equip them to manage the emergency effectively, an implicit requirement 
that these staff are fully competent to carry out the roles assigned to them.

Competence can be developed through experiential learning but should 
also be guided by training, testing and exercising, ensuring also that these 
become regular features of the organization’s training regime and are em-
bedded in induction and regular sessions. For example, EPRR best practice 
recommends that incident managers be exposed to regular training to re-
main competent and confident.

The two main challenges in delivering quality training in EPRR within 
the health sector are the size and the diversity of the responsibilities and the 
complexities of health care organizations, from emergency medical services 
to primary care including general practitioners and community pharmacies, 
and from large acute hospitals to small mental health providers.

An additional training challenge is the low frequency with which emer-
gencies arise within individual organizations, therefore offering few chances 
to employ or practise skills. Much more likely are internal disruptions or 
business continuity events such as power failures, internal pressures across 
the health system or IT failures (see Chapter 10, this volume); therefore, it is 
important that training interventions take this into account and are relevant 
to both types of incident. Business continuity management (BCM) training 
is largely in the form of awareness and understanding the relationships and 
interdependencies within organizations; it is difficult to imagine a more com-
plex BCM environment than that of an acute hospital delivering a number of 
essential and critical services simultaneously.

Assessing skills, knowledge and attributes requires a training needs  
analysis (TNA) (Fig. 11.1), which can be applied to individuals or teams in 
specified roles. A TNA should reflect any national requirements for emergency 
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management (by taking into account the needs of the wider health care system) 
as well as incorporating local elements identified through risk assessment. This 
will allow organizations to most effectively target limited training resources.

From these simple results, the size of the training programme can be 
identified. This can then be followed by a simple, second analysis of the 
delivery of training requirements, to answer five key questions: by whom, 
where, when, what frequency and at what cost.

11.2.2 Training delivery

Training for emergencies is mostly focused on the response element, which in 
the majority of cases will be short lived. The longer response commitment is to 
business continuity incidents, which may last for a considerable period of time. 
It is often forgotten that a business continuity response should mirror that of an 
emergency response and be managed by an appropriate level of management. 
Given that the formula for managing both events is the same, a greater training 
value to the organization can be achieved by providing combined, joint training.

The model of incident management in the UK, integrated emergency 
management (IEM), has preparation and response as two of its core elem-
ents. Preparation incorporates defined and rationale training regimes. The re-
sponse element focuses on the three-tier approach of strategic, tactical and 
operational (also referred to as ‘gold’, ‘silver’ and ‘bronze’). It follows there-
fore that some training can be targeted at individual levels. Strategic and 
tactical levels are reasonably easy to formulate, revolving around incident 
management roles, responsibilities and defensible decision making.

(a)

CBRN Training Requirement (example)

Organization Awareness Level 1 Level 2 Level 3

Acute x x x x

District x x x

Community x x

All other x

(b)

Question Yes No Rationale

1 Do we meet necessary standards?

2 Is an incident likely to occur?

3 Does our resource meet the perceived need?

4 Can the training be delivered?

5 Who needs what training? Calculate numbers:

Fig. 11.1. Two example training needs analysis grids (CBRN, chemical, biological, 
radioactive, nuclear).
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In the operational environment, training interventions are more a matter 
of processes and procedures, and focus on escalation measures up-scaling  
resources. Non-clinical managers should focus on the organization of 
non-clinical staff to deal with support functions such as media enquiries, fi-
nance and supporting friends and families. This will ensure clinical staff can 
deliver the operational medical response. It is essential that clinical and ad-
ministrative groups train and exercise together.

Within the UK there are a number of effective training tools for emer-
gency planners and responders which cover a range of delivery methods. 
The first is direct teaching and includes training in the areas of Strategic 
Leadership in a Crisis (SLC), Surviving Public Enquires and media train-
ing. NHS England facilitates the provision of these to NHS organizations 
in England. There are also a number of undergraduate and postgraduate 
courses available in the UK to enable staff to gain professional qualifications 
in EPRR. A second teaching method is distance learning via online learning 
portals and includes more specialist training such as chemical incident man-
agement, biological incident management and decontamination.

Additional means of delivering training at low cost include focused ‘one 
to ones’ and mini scenarios that can be delivered by e-mail and requiring dir-
ected answers. For larger audiences, merged training sessions can be devel-
oped using mixed groups of staff across organizations or through combining 
similar topics. Joint aims and objectives can often be achieved, particularly 
across the health economy, so avoiding duplication of effort. The formation of 
a training subgroup as part of the Local Health Resilience Partnership (LHRP) 
or Local Resilience Forum (LRF), where it exists, is also of great benefit.

Good training outcomes are the product of many considerations; how-
ever, in the context of this chapter it is worthwhile highlighting two to support 
those required to deliver training who may not possess teaching qualifica-
tions. First it is necessary to know exactly what each element of the training 
is designed to achieve (i.e. the outcomes). This should then be followed by 
the aim (probably best defined as ‘what matters’). Often this is written as 
a broad strategic statement and is usually quite vague, but does show the 
reason for the training. Finally, the trainer should define the training object-
ives: how and what the delegates will learn from the sessions. In putting 
these essential elements together, the trainer is advised to refer to and make 
use of Bloom’s taxonomy (Fig. 11.2). This pyramid diagram categorizes the 
six levels in which learning is achieved and which are important to consider 
when designing training for different roles or ability levels.

The trainer must also understand and accept that a single session of training 
is unlikely to be fully effective and thus a well-constructed training regime should 
be developed (such as that shown in Fig. 11.3). This clearly demonstrates that 
delegates will need to consider what has been taught to them (reflection), think 
about how this may help their future performances (conceptualization), before 
bringing all elements together in testing or training scenarios. Trainers should 
consider that, at the higher management levels of professional performance, 
managers could be expected to take personal responsibility for some of these 
elements before coming back to confirm the learning through group experiences.
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Figure 11.1. could be used to identify elements of specialist EPRR training 
in health care organizations. The development and use of an algorithm can 
be an excellent way of standardizing specialist training, but it is important 
to retain the human element for intervention in the form of past experiential 

Active
experimentation
(planning/trying

out what you have
learned)

Concrete
experience

(doing/having an
experience)

Abstract
conceptualization

(concluding/ 
learning from the

experience)

Reflective
observation
(reviewing/ 

reflecting on the
experience)

Fig. 11.3. Kolb’s cycle of learning.

Evaluating

Analysing

Applying

Understanding

Remembering

Creating

Fig. 11.2. Bloom’s taxonomy (from www.learning-theories.com/blooms-taxonomy- 
bloom.html).

http://www.learning-theories.com/blooms-taxonomy-bloom.html
http://www.learning-theories.com/blooms-taxonomy-bloom.html
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learning. Training should empower staff members who work with other or-
ganizations to use their knowledge and skills to interpret individual prob-
lems and act accordingly, and in this way will complement algorithms with 
experience and good professional judgement. Their individual expertise 
should not be constricted by restrictive policies.

In the UK, it is important to remember that training is a specific require-
ment within the Civil Contingencies Act 2004. Additionally, any inquiry that 
may follow a major incident response is likely to ask two key questions of 
individual responders:

 • What was your job during the incident?
 • Were you relevantly trained to do it?

Scrutiny will always be applied; therefore, a final question that an inquiry 
will seek to address is:

 • Could you have done a better job … if so how?

The training programme must clearly show how relevant training has 
been delivered if a response is required to these questions. A good starting 
point would be the National Occupational Standards developed under the 
Ministry of Justice programme, Skills for Justice. Twenty of these standards 
are directly applicable to civil contingency response, while a further 47 are 
‘relevant’. The NHS England EPRR Framework 2015 recommends these 
competencies for organizations coming under the guidance.

Those staff in organizations who are responsible for EPRR training must 
be inventive and realistic. Managers, particularly at executive/senior level, 
should assume some personal responsibility for their own learning.

11.3 Exercising

The use of exercises to test plans, processes, equipment and individuals’ ap-
plication of these is not a new development. The military were early adopters 
of using practical simulations to test aspects of their strategies and tactics. In 
emergency preparedness terms, an exercise is the practical simulation of a 
scenario which provides an opportunity to apply elements of a plan or emer-
gency arrangements. Although an exercise will expose individuals to as close 
to a real situation as possible, this should not be seen as training. As specified 
earlier in this chapter, training should be provided to those responsible for 
mounting a response, to those following the plan, before they are required to 
implement it, whether for real or via an exercise.

11.3.1 Why is exercising important?

Exercising is another integral aspect of the emergency planning cycle. It helps 
us ensure that our arrangements are fit for purpose and safe to be implemented. 
A well-planned and well-run exercise will facilitate the testing and evaluation 
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of plans, policies and procedures to help identify planning weaknesses, gaps 
in resources and capabilities, and clarify roles and responsibilities.

A plan can be in place for a number of years and therefore it is important 
to evaluate arrangements through exercises. This helps ensure plans re-
main accurate, up to date, workable and user-friendly. Organizations 
change, risks change, mitigating actions can change and resources avail-
able to manage emergencies change; therefore, it is important to not just 
update a plan on a regular basis but also to test it to ensure that it remains 
current and viable. Individuals within organizations change and a great 
deal of ‘corporate memory’ also leaves; testing and exercising finds these 
gaps. Equally, a plan can be understood by its author but needs to be tested 
by those responsible for implementing it to ensure that the actions are clear 
and easily followed.

Exercising new plans, policies and procedures helps reveal any gaps 
that the planning process has not identified and suggest possible alternative 
courses of action that had not previously been considered.

Ultimately an exercise can be used to validate and sign off a plan from an 
organization’s perspective; to be able to declare that a plan has been tested 
by a lifelike scenario is a strong statement to the organization and the public 
whom the plan would serve.

It is important to remember that exercises should not be seen as an op-
portunity to test individuals but instead are intended to challenge plans, pro-
cesses and arrangements. It is therefore important to consider the pressure 
that an exercise can place individuals under. A 4-day international exercise 
one author was once involved in had to be aborted a day early when the 
emotional impact on the players of testing the plan to breaking point was 
recognized.

11.3.2 Types of exercise

There are five recognized exercise formats that can be adopted depending on 
the plan or aspect of a plan that needs to be exercised. The five formats can 
be grouped into two distinct groups (Fig. 11.4). This is further elaborated in 
Table 11.1.

Discussion-
based 

exercises

Operationally 
based 

exercises

Workshop/
scenario- 

based 
discussion

Tabletop 
exercise

Live/field 
exercise

Communications
exercise

Command 
post 

exercise

Fig. 11.4. Discussion-based and operationally based exercises.
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Table 11.1. Descriptions of discussion-based and operationally based exercises.

Exercise type Why? Where? How?

Workshop/scenario-
based discussion

To familiarize staff with the organization’s 
emergency preparedness and response 
arrangements, including plans, procedures, 
standard operating procedures, etc.

Usual workplace, 
meeting room or 
conference room

Using a plan or scenario to induce and guide 
thinking, discussing, problem solving, etc.

To help develop a plan or process through 
a guided discussion with those likely to 
implement the plan

Tabletop exercise To test and evaluate plans at the strategic 
and tactical levels in a safe environment, 
using a scenario or narrative as a trigger for 
discussion

Meeting or conference 
room

A structured scenario-based discussion with 
injects, triggers and background information 
to induce interacting, thinking and discussing 
as situational information is conveyed

Communications 
exercise

To test hardware as well as staff familiarity 
with processes, response times, inter-
organizational cooperation, resources and 
contact information

Within the organization 
workplace, control 
rooms, employees’ 
homes, on-call 
processes

A physical alert or cascade of information 
across a number of people, sites and/or 
organizations

Command post 
exercise

To test and evaluate the capabilities of the 
organizational emergency command and 
control response

Emergency operations 
centre or equivalent

Testing the organization’s full command and 
control procedures and staff members’ 
ability to move to their emergency roles and 
responsibilities from their routine activities

Live/field exercise To test and evaluate a specific part of the 
emergency plan by mobilizing personnel 
and resources under live or field conditions

In a simulated 
environment with props 
and physical resources

Exercising a scenario in real time using 
simulated casualties, real-time information 
and real equipment

To test and evaluate the use of equipment and 
physical resources
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Choosing the right type of exercise will depend on a number of factors, 
including:

 • The purpose of the exercise. What are the aim and objectives of the exercise 
and what is the desired output? Developing staff understanding of the 
business continuity plan may best be done via a workshop or discussion- 
based exercise. Testing the process to decontaminate casualties would 
best be achieved via a live exercise.

 • The target audience. The target audience will also dictate the most appro-
priate exercise type: testing members of the executive team in their 
understanding of their roles and responsibilities in an emergency could 
be achieved via a tabletop exercise, while exercising control room staff 
may best be completed via a command post exercise.

 • The budget. With a limited amount of money, a discussion-based or com-
munications exercise can provide a test without needing an extensive 
budget. With more finance available, a comprehensive live field exercise 
with actors and additional staff overtime can be afforded.

 • Time available. The time taken to plan for a good exercise should never 
be underestimated. A good live exercise can take up to 10 months to 
plan and deliver, where in contrast a communications exercise can be 
achieved with a few hours’ preparation. Above all it is important to 
give participants as much notice as possible so as to guarantee their at-
tendance.

 • Risks arising as a result of conducting the exercise. Undertaking exercises can 
pose a physical and reputational risk to individuals and organizations. 
Live exercises could place individuals into hazardous situations such as 
collapsed buildings and crashed vehicles. Equally, a tabletop exercise at-
tended by a number of external organizations (including the media) 
could have a reputational impact on an organization if the plan was not 
adequately embedded.

 • Available resources. An exercise without the appropriate resources will not 
deliver its objectives. A severe weather tabletop exercise will fall short if 
there is inadequate weather forecasts and mapping available to the players.

 • Maturity of plans. A mature and well-embedded plan would benefit from 
robust challenge from a large tabletop or live exercise, while a less ma-
ture plan may be more appropriately tested via a workshop or discussion- 
based exercise.

 • Experience of planners. An experienced emergency planner will feel com-
fortable planning and delivering a large tabletop or live exercise, while 
less confident staff will sensibly want to start small with a communica-
tions exercise and build confidence and experience to deliver a live or 
command post exercise.

11.3.3 Exercise development

The first point in the exercise development process is to be clear about 
why we are undertaking the exercise and what we are aiming to achieve. 
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Towards this, it is important to set the aim from the onset. Examples of 
an exercise aim are:

 • to evaluate or rehearse certain procedures;
 • to test whether group responsibilities are known, understood and corres-

pond with the plan;
 • to test or rehearse the interaction between departments, organizations 

and agencies involved; and
 • to validate plans and procedures.

To support the aim there should also be a number of objectives. These 
may differ for different departments or organizations; however, they should 
be overt and communicated to all planners and players early on in the pro-
cess. It is important not to have too many objectives and to ensure they do 
not drift during the planning process. As planners get involved and are keen 
to make the best of the exercise opportunity, there can be a tendency to keep 
adding objectives. This will only serve to make the exercise more compli-
cated and increase the possibility of not achieving the desired outcome.

Exercise objectives should be:

 • set as targets for the exercise to achieve;
 • consistent with the overall aim of the exercise; and
 • follow the SMART principles of being specific, measurable, achievable, 

realistic and time-bound.

Specific and targeted aims and objectives will ensure a greater chance of 
the exercise achieving them. As the planner (or planning team) progresses 
through the planning process it is important to constantly refer back to them 
to ensure focus and prevent ‘mission creep’.

11.3.4 Developing scenarios

Once the aim and objectives are set, the scenario can be developed. The best 
approach to developing a good and believable scenario is to base it on a real 
incident. This will ensure that exercise players believe the scenario and are 
therefore more likely to participate fully. A simple search on the Internet will 
provide many media news reports or even post-incident reports that can be 
used to develop a believable scenario. Contact with peers will also help as 
they may have exercised the same objectives and a previously developed 
scenario can be ‘borrowed’ and adopted.

As the scenario develops, a storyboard with key variables and param-
eters will start to form. This provides a narrative which sets the scene 
throughout the exercise and the exercise time frame. This may be set over 
a few hours, such as a live casualty management exercise, or a number of 
months in the case of a pandemic influenza tabletop exercise. To ensure that 
the exercise moves forward at the required pace and that key issues are tested 
or discussed, injects can be introduced. These can be delivered in a number 
of ways: ranging from a verbal briefing or an e-mail, to a weather report or 
something as elaborate as a simulated explosion or fire.
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These provide the exercise controller with the ability to steer actions, 
slow or speed up play, or move people away from discussions or actions 
that are distracting and not meeting the exercise aim. The majority of injects 
should be pre-planned and timed so that exercise controllers know what to 
expect and when. That said, it is always worth having some hot or contin-
gency injects in reserve so that exercises can be brought back on track if they 
start to drift or if play runs out of energy. In the exercise development pro-
cess, it is worth spending time to consider where exercise play may slow or 
divert away from the objectives; this will provide the context for developing 
hot injects. Although it is acceptable to develop hot injects at the time, it is 
important to have a clear process and resource to do this or it may appear ad 
hoc and ill planned by the players.

Once the scenario injects have been developed, these all need to be held 
together by a master events list (MEL) (Fig. 11.5). This will provide the exercise 
controller and facilitators with a clear list of actions which the exercise requires 
to achieve its aim and objectives. For small communications exercises this can be 
as simple as a list of numbers to call and when, while for a full live exercise this 
can be a comprehensive list of all the agencies’ actions, triggers and injects. This 
MEL is vital for all sizes of exercise; even when delivering a small exercise single 
handed it ensures that key actions, conversations and injects are not missed.

11.3.5 Exercise roles

It is a team effort to deliver a good and effective exercise. Clearly, the larger 
the exercise the more staff required to deliver it; the smaller the exercise the 
smaller the team. There are some key roles that are identified to deliver an 
exercise, as follows.

Exercise director
The exercise director is the individual with ultimate responsibility and ac-
countability to oversee the whole exercise and all its functions. The exercise 
director has the overall responsibility and authority for starting, stopping or 
pausing the exercise, as well as managing the exercise controller, facilitators 
and observers (see below). He/she will also monitor progress against the 
MEL and can authorize the use of hot or contingency injects.

Exercise controller
The exercise controller is used predominantly in an operationally based ex-
ercise or combined with the exercise director for discussion-based exercises. 
The exercise controller provides exercise direction and control while fol-
lowing the sequence of events, and provides players with material according 
to the MEL. With the authority and direction of the exercise director, the ex-
ercise controller is able to intervene in exercise play to ensure that the ob-
jectives are met when play goes off course. In large exercises the exercise 
controller will be based in an exercise control room (EXCON) with a team of 
people to enact actions on his/her behalf.
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Event
number

Time

1

2

3

4

09.00
SIMCELL

operational
SIMCELL Phone Contextual

Contextual

STARTEX

Contextual

Ensure
communications are
operable

‘This is Mary Banks at
the Salt Railroad
Station. I’m calling to
report three suspicious
people hanging around
the train yard. Two of
them are carrying
backpacks. Please
send someone
immediately.’

All controllers
establish
communications
with the
SIMCELL

Call Salt
Springs
Dispatch

Simulators are in
position and
communications are in
place

Check
communications
with field
controllers

SIMCELL

SIMCELL All Radio

All
controllers

All
controllers

Communications
check

Report from
train passenger

Salt
Railroad
Station
security

Passenger
1

SIMCELL Phone

09.45

10.00

10.01

Title To From Controller Method Type Description/script
Expected

Action
Comments/notes

Fig. 11.5. An example of a comprehensive master events list.
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Facilitator/umpire/directing staff
For discussion-based exercises there can be table or group facilitators em-
bedded in with the exercise players. Umpires or directing staff work with 
the exercise participants to help to problem solve, keep participants on 
track, control the pace of injects, deliver messages and draw out key an-
swers or solutions. These people are the key link between exercise play 
and the exercise controller. The umpire is able to spot periods of inactivity 
or loss of focus from the players and can therefore request the use of hot 
injects.

Evaluator
Exercise evaluators are there to capture the learning from an objective and 
informed perspective. These individuals are often selected on the basis 
of their expertise and impartiality. Evaluators should be provided with 
a framework or template to help identify and record the achievement of 
aims and objectives, as well as the actions of the players in response to 
injects. Ultimately the evidence provided by the evaluators will become 
a large part of the post-exercise report. There can be a real temptation to 
combine the umpire and evaluator roles into one; however, this should 
be avoided if possible. Whereas the focus for the umpire is to keep the 
exercise on track in order to deliver the aim and objectives, an impartial 
evaluation can only be provided by someone that has no other distractions 
or responsibilities.

Observers
Observers should be invited guests with no official role in the exercise and 
therefore they do not participate in the player activities or get in the way. 
For large or high-profile exercises there may a large amount of interest in 
watching and observing the exercise; the observers therefore require hosting 
by a dedicated member of staff and will follow a defined observer pro-
gramme. Observers should be asked to provide feedback based on their 
observations and this may follow a pre-supplied format and support the pro-
duction of a post-exercise report. Where logistics are difficult or the exercise 
is of a sensitive nature, it may not be possible to accept observers. In these 
cases, the production of a video may help share exercise learning in a more 
manageable manner.

Subject matter experts
Subject matter experts should be available to provide expert advice and 
guidance where the scenario requires. In the example of a tabletop exercise 
testing the response to a deliberate release of anthrax, it will be vitally im-
portant that there is an expert available to answer the technical questions that 
may arise. As technology progresses these individuals may not necessarily 
need to be present at the exercise. It may be possible for players to telephone, 
e-mail or video conference these experts so that they can provide the infor-
mation remotely.
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Exercise control
EXCON is a facility for large exercises to effectively drive the exercise during 
play. This facility can feed written and verbal information into exercise ac-
tivity as well as monitor progress against the MEL. The larger the exercise 
the larger the EXCON is likely to be and will require the relevant technology 
such as e-mail, telephony and a video link to the exercise play or discussion.

Players
The term ‘players’ is used to describe those who take part in exercise activ-
ities. Players are present to act out the role they have been designated in the 
event of an emergency. Players are required to respond to information as 
they would in real life in order to simulate the actual response to an emer-
gency. Without players, an exercise will not happen.

11.4 Delivering the Exercise

Ahead of exercise play a pre-exercise briefing should be provided to all par-
ticipants, both delivery staff and players. The briefing should include infor-
mation such as:

 • exercise aim and objective;
 • exercise scope;
 • exercise format and timings (especially exercise start, stop and lunch);
 • ground rules and code of conduct;
 • individual and organizational roles and responsibilities (including exer-

cise staff’s parameters and limits of play – what is in and out of scope);
 • simulation activities (what is real play and what will be simulated or 

 imagined);
 • exercise evaluation and debrief arrangements; and
 • a brief overview or narrative giving a description of events occurring 

prior to the exercise start to set the mood and provide information the 
participants will need during the exercise.

Where possible this information should be provided ahead of the ex-
ercise. This does not always have to be delivered in person but can be pro-
vided in joining instructions, an e-mail, a teleconference, a video conference 
or a pre-prepared video clip. This and other relevant information can be sup-
plied to staff and players in an exercise participants’ handbook. This can in-
clude aspects such as staff and player procedures and responsibilities, safety 
and security requirements, communications methods available on the day, 
pre-exercise reading, training and evaluation process, etc.

Good exercise direction and facilitation will ensure that the exercise 
follows the agreed course and that the aim and objectives are met. It is 
sometimes necessary to pause or stop an exercise continuing. This may 
be as a result of the exercise moving in a direction that does not fulfil the 
aim,  because the safety of participants is at risk or because a real incident 
has occurred. To support this and other activities, a set of common exercise 
code words is recognized (Box 11.1).
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In order to give an exercise an identity that planners and players can rec-
ognize, many are now given a code word. These are words often related to 
the subject of the exercise without giving any detail away. An NHS Olympic 
exercise called ‘Exercise Milo’ was named after an ancient Greek boxing 
athlete.

11.5 Exercise Evaluation Plan

The evaluation process should be designed at the same time as developing 
the exercise. To simply deliver an exercise is not enough; there must be a 
mechanism to capture the learning so as to embed into preparedness. After 
all, the purpose of an exercise is to test, evaluate or validate a plan and there-
fore an evaluation process will be needed to evidence that this objective has 
been met. The evaluation process can include a number of different aspects, 
such as:

 • debriefing players and exercise staff;
 • written responses to injects;
 • reports from the evaluators;
 • completion of player evaluation forms;
 • observations from observers; and
 • recorded activities (audio or video).

The evaluation process helps to ensure that a post-exercise report is 
prepared, agreed and circulated. The only way that learning will influence 
and change practice is if it is written up and shared. The post-exercise re-
port should be based on fact, and be concise, objective, and prejudice- and 
blame-free. Learning can be identified without pointing the finger at an indi-
vidual or organization. An example of a post-exercise report structure would 
include:

 • an executive summary;
 • an introduction;
 • the exercise aim and objectives;
 • an outline of the scenario;
 • the exercise format;

Box 11.1. Exercise code words. 

 •  NAME: all exercises should have a code name to identify play from business-as-usual activities 
(e.g. Winter Willow, Common Ground).

 • STARTEX: start of exercise.
 • HOLD: suspend exercise for a period.
 • RESUME: start again after a hold.
 • SAFEGUARD: real incident/message outside of exercise play.
 • NODUFF: real emergency/casualty.
 • ABORT: early termination.
 • ENDEX: end of exercise.
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 • the exercise evaluation process;
 • the lessons identified and suggested action; and
 • a summary.

11.6 Summary

A well-prepared and well-managed emergency plan will contain the organ-
ization’s training, testing and exercising regimes as an appendix within the 
administration section of the plan.

Training is an essential element of the EPRR cycle. The logical step after 
training staff to respond to a scenario is to use exercises to test plans, help 
identify gaps in capability, bring about new ways of resolving issues, expose 
teams to new scenarios and help validate planning. A well-run exercise will 
help evidence plans and put learning back into response.

Key Answers

 •  The response to large-scale emergencies is outside the normal experience of emergency 
responders. A paramedic will routinely respond to small road traffic collisions, but rarely to 
larger incidents where casualty numbers exceed the resources available. Equally, managers 
in strategic health care organizations will not be regularly exposed to emergency response 
management. Therefore, training to equip these people to effectively respond to and man-
age these situations is vital.

 •  Once the training need has been identified through a structured training needs analysis 
(TNA), training can be delivered through a variety of different methods. These include direct 
teaching, experiential or scenario-based leaning, and distance/online training. A blended 
approach to learning is often the most effective solution.

 •  The effectiveness of training can be assessed through a number of methods. This can be 
through formal assessment where evidence needs to be provided that the individual has re-
tained the right amount of learning. Training effectiveness can also be assessed through 
practical demonstration such as exercise.

 •  Once a plan is written and staff are trained, it is important to evaluate the effectiveness of 
these arrangements. This can be tested under exercise conditions where a response can be 
evaluated against a particular scenario. There are five types of exercise format that can be 
used to evaluate preparedness: workshop/scenario-based discussion, tabletop exercises, 
live/field exercises, communications exercises and command post exercises. A range of 
 features will dictate which type is most appropriate.

 •  Every exercise will identify lessons that can make a response more effective. These need 
to be presented in a post-exercise report so that others can identify the learning and incorp-
orate it into their own emergency arrangements. Emergency response practice must be 
 evidence-based and the vast majority of this comes from regular exercising.
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‘Experience is simply the name we give our mistakes.’
(Oscar Fingal O’Flahertie Wills Wilde, 16 October 1854–30 November 1900)

12.1 Introduction

A key element of the integrated emergency management framework (which 
comprises the processes of anticipation, assessment, prevention, preparation, 
response and recovery) with regard to major incidents and emergencies is 
the implementation of a post-incident follow-up process or review in order 
to evaluate the response and recovery to an incident at any level of response.

‘We will learn the lessons of this!’

This phrase is often used by politicians or executives in charge of depart-
ments or organizations that have been involved in the response to or man-
agement of a crisis, emergency or major incident where, more often than not, 
there is a considerable perception that all was not handled as well as it should 
have been. A corollary to this is that most UK health care organizations re-
quire, within their emergency preparedness, resilience and response (EPRR) 
arrangements, a lessons identified process to be implemented as part of their 
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Key Questions 

 • What are the key aspects of learning lessons from actual incidents and exercises?
 • What are the benefits of learning lessons from actual incidents and exercises?
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post-incident recovery procedures. This chapter considers some drivers and 
strategies that can be used to inform, supplement or further develop an ef-
fective lessons identified process.

An important question to address from the outset is ‘why do we need 
a lessons identified strategy?’ Arguably, it is a costly, resource-demanding 
and time-consuming process. In their findings, recent inquiries into major 
incidents have reported that learning identified in previous incidents and 
subsequent inquiries had neither been actioned nor was any effective change 
in behaviour or process implemented. So how do we ensure that lessons are 
indeed learned, resulting in a positive change in practices and behaviours, 
that will allow for efficient and successful responses?

To address the questions above, there are two fundamental areas (identi-
fied by Boin et al., 2008) that are sensible to consider:

 • accountability – mainly looking back and judging the performance of 
people; and

 • learning – lesson drawing is more about looking forward and improving 
the performance of structures and arrangements (policies and practices).

Although learning is distinct from accountability, they may overlap in 
practice. Given the current level of post-incident investigation (official and 
media-led) into the management of responses and the prevailing perception 
of working in a blameworthy culture, it would seem natural to assume that 
those responsible for ensuring a responding organization has learned from 
past experience would be very keen to embed that learning into their plan-
ning processes before the next response.

So, if we accept that accountability and learning are two underpinning 
drivers for organizations to undertake a ‘lessons process’ post incident, how 
do we guarantee that, as identified by Coles (2014), we will not continually 
fail to convert ‘lessons identified’ from emergency responses into embedded 
‘lessons learned’?

Towards addressing this, a simple stepwise process can be applied to 
enable lessons identified to transition into recognized and embedded lessons 
learned (Fig. 12.1).

The rest of this chapter explores and reinforces the points made above 
to provide the reader with useful supporting information and guidance 
towards establishing an effective process for turning lessons identified into 
 lessons learned.

12.2 Background

The scale and complexity of incidents, emergencies and natural disasters, 
nationally and internationally, have heightened the need to consider the 
management of knowledge and the importance of identifying lessons across 
different sectors, including health. In addition to incidents resulting from 
threats and hazards (including terrorism, natural disasters, accidents and in-
dustrial action), many organizations also have a commitment to take part in 
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exercises to test their plans and arrangements for responding to such threats 
(Chapter 11, this volume).

Responses to real or simulated incidents will depend upon the nature and 
scale of the event and will be managed at appropriate local, regional or na-
tional levels. Local Resilience Forums (LRFs) in England bring together all of 
the key organizations which would respond in an emergency. This also pro-
vides a mechanism for the capture, collation and distribution of lessons or best 
practice in a multi-agency environment. In the UK, the Civil Contingencies Act 
2004 requires all Category 1 responders to regularly exercise their plans and 
procedures in collaboration with other agencies, and to put procedures in place 
to record and capture lessons emerging from testing plans and procedures.

12.3 Lessons Management Systems

An effective lessons management system is important in providing organiza-
tions with assurance that learning is captured and implemented to improve 
performance. Any methodology employed to capture the lessons identified 
from responses and exercises must also put processes in place to ensure that 
these lessons are also learned. In order to achieve this, an organization needs 
to develop and implement both a lessons management system and a way of 
turning lessons into new policy and doctrine.

If these concepts are effectively employed the desired outcomes will be 
achieved, namely:

 • embedded learning;
 • positive changes in organizational processes;

What happened?

When did it happen? 

Where did it happen?

How did it happen? 

What or who was responsible? 

Were there any practices requiring improvement or change? 

Were there any good practices identified?

How can we accurately identify the lessons? 

How can we prevent it from happening again? 

How can we embed the lessons into practices and policy? 

Who will be responsible for embedding actions?

Lessons 
identified 
process

Lessons 
learned 
process

INVESTIGATION AND ANALYSIS

IMPLEMENTATION

Who will monitor and review the actions?

When will the lessons learning process be reviewed for currency? 

Fig. 12.1. The transition from lessons identified into lessons learned.
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 • positive changes in behaviours; and
 • development of a culture of organizational learning and change.

The benefits that may be realized by developing an effective lessons 
identified into lessons learned strategy, methodology and processes are:

 • a collaborative approach that will encourage adaptability and flexibility 
across the organization and working with other sectors;

 • continuous improvement of people within the organization;
 • reduced operational risk, increased cost efficiency and improved oper-

ational effectiveness; and
 • assurance to the relevant accountable officers that operational plans and 

processes are resilient.

Key to realizing these benefits and perhaps the biggest challenge to real-
izing the potential benefits is effectively engaging and sharing the lessons 
identified and how these have been addressed within and across organiza-
tions and jurisdictions.

12.4 Policy and Strategy Considerations

In the UK, a national policy and framework for identifying and learning les-
sons has been produced by the UK Cabinet Office which sets out a policy 
framework for capturing and implementing lessons at local, regional and 
national levels.

For the UK health sector and more specifically the NHS in England, 
the NHS England EPRR Core Standards set out, under the duty to 
maintain emergency plans and business continuity plans, that NHS or-
ganizations should have in place arrangements to carry out a debrief 
process so as to identify learning and inform future arrangements. 
There are also guidelines on the timescales for carrying out the debrief 
process.

12.5 A Process for Identifying Lessons

There are a number of methods that can be used to identify and capture the 
learning from emergencies and exercises. Most of these involve four key 
elements in the management of a lessons learned system:

 1. Observations and data collection.
 2. Analysis.
 3. Implementation.
 4. Monitoring and review.

Figure 12.2 provides a useful schematic of a lessons identified process 
that incorporates these elements.
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Fig. 12.2. Adapted schematic of a lessons identified process. (From Attorney-General’s 
Department, Commonwealth of Australia, 2013.)
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The process uses an integrated approach to provide a forum for those 
involved in an incident or exercise to express their observations and allow 
identification of:

 • the principal issues;
 • the root causes of these issues; and
 • recommendations to address the issues and development of an action 

plan with clearly identified responsibilities and timescales.

The process of identifying lessons and capturing observations and other 
relevant data should begin as soon as possible during the response phase 
of the incident and carry on into the recovery phase. It is useful to identify 
time points during the response and recovery phases of an incident when a 
formal review of the lessons identified will take place; this will be especially 
important during a protracted incident. A time point should also be agreed 
at which to undertake a final formal review of the lessons identified based 
upon the observations and data captured throughout.

12.5.1 Observations and data collection

There are a number of recognized methodologies for capturing observations 
and data, with the main one being the post-event review or debrief. The 
types of debrief are as follows:

 • hot debrief – this must be held immediately after the incident/exercise or 
once a shift or response is completed; and

 • cold debrief – held some days, weeks or even months after the incident/
exercise.

These can take the format of:

 • internal debrief – involves staff within an organization only; or
 • multi-agency debrief – involves staff from many organizations involved in 

an incident/exercise.

It is important to capture information as soon as possible after the event 
in a non-threatening, blame-free environment. If the incident continues to be 
managed over the medium to long term it may be necessary to hold regular 
debriefs at key milestones. Other methods of capturing data include virtual 
debriefs using surveys or questionnaires submitted by individuals and/
or groups; and workshops and/or conferences convened to gather data. 
However, it is important to emphasize, whatever method is used, that it 
takes place at predefined time points during the response and recovery in the 
case of a protracted incident, or as soon as possible after the event or within 
a defined time frame, in order that:

 • the people involved remember the events with some clarity;
 • documentation relevant to the event can be retrieved easily; and
 • it is likely that the people involved would still be with the organization, 

or traceable if they had changed their employer or retired.
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Debriefs normally target specific themes that require investigation 
through structured debriefing; however, the lessons management process 
needs to be flexible enough to capture the unexpected. The themes that may 
be explored through the debrief process are often referred to as PPOSTT 
(people, process, organization, support, technology and training).

A facilitated structured debrief is used to bring together people involved 
in the response and should be structured to draw out learning, both positive 
and negative, encountered as part of the response to the incident or exercise. 
The PPOSTT themes can be further subdivided into categories in order to ex-
plore the issues that will need to be covered as part of the structured debrief. 
Some examples of categories are shown in Table 12.1; however, this list is not 
exhaustive and can be added to as required.

It is also important to have in place a stakeholder engagement and a col-
laboration strategy that treats the information exchange as mutually benefi-
cial. The return for participating in an ongoing lessons management process 
is that all contributors see a tangible result for their input to the process.

The After Action Review process is a specific structured tool used by 
University College London Hospitals NHS Foundation Trust and others to 
identify and learn lessons, as well as to understand how or why they occurred 
(www.ucheducationcentre.org/behaviouralprogrammes.html). Originally de-
veloped by the US military, it asks three key questions:

 • What was expected?
 • What actually happened?
 • Why was there a difference?

Before asking:

 • What has been learned?

This is different from the more typical debrief process in that it starts by com-
paring what was intended with what actually happened.

12.5.2 Analysis

The key goal of the analysis of lessons captured is to determine the root cause 
of the observations and insights gathered from the debrief(s). From here, les-
sons can be identified and appropriate courses of action designed to embed 
the lessons can be recommended.

Table 12.1. Example debrief categories.

Coordination Preparation Communications Resources

Internal Internal Internal Staff
Multi-agency Multi-agency Multi-agency Organization

Media
Public

http://www.ucheducationcentre.org/behaviouralprogrammes.html
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The analysis step, which can be qualitative or quantitative, involves re-
view of the collected data. However, the types of data collected through the 
debrief tend to lend themselves to qualitative methods of analysis as little of 
the data collected will be in quantifiable form. Martin and Turner (1986) argue 
that ‘researchers must match research methods with research questions’. 
Grounded theory is particularly well suited to dealing with qualitative data of 
the kind gathered from semi-structured interviews and from case study ma-
terial. The grounded theory approach offers the researcher a strategy for sift-
ing and analysing material of this kind in order to identify trends or themes 
that an organization may use to define lessons to be learned. This informs 
possible solutions, strategy development and implementation options.

It is important to bear in mind that observations are people’s percep-
tions. The analysis process needs to identify the factual evidence underlying 
these perceptions and identify the root causes of the situation. It is also im-
portant to remember that learning can be positive as well as negative. Root 
cause analysis, if applied correctly, will look at the evidence base with regard 
to what can be improved but also highlight areas of best practice that need 
to be shared. The most common root cause analysis tool used is the ‘5 whys 
technique’ (‘why, why, why, why and why’) first published by Ohno in 1986.

12.5.3 Implementation

This stage considers the development of treatment options to recommend 
actions. Therefore, an action plan will be developed which should identify 
performance measures that will determine if the required changes have been 
implemented, and if they are effective and long-lasting. The action plan 
should set out how the implementation of any recommendations or actions 
will be verified, monitored and reviewed. Figure 12.3 provides an example 
of a useful lessons learned action plan template.

As shown, observations following an incident or exercise are not always 
negative; some may be positive. Therefore, the process should look at where 
practices need to be sustained as well as where they need to be changed, and 
verify, monitor and review all of these.

12.5.4 Monitoring and review

There are several ways to determine if a lessons management system is effective.
Quantitative and qualitative measures can be used to assess things such as:

 • changed behaviour or culture;
 • increased operational effectiveness;
 • better resource efficiency;
 • improved safety;
 • improved outcomes for the public and their communities; and
 • increased compliance with policy, processes and procedures.



134 
K

. R
eddin and G

. M
acdonald

<<INSERT NAME OF INCIDENT>>

<<INSERT DATE OF INCIDENT>>

ACTION PLAN

Ref
Lesson identified/ 
recommendation Means of delivery

Means of 
verification Target timescale Lead Assumptions Next steps Change verified

001 Description of the 
lesson identified or 
recommendation 

How this lesson/ 
recommendation is 
to be addressed 
and what actions 
need to be 
implemented

The evidence 
to show that 
actions are 
being 
addressed

Deadlines to 
include interim
and final dates for
implementation

Allocating 
responsibility 
to an 
individual, 
division or 
department 
who will be 
responsible for 
ensuring 
changes are 
implemented
and reporting
on progress,
including
completion

Additional 
information that 
might be 
important to 
complete the 
action, e.g.
external factors 

Information 
regarding 
work in 
progress or 
updates on 
the progress 
of actions

Provide details of 
how lessons 
identified/ 
recommendations 
have been verified 
and any evidence 
that demonstrates 
this, e.g. policy 
change, change in 
practice/behaviours

Fig. 12.3. Example lessons learned action plan template.
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Monitoring the effectiveness of the implemented lessons needs to be car-
ried out as outlined in the action and implementation plan. The results of this 
monitoring can indicate if implementation is on track or if changes need to 
be made to the plan.

Even when lessons have been verified as learned through evidence of 
changed behaviour, practices or procedures, this needs to be monitored and 
reviewed to ensure they are being sustained.

Reporting, monitoring and review helps develop a learning culture that 
is inclusive and sets the standards for implementing future lessons within 
the organization.

Reporting, monitoring and review should be an ongoing component of 
any lessons management system.

12.6 Summary

The key challenges to the health sector in responding to incidents or taking 
part in exercises is to ensure that the lessons identified become lessons 
learned. The key aspects and factors for success in learning from incidents 
and exercises are:

 • Sharing. It is important to involve key partners and stakeholders in the 
learning process and to put in place an effective communications strat-
egy. Gaining commitment from partners and stakeholders is vital to the 
success of the system.

 • Evaluation. The process of producing a report to set out the key learning 
from each incident or exercise and subsequently reinforced by monitor-
ing and review helps develop an inclusive learning culture. This process 
also sets the standards for implementing future lessons within the organ-
ization. Evaluation should be an ongoing component of any lessons 
management system.

 • Stakeholder agreement. Agreement among all of the involved stakeholders 
of the lessons learned and action plan prior to implementation and em-
bedding the learning within and across organizations.

 • Implementation. Any lessons management system should also include a 
mechanism for producing an action plan out of the review or debrief 
which sets out how the recommendations and actions are to be imple-
mented. However, the organization should be prepared to adapt this ac-
tion plan if necessary in order to ensure that lessons are learned.

 • Embedding. Within an organization, executive support and oversight is 
critical for successful implementation of any lessons management sys-
tem and to ensure that learning becomes embedded within the organiza-
tion. However, acceptance of the change in order to embed the learning 
needs to happen across the organization.

There are clear benefits in having a system in place that allows  effective 
learning from involvement in incidents and exercises, particularly the devel-
opment of a collaborative approach which will encourage adaptability and 
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flexibility across the organization and working with other sectors. It will as-
sist in the continuous improvement of people within the organization, which 
will in turn reduce operational risk, increased cost efficiency and improve op-
erational effectiveness. An effective system for post-incident follow-up will 
also provide assurance to the relevant accountable officers within the organ-
ization that operational plans and processes are organizationally resilient.

The processes described in this chapter can be applied reasonably 
easily to help realize the benefits described; however, the key challenge 
will be to ensure and to demonstrate that the lessons identified have in-
deed been learned.
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13.1 Introduction

This chapter largely considers the preparedness for and response to mass 
casualty incidents (MCIs) in the UK; however, principles can be extrapolated 
to other settings. The emergency services are well versed in planning and 
preparing for large-scale incidents. It is commonplace for events hosting in 
excess of 100,000 people to be planned for and safely managed. In the UK this 
is achieved through coordinated planning and management of the events 
using guidance such as the Purple Guide to Health, Safety and Welfare at Music 
and Other Events or The Guide to Safety at Sports Grounds (see Further Reading).

Apart from the planned events, the day-to-day business of the emergency 
services is to respond to the unplanned, no-notice incidents. In 2015 the police 
and ambulance services across England responded to over 22,000 emergency 
calls in any 24-hour period, with the fire and rescue services responding to 
approximately 1700 calls in the same period. A number of the calls related 
to multiple casualty incidents, arising from events such as road traffic colli-
sions or relocating people who became displaced from their homes because of 
 accessibility issues created by adverse weather events (i.e. flooding).

13  Mass Casualty Incidents

M. Shanahan

Head of Special Operations, Yorkshire Ambulance Service NHS Trust, UK

Key Questions 

 • What is a mass casualty incident?
 • Why is it different from a major incident?
 • What are the challenges for the NHS in managing this type of incident?
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Conversely, MCIs generate significantly more casualties than the normal 
day-to-day business. The Department of Health (DH) defines the escalating 
numbers of casualties as:

 • major – tens;
 • mass – hundreds; and
 • catastrophic – thousands.

The UK NHS definition of a mass casualty event is:

a disastrous single or simultaneous event(s) or other circumstances where 
the normal major incident response of several NHS organisations must be 
augmented by extraordinary measures in order to maintain an effective, 
suitable and sustainable response.

In the context of this chapter, MCI mainly refers to those patients who 
have sustained trauma-related injuries through either natural or man-made 
events. However, it should also be remembered that MCIs can be generated 
by events such as environmental extremes of cold, heat or flooding. The dis-
placement of hundreds of people from their homes, while not an MCI in 
terms of injuries, is in terms of the scale of people involved. Many of them 
are likely to have left behind prescribed medication, or be in need of medical 
care for chronic illness, which would necessitate special measures being put 
in place.

NHS England states that:

The NHS service-wide objective for emergency preparedness, resilience 
and response is: To ensure that the NHS is capable of responding to 
significant incidents or emergencies of any scale in a way that delivers 
optimum care and assistance to the victims, that minimises the consequential 
disruption to health care services and that brings about a speedy return to 
normal levels of functioning; it will do this by enhancing its capability to 
work as part of a multi-agency response across organisational boundaries.

In the 21st century, society requires that all the services who would be 
involved in dealing with an MCI can respond timely, effectively and save the 
lives of as many people as possible. To do this requires a considerably dif-
ferent response from that which is delivered on a daily basis.

In 2011, the World Health Organization (WHO) stated that in recent years 
1.2 million people have been killed in mass casualty events. In the 10 years 
prior to the report being produced more than 2.6 billion people had become 
casualties of natural disasters. Events such as earthquakes, landslides, cyc-
lones and rising-tide events (e.g. heatwaves, floods or severe cold weather) 
(see Case Study 13.1 and Case Study 13.2) resulted in high numbers of cas-
ualties (Table 13.1). WHO projections suggest that these figures will increase 
by 65% over the next 20 years.

While in some cases we can predict natural disasters and so minimize 
their impact on human suffering and the cost to the economy in recovering 
from such devastation, we also live in a world that is bestowed with de-
liberate acts of violence, which create the same impact. Table 13.2 identifies 
some key deliberate acts of violence where at least 100 people have been 
 injured since 2001.
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Case Study 13.1. Haiti earthquake, 2010 

‘The Haiti earthquake created 300,000 non-fatal casualties. Typically, approximately 60% 
of persons presenting to field hospitals require surgical intervention, of which 80%  involved 
debridement of wounds and dressings with very few primary closures or external fixation 
procedures.’

(From WHO Disaster Risk Management for Health Fact Sheet, May 2011)

Case Study 13.2. Nepal earthquake, 2015 

On 25 April 2015 an earthquake in Nepal killed more than 8800 people and injured more 
than 23,000. It was the worst natural disaster to strike Nepal since the 1934 Nepal–Bihar 
earthquake. The earthquake triggered an avalanche on Mount Everest, killing at least 19 and 
another one in the Langtang valley, where 250 people were reported missing.

Thousands of people were made homeless with whole villages being flattened across many 
areas of the country. Aftershocks continued throughout Nepal in 15–20 min intervals, with one 
shock reaching a magnitude of 6.7.

On 12 May a major aftershock occurred, the epicentre of which was near to the Chinese 
border between the capital Kathmandu and Mount Everest. Two hundred people were killed 
and in excess of 2500 people were injured.

‘The repeated earthquakes and aftershocks since 25 April 2015 have had major public 
health consequences, with a total 1085 health facilities (402 completely and 683  partially) 
damaged. A total of 2088 people have undergone major surgeries and 26,160 have 
 received psychosocial support in the highly affected 14 districts. 42 Foreign Medical 
teams (FMTs) are operating in the country with a total 802 persons including 264 doctors 
and 236 nurses. Currently there are over 100 beds available for patients  requiring ongoing 
 rehabilitation or nursing care within the Kathmandu valley.’

(From WHO Nepal Situation Report # 19, May 2015)

Table 13.1. The largest natural disasters in recent years. (From World Disasters Report 2010.)

Date Location Event Number of deaths Number affected

Jan 2001 Gujurat Earthquake 20,005 6,321,812
Aug 2002 Dresden Floods 27 330,108
Summer 2003 Europe Extreme heat 72,210 NR
Dec 2003 Bam Earthquake 26,796 267,628
Dec 2004 South Asia Tsunami 226,408 2,321,700
Jul 2005 Mumbai Floods 1,200 20,000,055
Aug 2005 New Orleans Hurricane 1,833 500,000
Oct 2005 Kashmir Earthquake 73,338 5,128,000
May 2006 Java Earthquake 5,778 3,177,923
May 2008 Indian Ocean Tropical cyclone 138,366 2,420,000
May 2008 Sichuan Earthquake 87,476 45,976,596
Mar 2010 Haiti Earthquake 222,570 3,400,000
Mar 2011 Japan Earthquake and tsunami 15,000 NR
Apr 2015 Nepal Earthquake NR 103,686

NR, not reported.
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13.2 Pre-hospital Response

At any major incident and especially an MCI, the first hour of response 
is challenging. Information is usually received that is confusing and un-
clear and often contradicts information already received. It takes time to 
establish command structures, both at the scene and remotely, to ensure 
the information being received and passed is accurate. The ambulance ser-
vice is the gateway to the NHS and it is they who coordinate the response 
at the scene and cascade the information from the emergency operations 
centre (EOC) to the receiving hospitals, using a predetermined message 
indicating the seriousness and the size of the incident and whether a major 
incident has been declared. The Ambulance Incident Commander (AIC) 
will be supported by a Medical Incident Advisor (MIA) who is usually a 

Table 13.2. Terrorist attacks since 2000 (only incidents with 100+ injured are reported).

Date Location Event Number killed Number injured

May 2001 Israel Suicide bombing 5 100+
Jun 2001 Israel Suicide bombing 21 100+
Aug 2001 Israel Suicide bombing 15 130
Sep 2001 New York Four planes 

hijacked
3000 Unknown

Mar 2002 Israel Seven sites on 
different days

73 358

Jul 2002 Israel Bombing 9 100
Oct 2002 Kuta, Bali Bombing 202 240
Oct 2002 Moscow Siege 170+ 700+
Jan 2003 Tel Aviv Shootings 23 100+
May 2003 Saudi Arabia Shootings and car 

bombing
27 160

Nov 2003 Istanbul Bombings 57 700
Mar 2004 Madrid Train bombing 191 1,800
Jul 2005 London Bombings 

(transport)
53 700

Aug 2007 Iraq Bombings 796 1562
May 2010 Iraq Bombings 100+ 350+
May 2011 Egypt Shootings 15 232
Jun 2012 Iraq Multiple shootings/

bombings
93 300

Jan 2013 Pakistan Bombings 130 270
Apr 2013 Boston Bombings 3 183
Sep 2013 Kenya Shootings 67 175
Mar 2014 China Knife attacks 28 143
Nov 2014 Nigeria Bombing 120 260
Apr 2014 Afghanistan Suicide bomb 33 100+
Nov 2015 Paris Marauding terrorist 

firearms attack
130 368

Total 5261+ 9131+



142 M. Shanahan

senior doctor appointed by the ambulance service and is responsible for 
the clinical care provided at the scene with the AIC. The AIC has overall 
responsibility for the medical response at the incident site, including the 
safety of all the medical staff. The AIC will work collaboratively with the 
police and fire and rescue service incident commanders.

The principles of managing a road traffic collision, a major incident or 
an MCI are the same. Key principles to extract those injured and convey 
to hospital are considered and implemented, using a structured approach 
to manage the incident. Since 2013 in the UK the Joint Emergency Services 
Interoperability Programme (JESIP) has defined the management approach 
that all the emergency services must adopt. This includes the National 
Decision Model (a structured approach to making informed decisions in a 
dynamic situation) and the Joint Dynamic Risk Assessment (joint assessment 
of the hazards and risks at an incident).

In addition to the above, another system that is used by the medical 
first responders is the Major Incident Medical Management and Support 
(Advanced Life Support Group, 2011). This system provides a sequential ap-
proach to scene assessment and management and the care of those injured. 
It is outlined in Fig. 13.1.

Medical resources that are sent to the scene in the UK usually consist of 
the ambulance service paramedic and emergency medical technician (EMT) 
personnel. As part of the command team there will also be an MIA, who will 
work closely with the AIC to advise on casualty numbers, severity of injuries 
and the most appropriate receiving hospital, based on their injuries.

A casualty clearing station (CCS) will be established near to the scene 
of the incident to manage the casualties coming from the scene, before 
going to a receiving hospital. There will be a combined team of ambu-
lance staff, as well as wider health care staff, trained in pre-hospital de-
ployments (Mobile Emergency Response Immediate Team (MERIT)), in 
addition to logistical support, to manage the flow of patients and re-
placement of equipment. The initial medical equipment needed to set up 
the CCS would be provided by the ambulance service. Where additional 
equipment is required, a mutual aid request to other ambulance services 
would be provided for the mass casualty vehicles held in each English 
ambulance service.

Most hospital emergency departments in the UK, even the large ones, can 
only manage between four and eight Priority 1 (P1) casualties at any one time. 
These are patients who have life-threatening injuries and require extensive 
medical, surgical and intensive care. In addition, the specialist beds such as 
intensive care, burns, paediatric and neurological beds are in small numbers 
comparatively and in different hospitals, invariably not geographically close 
by. With this in mind, the patients at the scene are likely to be held longer (par-
ticularly the Priority 2 (P2) patients – serious, but not life-threatening), stabil-
ized, and moved to specialist centres or other hospitals outside the region to 
accommodate the P1 patients in the hospitals closer to the incident site. To do 
this safely requires additional skills and equipment not normally catered for 
by the ambulance service or the pre-hospital care schemes, such as the British 
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Command

• Command of any incident starts with the initial call to alert the emergency services of the incident.
Structures are established as a result of the information received, both at the scene and remotely
by each service involved

• In assessing the scene it is also important that the incident commanders from the respective
emergency services co-locate on scene to establish a coordinated command structure. This helps
by sharing information, resource requirements, what information each service has, more commonly
referred to as situational awareness 

Safety

• It is important the safety of staff responding to the scene is catered for 

• Assessment of the environment, infrastructure, establishing what has happened and what might
happen determines the safety of both the first responders as well as the casualties

Comms

• Without an effective communications network, on scene and remotely, the management of the incident is
compromised

• Equally it is as important to consider the media messages from the outset to inform the public of the
incident

Assessment

• Once the scene has been assessed, the number of casualties
identified, it is important to pass the information back to the control
room. The control room staff rely on staff at scene to give them an
understanding of what has happened, what is required at the
scene. Until the information has been sent they are not aware of
what is required. The pneumonic METHANE is the nationally
agreed method of communicating what is happening at the scene 

Triage

• This determines the number of casualties, and more importantly the severity of their injuries, using a
system called Triage SORT, which prioritizes the removal of the casualty based on his/her injuries

• Once the casualty has been removed from the scene, to either a casualty clearing station or a
receiving hospital, the second part of the process continues, Triage SIEVE 

Treatment

• Following the triage process the casualty is removed from scene to a casualty clearing station,
which is established near to the scene to enable life-saving treatments to be provided, while
identifying which hospital the casualty needs to go to. Taking a patient with life-threatening
injuries to a local hospital may not give the patient the best  chance of survival

• It may be better for the patient to be transported over a longer distance to a specialist
hospital, where he/she can receive more definitive care 

Transport

• The aim is to ensure the patient is conveyed to the right hospital that can manage his/her injuries,
rather than taking him/her to the nearest hospital

• This may require an Air Ambulance to ensure survival of the patient and reduce the journey time
versus road

M
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– Major Incident declared
– Exact location of the incident
– Type of incident
– Hazards present or potential
– Access to the scene 
– Number of casualties and severity
– Emergency services present or required

Fig. 13.1. Major incident medical management and support.
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Association of Immediate Care Schemes. Consequently, the MERIT staff are 
brought to the scene with the advanced clinical skills and equipment. In some 
countries this can be referred to as a field hospital (see Case Study 13.3).

The welfare of all the staff working at the scene, or in the CCS, must also 
be considered. The staff sent to the incident site initially will need to be stood 
down for a period of rest, so a key consideration in the first few hours of any 
incident is the relief staff to take over from the first responders. This is likely to 
go on for many hours, so it is highly likely there will need to be additional staff 
brought in (at all levels of the response) for greater than 24 hours. Sufficient rest 
periods, feeding stations, sleeping arrangements, as well as the logistics of the 
equipment needed must all be considered and put in place. This whole sup-
port and logistics mechanism cannot be undertaken by the command teams 
trying to resolve the incident. It must be managed by a separate team and it 
should not be underestimated how complex and protracted it will become.

Specialist teams are likely to be sent to the scene to provide support if their 
skills are relevant to the incident. The UK Ambulance Service has the Hazardous 
Area Response Team (HART) and the Fire and Rescue Service has the Technical 
Rescue Teams, both capable of providing care and extrication at height, under-
ground, in confined spaces, in non-oxygen atmospheres and in water.

Non-governmental organizations such as St John Ambulance and the 
Salvation Army, more commonly known as the Voluntary Aid Societies 
(VAS), will provide valuable assistance with all aspects of an MCI including 
trained medical staff, vehicles, individual registration and tracking, tem-
porary shelter, food service, and many other important services. For organ-
izations such as the VAS, who are predominantly volunteer staff, the logistics 

Case Study 13.3. London bombings, 7 July 2005 

On 7 July 2005, terrorists exploded a series of bombs in central London. The London 
Underground system was their target, exploding bombs at Aldgate, Kings Cross and Edgware 
Road underground stations. At approximately 09.47 hours the fourth bomb exploded on a bus 
in Tavistock Square. There were 54 passengers killed and 700 injured.

‘54 are dead out of an estimated 700 casualties (7.7%). Approximately 350 were treated 
on scene and 350 transported to hospital.’

‘Our helicopter was essential to deploy staff and equipment (but not patients) to the various 
scenes. It was also used to deploy staff to the hospital from home. It flew 21 sectors in the 
morning and allowed rapid deployment in gridlocked traffic conditions.’

‘Scene safety is a major concern for rescuers. Any of these scenes may have contained 
 secondary explosive devices. This is a well-recognised risk at terrorist incidents. 
In addition, risk of structural collapse, inhalation of airborne particulate matter and 
 contamination were also issues of concern.’

‘The emergency services have to deploy extraordinary resources to major incidents, deal 
with the personal, administrative and media burden in the hours and days that follow and 
provide a comprehensive emergency service the next day. This requires careful  resource 
management.’

(Extracts from Lockey et al., 2005)
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of providing this level of support takes time to mobilize and invariably will 
come from many different areas. It is therefore important that the request 
for VAS staff and equipment is made early to give them as much time as 
possible to respond effectively.

The media plays an important role in informing the general public 
about the incident and in asking them to stay away from the incident site, 
but also in advising which roads are inaccessible or are being maintained for 
the emergency services.

Inevitably there will be casualties who do not survive or are found dead 
in situ. While the living take priority, it is important that the dignity of the 
dead is catered for. A temporary body-holding area should be established 
for the deceased. This also aids the coroner’s officers and pathologists in 
their evidence-gathering procedures and establishing the cause of death. 
Ultimately, friends and family of the deceased will want to know what hap-
pened and what was done for their loved one after the event.

Given the number of casualties, it is highly likely they will be conveyed 
over some distances, especially if specialist beds are required as previously 
mentioned. In some cases, conveyance to a European Union country for the 
specialist care may be required. This would be coordinated through the re-
gional offices for NHS England and the DH.

13.3 Survivor Reception Centres

Survivor reception centres (SRCs) are established to manage those people 
affected by the incident but not injured, or who are displaced from their 
homes and need shelter. Invariably these are schools, public buildings, 
sports or community centres, and are listed with the local authorities 
as being able to provide such a facility. For example, in the case of the 
Paddington rail disaster in 1999, a local supermarket was used to initially 
care for survivors.

The SRC is set up and managed by the local authority, with support 
from other agencies, such as the police, health service and the VAS. The 
SRC provides food and shelter for those affected by the incident, medical 
care where needed and support from the police in being able to identify re-
latives who may be missing. It is important these are activated early, as it 
takes time to establish the infrastructure needed. Activation is through the 
local authority (usually requested by the police) and would normally come 
through the multi-agency Strategic Coordinating Group (SCG) or the Tactical 
Coordinating Group (TCG) (see later).

13.4 Incident Coordination

The key to a successful outcome of any type of incident is the effective 
planning and preparation that occurs before the event. In the UK the Civil 
Contingencies Act (2004) and its underpinning guidance (the Emergency 
Response and Recovery Guidance, updated in 2013) aims to establish good 
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practice, based on lessons identified from previous events, both in the UK 
and internationally. The guidance is designed to provide a framework for all 
agencies involved in the response and recovery phases of an incident. There 
are two types of responder, Category 1 and Category 2.

 •  Category 1 responders are those agencies immediately involved in the re-
sponse phase to an incident: police services; fire and rescue authorities; 
ambulance services; Acute and Foundation Trust Hospitals; NHS Eng-
land; Public Health England; Port Health Authorities; the Maritime and 
Coastguard Agency; local authorities; and the Environment Agency.

 •  Category 2 responders are those agencies involved in the support to the 
 Category 1 agencies: utilities; telecommunications; transport providers; 
the Highways Agency; the Health and Safety Executive; Category 2 re-
sponder health bodies; and the wider resilience community.

During an incident a multi-agency SCG is established and in some cases 
a TCG. The TCG is tasked with managing and resolving the incident itself, 
whereas the SCG ensures the TCG has the resources to manage the incident 
and ensures its actions are compatible with the strategic aims set by the SCG 
to resolve the incident. In addition, the SCG considers the wider implica-
tions of the incident and its effect on the communities. The SCG feeds into 
Government departments and ultimately into the Government’s Cabinet 
Office Briefing Room (COBR) (see later).

Depending on the incident type, a Scientific and Technical Advisory Cell 
(STAC) may be established to provide advice and guidance to the SCG on the 
impact on public health. A STAC is set up in the event of an emergency where 
there is likely to be a requirement for coordinated scientific or technical advice. 
Its role is to advise the SCG (and COBR) of the most effective way of dealing 
with contamination or hazardous materials, the impact to the environment and 
communities. For example, chemical contamination of an area would necessitate 
the STAC being set up. The STAC is usually chaired by Public Health England.

The VAS provide invaluable support during major incidents. They bring sup-
port to the statutory authorities, by providing some of the following functions:

 •  support to local authorities in providing emergency shelters, adminis-
trative support and psychosocial support;

 • first aid at temporary treatment and emergency shelters;
 •  food for the public, emergency workers, volunteers and survivors at the 

SRC;
 •  administrative support for varied functions, including contact tracing 

for relatives;
 • assistance with transport of patients and survivors;
 • telephone helpline information;
 • assistance following hospital discharge;
 •  access to mobility equipment for patients (wheelchairs, walking sticks, 

etc.); and
 • assistance with providing longer-term care and support for recovery.
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13.5 The Acute Hospital and Wider Health Care Response

When it is determined that the scale of the incident is such that it requires 
special measures to be implemented (i.e. declaration of a major incident), the 
hospitals in the immediate vicinity will be notified by the ambulance control 
room. They are informed via a standard message format, in the same way 
across all the hospitals. Based on this information the hospitals are likely to 
declare a major incident and invoke their major incident plan, or in this case 
the MCI plan. The difference between the major incident and the MCI is the 
ability to manage the numbers of casualties that will be arriving, which is 
achieved by actions such as suspending elective surgery lists, discharging 
patients early (where feasible) to free up beds, transferring some patients 
to other hospitals, calling off-duty staff into work, suspending outpatient 
clinics to provide capacity for minor injuries, making space for the relatives 
and managing the media interest.

In England, at the time the hospitals are notified, the wider health care 
organizations are also activated. NHS England is informed, which informs 
the DH. This ensures the whole system is aware of the incident. In large-scale 
incidents, particularly where mass casualties are involved, the government 
emergency committee (COBR) would be established. DH representatives 
form part of the committee and as such would be seeking information of the 
events taking place, particularly casualty numbers and receiving hospitals, 
so they can brief the Government representatives accordingly.

Because of the number of casualties being brought into the hospitals (see 
Case Study 13.4), those in the immediate area of the incident (which could 
extend across the local health geography) would start to clear their emer-
gency departments and outpatient clinics and look to discharge non-critical 
patients to other hospitals or places of care, to allow for the influx of cas-
ualties. Discharges would go to a community bed (transition or step-down 
facility), a residential or nursing home, discharge to home with a domiciliary 
care package, or transfer to a temporary place of safety. Early engagement 
with the local authorities to identify nursing and residential beds would be 
established through the hospital command team.

Elective procedures would be cancelled to free up operating theatres and 
surgical beds. Additionally, diverts to other hospitals for patients coming 
into hospital through the business-as-usual emergency ambulance service 
activity may be secured to reduce demand on the receiving hospital.

The ambulance service would send a Hospital Ambulance Liaison 
Officer into each of the receiving hospitals to work closely with the bed 
manager, thereby managing capacity to demand and by specialism. This 
information is then fed back to the MIA on scene and the ambulance con-
trol centre. The emergency departments would establish teams to receive 
the patients at the door and commence their triage process, in the same way 
that it is done at the scene.

Hospitals outside the immediate area of the incident may be asked to 
provide medical staff to attend the scene and support the ambulance service 
(MERIT). Some areas have pre-hospital trained doctors who volunteer their 
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services for such incidents. These would be mobilized where possible. It is 
important that these doctors are not taken from the areas where they are 
needed in hospital, so reducing the hospital’s capability to manage.

13.6 Recovery

Once the casualties have all been recovered and the scene made safe, the re-
sponse phase moves to the recovery phase. This is usually managed by the 
local authority and command and control of the incident is handed from the 
police to the local authorities.

Case Study 13.4. Mumbai terrorist attack, November 2008 

On 26 November 2008, terrorists entered Mumbai via the Cuffe Parade fishermen’s colony, 
divided into five pairs and went to different locations to carry out their atrocities. The first 
pair went to the Chhatrapati Shivaji Terminus (CST) railway station. They entered the railway 
station and indiscriminately fired upon the people therein, placed explosives around the ter-
minus and attacked with hand grenades. The second pair went to the Leopold Café firing at the 
people sat in and around the café, before moving on to the Hotel Taj Palace and Towers. The 
three remaining pairs went to the Trident Oberoi Hotels, Nariman House Jewish Community 
Centre (Chhabad House) and the Taj Group of Hotels. The attacks with firearms and explosives 
continued for the next 60 hours.

‘The Sir Jamshetjee Jejeebhoy Group of Hospitals (JJGH) ... was closest to the site of the 
attack and received the majority of the casualties.’

‘A total of 271 casualties arrived in the receiving area, of which 108 were brought in dead 
and taken to the mortuary for autopsy. Twenty-three patients received primary care as 
an outpatient. There were 140 patients (113 men and 27 women patients) who required 
 admission to hospital, 13 of whom had minor injuries and were discharged the next day 
after appropriate treatment. Most patients were in the age group 20–39 year. The dominant 
injury pattern was limb trauma (seen in 117 patients); 12 patients had a neck injury. Most 
of the surviving patients had bullet injuries, followed by pellet injuries and a smaller 
number with blast injuries.’

‘Surgical intervention was required for 127 patients, six of whom died after surgery. Abdominal 
trauma with visceral injuries was seen in 22 patients who required  laparotomy for bowel 
and mesenteric injuries. There was a wide spectrum of injuries, including mesenteric tears 
and bowel perforations, as well as solid organ injury to the liver, spleen and kidneys. Chest 
trauma was seen in 29 patients, with haemopneumothorax being the main finding (14 patients). 
Most surgical procedures were for soft tissue or orthopaedic injury. Where possible they 
were done under local or regional anaesthesia, and included 30 primary wound closures, 
more than 40 debridements and six secondary wound closures. The mean duration of hospital 
stay was 12 (range 1–118) days.’

‘The attack produced both bomb and bullet injuries in civilians, following the initial open-
air mass attack at CST, Leopold Café and the three hotels. This contrasts with the train 
blasts in Mumbai in 2006 and London in 2005, which included only bombing. This was 
reflected in the injury patterns in surviving patients, which were predominantly bullet injuries, 
as bombing was more lethal.’

(Extracts from Bhandarwar et al., 2012)
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The recovery phase and returning a community to some normality is a huge 
operation that takes many months and in some cases many years. Comparing 
the recovery of the London bombings in 2005 with that of the Japanese tsu-
nami in 2011: while they both go through the same recovery processes, the time 
frame is considerably elongated in Japan because of the infrastructure devasta-
tion caused by the tsunami. The radiation emitted from the Fukushima Nuclear 
Power Station effectively leaves the area abandoned for many years to come.

The resources mobilized in the response phase are undertaken to save 
life and the cost of the response is generally considered after the event. 
However, in the recovery phase the costs are considered before recovery is 
enacted, so economic pressures can, in some instances, have a bearing on 
the timeliness of a complete recovery.

The recovery phase is not just about rebuilding the homes and the infra-
structure; it is also about repairing a community and the physical and mental 
welfare of those involved. This can take many years to complete. The victims 
of the Hillsborough disaster in 1989 fought for many years for justice for those 
they lost. It was not until 2012 that the case was reopened and in 2016 the cor-
oner returned the verdict. For these families the emotional and mental impacts 
of the events have never healed (Chapter 9, this volume).

Organizations must also consider the welfare of their staff after the 
event. Many will have worked long hours and some will be affected emo-
tional and psychologically by the events they have witnessed and experi-
enced. It takes time and commitment for an organization to recover. It is not 
just about the logistics of ensuring the equipment and supplies have been 
replaced. Incident commanders must consider the welfare of their staff not 
only during the incident, but equally after it.

For health care services the recovery process is just as long. The can-
celled elective operations and outpatient appointments means extending op-
erating theatre lists, to ensure those patients who were deferred are given the 
treatments that they require. This is in addition to those patients who were 
directly affected by the incident, some of whom will go through many op-
erations on the road to recovery, followed by physiotherapy, outpatient ap-
pointments and in some cases psychological counselling. The psychological 
impact on a community can last for years after the event.

One of the main parts of the recovery phase is that of identifying and 
learning the lessons from the incident and the response. It is important 
that the detail of the incident, the response and the decisions made are 
captured as soon as possible after the event. The legal frameworks that 
follow such an event will have commenced at the start of the incident, 
but it is in the recovery phase that pace gathers rapidly (Chapter 12, this 
volume).

Wherever a sudden death has occurred in the UK, the coroner will in-
vestigate to determine the cause of death and prevent a reoccurrence where 
possible. The Health and Safety Executive will look to see if there is liability on 
the part of a company or individual, the police will look at all the evidence to 
determine if there is a criminal case to answer and civil lawyers will look to see 
if there is a case to make, particularly against a public service body. There may 
well be a public enquiry (House of Commons Library, 2010). The evidential 
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gathering of statements, log books, control voice recordings, etc. can go on for 
months. Any legal challenge brought against an organization results in many 
months of gathering evidence before any case is brought to trial.

Learning the lessons from an incident is one of the most difficult areas. 
Actions can be undertaken and measures put in place to prevent reoccur-
rence, but the real learning is with the people who experienced it and lived 
through it. Learning is achieved more through doing something and experi-
encing it, than it is through theoretical application. The latter helps, but it 
does not replace the actual experience.
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14.1 Introduction

In this chapter we discuss the principles and practice of emergency prepared-
ness and response as applied to infectious disease emergencies. The most 
significant of these in terms of size, likelihood and overall impact is undoubt-
edly a global influenza pandemic. Influenza is therefore used throughout 
this chapter as an exemplar; arguably, it is also the area of health emergencies 
in which preparedness and response activities have become the most sophis-
ticated and highly developed.

14.2 Pandemic and Seasonal Influenza

Influenza is a well-recognized disease of humans, caused by infection with 
influenza viruses of types A and B. Influenza A viruses are further subdivided 
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Key Questions 

 • What is the significance of pandemic influenza as a health emergency?
 • What is the risk of another influenza pandemic and how quickly will it spread?
 • What are the key principles underpinning emergency response to pandemic influenza?
 • What main interventions are possible to reduce the impact of a future pandemic?
 • How does the emergency response to pandemic influenza map across to other infectious 

disease emergencies?
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into subtypes denoted by ‘H’ and ‘N’, these being the major surface antigens 
of the virus: haemagglutinin (H) and neuraminidase (N), of which there are 
respectively 18 and 11 different variants currently identified in nature.

Both influenza A and B produce an acute illness most reliably recognized 
and distinguished clinically from other respiratory viruses by the triad of 
cough, fever and acute onset. Many other symptoms also occur quite com-
monly such as sore throat, myalgia, anorexia and headache; and fever is not 
always present, especially in the elderly. Thus, in clinical practice, it is not 
always possible to distinguish influenza definitively from other respiratory 
virus infections without laboratory testing. The likelihood of a correct clinical 
diagnosis increases when the clinician is informed about the circulation of 
the virus in the community through surveillance (see below).

Although influenza can produce a highly virulent illness, with profound 
myalgia and lethargy that send the sufferer to bed for several days, it is an 
‘old wives’ tale’ that says all influenza infections are this severe. In fact, the 
spectrum of illness in confirmed infections is very varied: 50–75% of infec-
tions are asymptomatic, while a small minority of cases progress rapidly 
to severe virus infection leading to pneumonia, hospitalization and death. 
Influenza infection also exacerbates pre-existing conditions such as cardiac 
failure, asthma, chronic bronchitis and diabetes; and some influenza-related 
hospital admissions and deaths occur that are never attributed to influenza 
because diagnostic tests are never undertaken. In very young children, the 
elderly and people of all ages with high-risk underlying illnesses such as 
heart disease, lung disease and diabetes, influenza is more likely to be a se-
vere illness, with complications such as bacterial pneumonia, hospitalization 
and death. The public health burden of seasonal influenza therefore falls on 
the very young, the elderly and people of all ages with high-risk conditions 
and explains why such groups are targeted for routine seasonal vaccination.

Influenza viruses, especially influenza A, are highly variable and have a 
very high spontaneous mutation rate as they multiply inside the infected host. 
Via this mechanism, they ensure that human immunity due to having had 
the infection and recovered, or through vaccination, is relatively short lived. 
Each year the circulating influenza A and B viruses tend to be slightly different 
from the year before. Essentially this explains why influenza epidemics occur 
at some point during most winter seasons, why large parts of the population 
remain at least partially vulnerable to infection, and why influenza vaccines 
need to be reformulated and given to high-risk patients on an annual basis.

Pandemic influenza should not be seen as a separate disease entity from 
seasonal influenza. A pandemic is caused when a new type A influenza virus 
emerges that is not slightly different from previous circulating viruses (as 
in the year-on-year mutations seen with seasonal influenza; known as ‘anti-
genic drift’), but rather substantially different (‘antigenic shift’). When this 
happens and other preconditions are met (see Box 14.1), a pandemic virus 
is said to have emerged. In general terms the word ‘pandemic’ is often used 
for a disease affecting more than one continent, and the word ‘epidemic’ for 
more localized outbreaks of disease. Influenza type B is associated with the 
occurrence of epidemics, but not pandemics.
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14.3 Epidemiology of Pandemic Influenza

Unlike seasonal influenza, which occurs annually with ‘winter’ epidemics 
in temperate zones, pandemics are rare and unpredictable events, with a 
roughly 3% per annum risk (based crudely on having had three pandemics 
in the last century). The occurrence of influenza pandemics prior to the 20th 
century is somewhat speculative, but from 1580 onwards there are well- 
described global outbreaks of febrile respiratory illness assumed to be influ-
enza; and from 1889 onwards there is firmer sero-epidemiological evidence 
that such occurrences were actually influenza, although the virus was not 
identified by scientists until 1933. It nevertheless seems likely that human 
pandemics occurred in 1889/90 (probably H2) and 1898/1900 (probably 
H3); and in the 20th century pandemics were documented with complete 
certainty in 1918/19 (H1N1), 1957/58 (H2N2) and 1968/69 (H3N2); followed 
by the first pandemic of the 21st century in 2009/10 (H1N1).

A pandemic virus seems capable of emerging at any time of year, and 
there are often two to three separate pandemic waves each of typically 
10–12 weeks, spread over an 18-month to 2-year period. It also seems to be 
the case that pandemic waves that coincide with ‘winter’ seasons are larger 
and peak higher than ‘out of season’ waves; for example, in both 1918 and 
2009, early spring waves in the northern hemisphere were less extensive 
than the subsequent autumn second waves. This is probably explained 
by more favourable environmental conditions for influenza transmission 
in the autumn and winter months. Likewise, the largest pandemic wave 
in Australia occurred from June to September 2009 (its winter months) 
when in relative terms activity fell back during the corresponding warmer 
summer months in the northern hemisphere.

In the modern era, when international travel is extremely common, as-
sociated with a globally connected economy, pandemic viruses spread ex-
tremely rapidly around the world. For example, the 2009 H1N1 pandemic 
virus was identified in late April 2009, but within 6 weeks had spread to 
at least 60 other countries; in contrast, the 1918 pandemic virus took 18 
months to spread worldwide. Since most of the population is, by definition, 
susceptible to a pandemic virus, the proportion of the population who be-
come ill with symptoms (known as the ‘clinical attack rate’ or CAR) is typ-
ically high, in the region of 30–40% over the entire pandemic period. At 
least the same proportion again will be infected without getting symptoms 
(known as ‘asymptomatic cases’).

Box 14.1. Preconditions for pandemic influenza 

 • Novel influenza A virus, substantially different from current or recently circulating seasonal 
strains.

 • No or almost no pre-existing immunity in all or the majority of age groups.
 • Virus capable of producing clinically apparent illness in humans (symptomatic influenza).
 • Efficient person-to-person spread.



Pandemics and Other Infectious Disease Emergencies 155

Both seasonal and pandemic virus infections cause extra deaths (known as 
‘excess mortality’). However, it is over-simplistic to say that mortality caused 
by a pandemic virus is always more substantial than for seasonal influenza. 
First, although this would be true for the very severe 1918/19 pandemic 
during which 2.5% of persons with symptomatic illness died (known as the 
‘case fatality ratio’ or CFR), the CFR was far less extreme in 1957 and 1968 
(<0.5%); and in 2009/10 the global CFR has been estimated at 0.02%, which 
is very much on a par with seasonal influenza. Second, for seasonal influenza 
the burden of deaths tends to fall mainly in the elderly (aged ≥65 years); but a 
consistent feature of pandemics is that the age-specific burden of deaths shifts, 
to a variable degree depending on the circulating strain, towards the younger 
age groups. This was especially apparent in 1918/19 when total mortality was 
massive (20–40 million deaths worldwide) and very large numbers of young 
adults died. One consequence of this shift is that pandemics have a far larger 
impact than seasonal influenza, even for the same absolute number of deaths, 
because deaths in younger people mean that the total years of life lost is far 
higher. Estimates for the USA suggest that in 1918/19 and 2009/10 (at opposite 
extremes of the severity spectrum) 64 million and 2 million years of life were 
lost respectively, compared with 600,000 in a typical inter-pandemic winter 
season. But of course, the counterbalance is that seasonal epidemics are annual 
events, whereas pandemics are sporadic; thus taken over time seasonal influ-
enza may cause more total loss of life than pandemic periods. From an emer-
gency planning perspective this does not alter the fact that pandemics are far 
harder to cope with because of their sheer intensity and size.

Seasonal and pandemic influenza share a number of epidemiological 
and clinical features (essentially the same symptoms, the same vulnerability 
in high-risk patient groups; excess mortality; seasonal variation) and rather 
unsurprisingly they are also interrelated in a virological sense. Although a 
pandemic virus is, by definition, novel when it first emerges and it tends to 
displace the seasonal influenza viruses that were in immediate prior circu-
lation, it does not vacate this ecological niche by ‘magically’ disappearing 
at the end of the pandemic period. Instead, the pandemic virus establishes 
itself as a seasonal virus and continues to circulate. For example, the 1918 
H1N1 pandemic virus remained in circulation through related but constantly 
evolving seasonal H1N1 viruses until 1957, when it was displaced entirely 
by the new H2N2 pandemic virus. ‘Distant relatives’ of the novel H3N2 pan-
demic virus that emerged in 1968 still circulate today as seasonal H3N2  
viruses. And the 2009 H1N1 pandemic virus now circulates alongside H3N2 
as a seasonal virus, having totally displaced the previous seasonal H1N1, 
which to all intents and purposes died out in 2008.

14.4 Detecting and Tracking Influenza Viruses

Clearly, in a situation where many different respiratory viruses co-circulate 
each winter, health professionals and health care managers need timely 
information on influenza activity and the earliest possible warning about 



156 J.S. Nguyen-Van-Tam and P.M.P. Penttinen

epidemics to aid individual diagnosis. It is also important that pandemic 
viruses can be detected and tracked geographically and temporally.

Surveillance requires tracking of influenza in multiple dimensions. This 
begins with surveillance in the animal kingdom because influenza is in fact 
a disease where the natural reservoir is wild aquatic shorebirds. At least 16 
of the 18 haemagglutinins that exist in nature and nine of 11 neuraminidases 
have been described in birds. In addition, there is evidence that the last four 
human pandemics have been due to viruses that contained avian influenza 
components. The recent outbreaks of avian influenza in birds related to sub-
types H7N7, H5N1 and H7N9, all of which have spilled over into humans 
causing severe illness in a small number of people, also reflect the ongoing 
pandemic threats posed by avian viruses. At the time of writing, H7N9 is 
perhaps considered the highest known pandemic risk because there is evi-
dence from China that alongside over 780 confirmed human cases to the end 
of May 2016, it is estimated that many thousands of asymptomatic cases have 
also occurred. This gives the virus multiple opportunities to adapt to spread 
more easily between humans although it has not yet done so.

Pigs are also considered alongside birds as a rather important species. 
Although several mammalian species can be infected with influenza there is 
some evidence that the pig, which can be co-infected with human and avian 
viruses, may have been an important ‘virus mixing vessel’ and implicated in 
the emergence of the pandemics in 1957, 1968 and 2009. Thus surveillance of 
influenza in the animal kingdom is important for human health, especially in 
aquatic birds, poultry flocks and swine herds.

Surveillance of influenza in humans also needs to be ongoing. This needs 
to be undertaken at two levels. First, virological surveillance is needed to 
characterize the viruses recovered from humans with influenza infection. 
This helps determine if the virus is changing and whether new variants or 
subtypes are emerging; if the vaccines in use are a good match for circu-
lating wild strains; and if viruses are becoming resistant to anti-influenza 
drugs. One of the first signs of a new pandemic virus in humans is likely to 
be the detection of a novel virus in one of the laboratories that is part of a 
worldwide network of National Influenza Centres coordinated by the World 
Health Organization (WHO). Second, clinical surveillance is needed to 
monitor geographic and temporal patterns of illness in the population due to 
influenza. This can be achieved at household level by Internet surveys, and 
by monitoring health service contacts such as consultations with primary 
care doctors for influenza-like illness and hospital admissions and deaths 
ascribed to influenza, preferably linked to some degree of virological testing.

Strong surveillance systems are essential for accurate and timely decision 
making during public health emergencies. Syndromic systems for influenza, 
which aim to capture household morbidity, clinical illness, severe illness or 
mortality, can also be highly valuable during other respiratory disease out-
breaks or environmental disasters. Whichever surveillance systems are in 
place in a country (and this is highly variable depending upon resources), 
pandemic planners must know which data are available and how to access, 
interpret and use these in real time to help manage an emerging crisis.
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Seasonal and pandemic influenza are global phenomena; therefore, sur-
veillance data also need to be shared internationally, to aid with the risk as-
sessment and decision-making processes. The Global Influenza Surveillance 
and Response System (GISRS) of the WHO and the European Influenza 
Surveillance Network (EISN) are examples of mechanisms for sharing and 
analysis of essential surveillance data.

A systematic and rapid dynamic risk assessment process is needed to 
support timely decision making. This risk assessment process should assess 
the likelihood of novel emerging and zoonotic influenza strains seeding a 
pandemic, and also evidence-based scenarios for the evolution of the pan-
demic at national and local levels. The WHO, the US Centers for Disease 
Control and Prevention (CDC), the European Centre for Disease Prevention 
and Control (ECDC) and many national authorities have established meth-
odologies for risk assessment.

14.5 Principles of Pandemic Preparedness and Response

Although pandemics are almost completely unpredictable and can vary 
greatly in their severity, some underpinning principles of preparedness and 
response can nevertheless be established.

The primary impact of a pandemic will be on health and health care ser-
vices; there will be potential surge and a need for increased capacity at all 
points in the patient pathway, through illness onset to recovery or death. 
These are summarized in Fig. 14.1. But besides health care impacts, a se-
vere pandemic also has the potential to impact on wider societal functions 
through: disruptions to essential services, supplies and markets (particularly 
food and fuel distribution); school closures (due to sickness absence, or pos-
sibly as part of a deliberate pandemic response strategy); staff absenteeism; 
business travel and tourism; public panic; and threats to social order. These 
wider impacts were not generally seen during the 2009 pandemic, but a more 
severe pandemic would be an altogether different experience.

The interventions applied to pandemic response can be broadly sub-
divided into public health measures, pharmaceutical interventions and the 
management of wider societal impacts. Due to influenza affecting large parts 
of the population, public health interventions rapidly become highly visible 
political issues and there is much pressure on public health authorities to 
react in a timely fashion. For example, the decisions during 2009 to do entry 
screening at airports for influenza were influenced by the need to react rap-
idly with a limited evidence base on the effectiveness of such a measure.

Unfortunately, many of the public health and pharmaceutical interven-
tions still have a limited evidence base or specific unresolved issues about 
effectiveness. Therefore, the concept of using multiple interventions in a 
combined approach has been applied to overcome these issues; this is also 
known as ‘layered containment’, ‘layered mitigation’ or ‘defence in depth’, 
adopting the principle that multiple, partially effective, interventions are 
more likely to mitigate impact when applied simultaneously or in sequence.
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14.6 Public Health Measures

Although ‘containment’ is still a widely used term, it is also a misnomer; 
it is now widely accepted that pandemic influenza cannot be contained 
with currently available public health measures. Its rapid global spread 
is inevitable. The aim of public health countermeasures is therefore to re-
duce transmission. Although the primary stated aim is to reduce overall 
numbers of cases and deaths, more realistic secondary goals are to ‘flatten’ 
the epidemic curve and delay its peak. This reduces the peak demand for 
surge capacity (albeit at a potential cost of prolonging the duration of the 
response effort), i.e. buys time for additional preparation before that peak 
is reached; and potentially nudges the epidemic towards the time frame in 
which vaccines will be available (Fig. 14.2).

Public health countermeasures can be subdivided into:

 • those with relatively strong evidence of effectiveness;
 • those with unproven (uncertain) effectiveness; and
 • those where there is evidence that the effect will be weak or minimal.

These are summarized in Table 14.1.
Some public health measures will have a differential effect according to 

the timing of their implementation. For example, school closures would have 
a larger impact if enacted at the start of a pandemic, whereas hand washing 
would have a smaller impact but be equally useful throughout the pandemic. 
Some measures are also harder to implement than others; school closures 
may have negative impacts on parental availability to work (including health 
care worker availability) and rational decisions have to be made about when 
schools should reopen. In contrast, hand washing requires supplies of soap 
and water (relatively easy to arrange) and sustained public compliance over 
many months (relatively hard to enact).

Increased physical facilities

Increased patient throughput

Maintaining adequate staffing 

Protecting staff at work

Essential medicines

Specialized facilities (intensive care)

Antiviral drug supplies

Vaccines for patients and staff

Other essential clinical services (e.g.
other medical emergencies, trauma
and obstetric care, emergency surgery)

Disposal of the deceased

More
health care

supplies and
medicines

More staff

Increased
health care

capacity

Large
numbers of

people
require

health care at
the same time

Fig. 14.1. Main health care surge impacts and challenges during pandemic influenza.
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Just as all medicines have adverse effects, public health interventions 
can have potential negative consequences, even if they are considered ef-
fective. For example, a mass vaccination programme will divert resources 
from other public health priorities or social distancing measures. Because 
of this the modern concept of operations suggests a proportionate ap-
proach is most appropriate, whereby those measures that are most difficult 
to implement, or have the most dramatic negative consequences, should 
be reserved for severe pandemics. Whichever public health measures are 
considered, planners need to understand and rehearse the practical steps 
that would be required to enact them and to monitor and manage the 
negative consequences.

Specific pandemic
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B
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No intervention

With interventions
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Fig. 14.2. Principles of public health countermeasure effectiveness (A: epidemic 
curve peak is delayed, B: peak surge value is reduced in height). (From Nicoll, A. and 
Lopez Chavarrias, V. (2013) National and international public health measures. In: 
Van-Tam, J. and Sellwood, C. (eds) Pandemic Influenza, 2nd Edn. CAB International, 
 Wallingford, UK.)

Table 14.1. Summary of public health countermeasure effectiveness.

Minimal Unknown/uncertain Some effect

Travel advisories
Entry screening
Border closures (unless 

complete)
Internal travel restrictions 

(minor delaying effect?)

Respiratory etiquette (presumed)
Mask wearing by public (across 

multiple settings)
Early self-isolation (presumed)
Quarantine
Workplace closures

Regular systematic hand 
washing

Mask wearing by infected 
symptomatic persons

Reactive school closures
Proactive school closures 

(better)Home working/reduced meetings
Cancellation of mass gatherings
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14.7 Pharmaceutical Measures

Pharmaceutical measures can be subdivided into antiviral drugs, vaccines 
and antibiotics.

14.7.1 Antiviral drugs

Neuraminidase inhibitors (NAIs) are specific anti-influenza drugs that first 
became available in 1999 and the main two drugs in this class, oseltamivir and 
zanamivir, were deployed during the 2009 pandemic. Data from clinical trials 
suggest that in mild cases of seasonal influenza in mainly healthy adults, NAIs 
reduced symptoms and complications of influenza such as hospitalization. In 
contrast, observational data from the 2009 pandemic suggest that mortality 
was reduced overall by 19% when NAIs were used in patients hospitalized 
with pandemic influenza; and by 50% if treatment could be started within 
2 days of symptom onset. There are also data available that suggest that NAIs 
successfully reduce mortality in patients who are severely ill with avian in-
fluenza, which may be important if the next human pandemic emerges from 
an avian source, e.g. H7N9. Overall, these data suggest that NAIs are an im-
portant pharmaceutical response measure, especially in severely ill or rapidly 
deteriorating patients, and especially considering that vaccines will arrive 
relatively late in most countries, as was the case in 2009/10.

Many developed countries, the WHO and multinational private com-
panies have decided to stockpile NAIs for pandemic response for the fore-
seeable future. A stockpile is a large investment in preparedness and must 
be managed and refreshed when it expires. Some countries have attempted 
a ‘rolling stockpile’, analogous in mechanism to a strategic petroleum re-
serve, where the stockpile is used to support everyday medical needs and 
continuously refreshed; however, this mechanism is difficult to sustain if 
seasonal use of NAIs is limited. Once activated, usage of the stockpile must 
be controlled so that the national supply is not exhausted prematurely, for 
example half-way through the pandemic. An important component of pre-
paredness planning is that that practical mechanisms need to be worked out 
and rehearsed which allow the correct target patient groups timely access to 
treatment; this is a complex exercise involving many levels of the health care 
system and difficult to achieve in practice.

14.7.2 Vaccines

The challenge for seasonal and pandemic influenza vaccine production is 
that the vaccine needs to be developed against a specific influenza strain or 
strains. Therefore, the WHO decides twice per year, 6 months in advance, 
which strains should be included in the northern and southern hemisphere 
seasonal vaccines. When a pandemic is declared, based on the WHO declar-
ation, vaccine companies halt the production of seasonal vaccines and start 
developing and producing the pandemic vaccine.
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Although small quantities of pandemic H3N2 vaccine were available in the 
USA late on during the 1968/69 pandemic, the first widespread availability of 
pandemic vaccines was during the 2009 pandemic. The virus emerged in April 
2009 yet the first vaccine supplies arrived in early October 2009, reflecting a 
current minimum production lead time of 5 months. Further delays can be 
caused by inadequate planning of the distribution and mass administration of 
the vaccine. Due to overwhelming demand and finite production capacities, 
during the 2009/10 pandemic only countries with pre-existing purchase agree-
ments or access to WHO donations were able to access the pandemic vaccine.

Analyses of effectiveness suggest that these vaccines were 70–80% ef-
fective in averting cases in vaccinated populations. These two facts illus-
trate the present paradox related to pandemic influenza vaccines. They are 
undoubtedly an effective preventive measure at individual level, yet their 
overall public health effect is blunted by their late availability in epidemio-
logical terms (Fig. 14.3) since pandemic vaccine production cannot begin 
until after the pandemic virus has emerged. Thus new production mechan-
isms, new vaccines or novel mechanisms for preparedness are needed that 
will facilitate more rapid access to large-scale volumes of vaccine.

It is possible to acquire stockpiles of specific vaccines in advance of a 
 pandemic (known as ‘pre-pandemic vaccine’). This has been done in some 
countries for H5N1, reflecting ongoing concerns that this virus presents a high 
pandemic threat. If an H5N1 pandemic were to emerge in the future, countries 
with a stockpile would have a vaccine ready to deploy at the very start of the 
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of availability of pandemic vaccine (from Borse, R.H., Shrestha, S.S., Fiore, A.E., Atkins, C.Y., 
Singleton, J.A., Furlow, C.,  et al. (2013) Effects of  vaccine  program  against  pandemic  influenza 
A(H1N1)  pdm09,  United  States,  2009–2010. Emerging Infectious Diseases 19, 439–448. 
Available at: http://dx.doi.org/10.3201/eid1903.120394 (accessed 17 June 2016).

http://dx.doi.org/10.3201/eid1903.120394


162 J.S. Nguyen-Van-Tam and P.M.P. Penttinen

crisis, perhaps to protect health care workers and the most vulnerable pa-
tients. This is a gamble however, and if an H5N1 pandemic does not emerge, 
the vaccine will have no practical use (it will not be effective against other 
influenza viruses) and the stockpile will expire, unused.

14.7.3 Antibiotics

One of the commonest complications of influenza is secondary bacterial 
respiratory infection including pneumonia. This suggests that having a 
rolling stockpile of antibiotics available for health service use is an ef-
fective preparedness measure also against influenza pandemics. In add-
ition, it has been suggested that pneumococcal vaccines may have a role to 
play in reducing pandemic-related pneumonia, but this is unproven and 
the concept is not well developed.

14.8 Communication and Ethical Issues

In common with many health emergencies (Chapter 8, this volume), effective 
communication with health care workers and the public is essential and has 
not always been well handled in the past. Particular problems relate to pan-
demic influenza because the crisis is relatively long lived (up to three epi-
demic waves over 18–24 months) compared with ‘big-bang’ incidents, which 
are over in a few days or weeks. Information at the beginning of a pandemic 
(soon after the emergence of the virus and before a pandemic is formally 
declared) is a known problem; epidemiological data are scarce, the CFR is 
uncertain and estimates may change or evolve before they become stable. 
During the 2009 pandemic many public health authorities perceived that 
communicating the level of uncertainty was the key communication chal-
lenge faced. It is difficult to communicate prevention and treatment strat-
egies related to antiviral drugs and stress the importance of vaccines while 
being honest about the latter’s likely late arrival. Sustaining public interest 
and maintaining public compliance with infection control and hygiene ad-
vice over a sustained period is also difficult. The advent of the Internet and 
social media provides an easily accessible platform where divergent views, 
often challenging authority and scientific evidence, can be heard. This makes 
risk communication a highly complex and difficult operating environment 
and changes the way that public authorities need to communicate.

Severe pandemics also raise specific ethical issues related to the scarcity of 
health care, medicines and vaccines in relation to potentially overwhelming 
demand and other competing health care priorities. Difficult decisions may 
need to be taken that will disadvantage some people in favour of the greater 
good. And health care workers may refuse to attend work if the (perceived 
or actual) level of personal danger is high. While there are no definitive solu-
tions, planning for these ethical dilemmas and the development of an a priori 
ethical framework is advantageous.
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14.9 Other Pandemic Threats and Infectious Disease Crises

Preparedness against pandemic influenza demonstrates various aspects of 
generic health preparedness, as influenza pandemics are global, with a local 
impact; they evolve rapidly, while also lasting over several years; they infect 
large proportions of the population, while smaller proportions, but still large 
numbers of cases, experience severe disease or death. Therefore, it is a good 
model to consider for all infectious diseases in preparedness planning.

As many of the elements for health sector preparedness are the same 
across diseases or conditions (e.g. command and control, surveillance, surge 
capacity in health care, risk communication, social distancing), being well 
prepared against influenza pandemics offers some surety against being able 
to respond effectively to other infectious disease emergencies.

The increasing interconnectedness of the global population enhances 
the spread of infectious diseases. The emergence of severe acute respiratory 
syndrome coronavirus (SARS) in China in 2003 and its subsequent rapid 
global spread within weeks suggest a pandemic ‘near miss’ occurred; given 
the absence of specific antiviral treatments, the absence of a vaccine and the 
high CFR, this would have been serious if it had taken off. The introduc-
tion of SARS into a hospital in Toronto is an example in how an infectious 
disease can rapidly paralyse the health care system in a modern, devel-
oped city and cause large economic losses to the country; and illustrates 
how rapid and coordinated public health actions can limit such impact. 
Similarly, although there is emerging evidence that the source of sporadic 
cases of Middle Eastern respiratory syndrome coronavirus (MERS-CoV) 
appears to be contact with dromedary camels, and human-to-human trans-
mission occurs mainly in hospitals and is unsustained, its potential pan-
demic threat cannot be ignored.

The successful eradication of smallpox in the 1970s and the subsequent 
end of the global vaccination programme has left an increasingly large 
portion of the global population susceptible to this highly infectious and 
virulent disease. The causative virus currently exists only in freezers of a 
handful of highly secure laboratories monitored by the WHO. However, 
many countries continue to stockpile smallpox vaccines mainly as a bio-
defence measure against an intentional release of the disease. Many coun-
tries have invested in large amounts of money (often eclipsing spending on 
health preparedness) in biodefence measures against intentional release of 
infectious or toxic biological agents.

Increasingly complex and geographically dispersed food production 
and distribution chains are increasing the threat posed by contamination 
of food products during some part of the chain. Recent years have seen, for 
example, multi-country outbreaks of hepatitis A linked to frozen berries 
and various salmonella outbreaks related to internationally distributed 
eggs or meat products.

The Western Africa Ebola outbreak that commenced in March 2014 took 
the world’s public health professionals by surprise. While the disease was 
known to cause localized outbreaks and much publicity had surrounded it in 
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prior years, including popular movies, most professionals believed it could 
be contained by rapid actions within small, localized, outbreaks. The slow-
ness of the local, regional and global response meant that within 6 months 
the event had become the most important communicable disease threat in 
Africa since smallpox was eradicated. The lack of investment by the national 
and international authorities meant that inadequate surveillance and re-
sponse capacities were in place, a vaccine was not available, and even basic 
supportive treatment and isolation could not be made rapidly available for 
many patients. This event highlights the difficulty of ensuring sufficient re-
sources are available for planning and preparedness outside an ongoing 
crisis, even with a highly visible and understandable threat profile.

Notwithstanding, most developed countries in stable geographical and 
political environments rank the threat of pandemic influenza as the top civil 
societal threat and thus have existing, extensive, pandemic preparedness 
plans. Indeed, when asked in January 2015 at the World Economic Forum 
to list the top infectious disease threats for the years ahead, Dr Tom Frieden, 
Director of the US CDC, said: ‘I think we’d all start with flu’.

Key Answers 

 • Based on potential size of impact and likelihood of occurrence combined, most national 
and international authorities regard a future influenza pandemic as the most significant 
health emergency threat.

 • The risk of another influenza pandemic cannot be accurately quantified and its timing can-
not be predicted; however, it is widely accepted that, in the modern era, spread from its 
place of emergence will be very rapid, with extensive global distribution after approxi-
mately 2–3 months.

 • It is widely accepted that pandemic influenza cannot be contained at source. The overriding 
aim is to mitigate impact. The established principle is that multiple, partially effective, inter-
ventions are more likely to mitigate impact when applied simultaneously or in sequence.

 • The main types of interventions will be public health measures; health care surge capacity; 
pharmaceutical measures (antiviral drugs and antibiotics); and vaccines. The last three de-
pend heavily on resources and funding; and, based on current technologies, vaccines will 
not be available until 4–6 months after a pandemic virus has emerged.

 • Pandemic influenza is seen as a good template for preparedness against other infectious 
disease emergencies. It is a global phenomenon, with local impact; it evolves and spreads 
rapidly, yet can last several years; it infects a large proportion of the population, with the 
potential to produce large numbers of severe cases or deaths.
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15.1 Introduction

The threat from global terrorism has increased over the last decade. In par-
ticular, it has become apparent that certain organizations may wish to seek 
injury or death to unprotected civilians through the deliberate release of haz-
ardous substances such as chemical warfare agents or toxic industrial chem-
icals. Indeed, such events have already occurred, most notably during the 
Tokyo subway attack using sarin, a volatile nerve agent. Less well publicized 
were several previous attacks using the persistent nerve agent VX and more 
recently the polonium-210 incident in London.

While still relatively uncommon, mass poisonings have highlighted the 
need to ensure that first responders have both the training to recognize in-
cidents and the available resources to mitigate the health effects of exposure 
to toxic materials. The potential impact of such events has led many govern-
ments to review existing response arrangements and to develop, where neces-
sary, new and improved means of dealing with major incidents. Recently, the 
European Parliament and the Council of the European Union (EU) adopted 
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 • What is a CBRN incident?
 • What are the common causes?
 • What are the key response elements for dealing with casualties during a CBRN incident?
 • Are there specific considerations for fatality management?
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new legislation that aims to improve the coordinated response to cross-border 
health threats (Decision 1082/2013/EU). It sets provisions on notification, ad 
hoc monitoring and coordination of public health measures in response to ser-
ious cross-border threats to health from biological, chemical and environmental 
events, as well as events that have an unknown origin. The legal instrument 
applies to all EU Member States and is comparable to the International Health 
Regulations in its content, requirements and adoption of a multiple-hazards 
approach. The purpose of this chapter is to review some of the causes of both 
accidental and deliberate release, general principles of identification, contact 
tracing, initial operational response and fatalities.

15.2 Causes of Accidental and Deliberate Release

Incidents or releases can be accidental, via deliberate intent or as a result 
of  natural disasters (Table 15.1). They may be on a small or large scale, and 
can give rise to a number of primary or secondary chemical casualties and 
fatalities. The International Federation of the Red Cross and Red Crescent 
Societies estimates that between 1998 and 2007 there were 3200 incidents 
involving chemical releases with approximately 100,000 people killed and 
nearly 1.5  million affected. The number of casualties following a release 
depends on the location and type of incident and can range from a few to 
thousands.

In the 1970s and 1980s governments focused their effort on the scientific 
basis for chemical safety to strengthen national capabilities, including safety 
of production, storage and transport of chemicals. However, high-profile 
chemical incidents such as the Seveso disaster in Italy in 1976, the 1981 toxic 
oil incident in Spain and the 1984 Bhopal explosion in India led to increased 
recognition of the public health impact of chemical incidents. The deliberate 
use of biological and chemical agents against civilian populations has fur-
ther highlighted the threat from terrorist and paramilitary organizations and, 
perhaps most importantly, has identified areas in which improvements to 
emergency response arrangements can be made. Indeed, the UK has recently 
implemented a revised emergency response procedure for managing mass 
casualty incidents based on new scientific evidence.

Large-scale incidents are rare, but when they do occur there is a risk that 
resources may be stretched or overwhelmed in the affected countries. Within 
the EU, expert help may be requested from neighbouring nations to deal 
with the incident effectively.

It is prudent to plan for the response to a mass emergency involving 
toxic chemicals, even though such events are rare. Nevertheless, such an 
eventuality may develop at a rate and reach a magnitude sufficient to im-
pose a major crisis on society. A well-developed mechanism exists at the 
European level where humanitarian aid and civil protection assistance can 
be requested by EU and non-EU countries in response to disasters.

Following the advent of severe acute respiratory syndrome, avian 
flu, 9/11 and other events, authorities began to realize that the spectre 
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Table 15.1. Examples of major international chemical, biological and radiation incidents 
involving mass casualties or worried well.

Year Location Description of incident Impact

1976 Seveso, Italy Industrial accident: airborne 
release of dioxin from 
industrial plant

No immediate human deaths
3300 animal deaths
80,000 animals slaughtered
Chloracne in approximately 200 

individuals and led to some of 
the highest body doses of TCDD 
ever measured

1981 Spain Deliberate: ingestion of an oil 
fraudulently sold as olive oil, 
resulting in TOS

300 deaths
20,000 people affected
Led to chronic illness

1984 Bhopal, India Industrial accident: MIC leak 
from a tank

3800 immediate deaths
15,000 to 20,000 premature deaths
500,000 exposed to the gas

1995 Tokyo, Japan Deliberate release of a 
chemical warfare agent 
(sarin)

12 deaths
2500 casualties
500 homes uninhabitable

2000 Enschede, The 
Netherlands

Industrial accident: explosion at 
a fireworks factory

20 deaths 
562 casualties
Hundreds of homes destroyed
2000 evacuated

2001 USA Deliberate: contamination of 
postal items with anthrax

Five deaths
11 individuals contracted 

cutaneous anthrax
31 tested positive for exposure
Thousands required antibiotic 

prophylaxis
2005 Hemel 

Hempsted, 
England

Industrial accident: explosions 
at oil storage facility

No deaths
2000 people evacuated

2006 Scotland Accidental (environmental): 
anthrax from contaminated 
animal skin

One death (inhalational anthrax)
73 ‘contacts’ required antibiotic 

prophylaxis
2006 London, 

England
Deliberate: polonium-210 

poisoning of one individual
One death
Thousands of worried well
Multiple locations contaminated

2008 London, 
England

Accidental (environmental): 
anthrax

One death (inhalational anthrax)
<15 contacts required antibiotic 

prophylaxis
2009 Hungary Industrial accident: toxic mud Ten deaths

286 injured persons (121 required 
treatment in hospital)

Major environmental and economic 
impacts

2009 China Melamine in milk Six deaths
50,000 children hospitalized
300,000 infants affected

TOS, toxic oil syndrome; MIC, methyl isocyanate; TCDD, 2,3,7,8-tetrachlorodibenzo-p-dioxin.
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of hazards that might seriously affect societies are many-fold and that 
predicting them is difficult and further complicated by the need to deal 
with different threats. It was therefore deemed reasonable to adopt a 
‘generic’ or ‘all-hazards’ approach to improve the overall preparedness 
and response capacity of authorities. An all-hazards approach allows for 
better planning and preparation for situations where more than one type 
of agent may potentially be released or where the agent is unknown. This 
approach is also more likely to facilitate and enable responsible author-
ities to deal with more complex public health incidents and emergencies 
potentially involving more than one type of hazard, such as the Icelandic 
volcanic ash cloud in 2010 and the effects of climate change. It is also im-
portant to bear in mind that there are unique chemical risks associated 
with most non-chemical disasters. For example, when a structure is dam-
aged by flood or an earthquake, chemical substances are also spilled and 
mixed with other chemicals which may pose a risk to first responders or 
to people returning to their homes after the event. Accidents initiated by 
natural hazards or disasters that result in the release of hazardous mater-
ials are commonly referred to as ‘Natech’ or ‘na-tech’ accidents.

15.3 General Principles of Identification and Contact Tracing

15.3.1 Incident recognition

The starting point for any incident response is the realization that an 
event has actually occurred. The public health effects of exposure to chem-
ical, biological or radiological materials can only begin to be mitigated 
when response plans are activated following incident recognition. While 
this seems like an obvious statement, it is worth considering that most 
biological and radiological agents have a latent period of at least several 
hours. Furthermore, many chemicals do not provoke immediate signs or 
symptoms of intoxication and will silently produce pathological changes 
in the absence of overt clinical features or other warning signs such as 
unusual or pungent odours. Classic examples of such chemicals include 
phosgene and sulfur mustard. A further consideration is that the onset 
of clinical effects following exposure to chemicals that act predominantly 
via dermal absorption (such as the nerve agent VX) may also be subject 
to a latent period which, in turn, may be affected by other factors such as 
the anatomical location of the exposure and the prevailing environmental 
conditions.

A small number of chemicals have specific signs and symptoms of 
 exposure (toxidromes) which may alert responders to an incident. For ex-
ample, chemicals that act via inhibition of cholinesterase (such as nerve 
agents) may produce overt signs of poisoning consistent with nicotinic or 
muscarinic stimulation such as miosis (‘pin point pupils’) and excessive 
salivation. For this reason, several countries have developed algorithms 
to assist in the recognition of exposure to key threat agents but it must be 
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noted that only a relatively small group of chemicals have such characteristic 
 toxidromes; there are literally thousands of chemicals that could potentially 
be used in a deliberate release incident and their acute effects are non-specific 
such as coughing, headache, nausea and dizziness.

Overall, incident recognition is the ‘starting pistol’ for responding to a 
major incident and requires first responders to be well trained and vigilant.

15.3.2 Contact tracing

Major incidents can have a significant and long-lasting impact on the phys-
ical and mental health of those involved and may particularly affect individ-
uals who are more susceptible to adverse circumstances such as children, the 
elderly and pregnant women. Following a major incident, it may be neces-
sary to establish a register of affected individuals in order to:

 • provide advice on relevant immediate and longer-term public health 
interventions that may be required;

 • provide reassurance to the public that their care is paramount;
 • reassure the worried well to avoid them overwhelming local services; and
 • facilitate epidemiological investigations.

The purpose of establishing a register is to identify the population af-
fected by or exposed to the incident so that:

 • appropriate advice on relevant immediate interventions can be provided;
 • access to appropriate services can be facilitated;
 • reassurance can be provided to the public;
 • health impact assessments of the incident can be initiated; and
 • the longer-term health implications of the incident can be investigated.

Those affected by or exposed to an incident can often disperse quite rap-
idly immediately afterwards, therefore mechanisms need to be in place 
to enable health registers to be set up quickly. Health registers are key 
to facilitating communication between relevant services and to affected 
individuals, as well as enabling emergency and health services to better 
assess the health impact and identify longer-term health implications of 
an incident.

15.4 Initial Operational Response

Although radiological and biological agents are clearly of concern, chem-
ical exposures will often require more rapid clinical intervention to mitigate 
potential health effects. Obvious examples of chemicals associated with a 
rapid onset of intoxication include nerve agents and hydrogen cyanide, both 
of which may be lethal within minutes. In contrast, there may be a potential 
therapeutic window of at least several hours or more for the effective ad-
ministration of medical countermeasures against biological or radiological 
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contaminants. Thus, chemical exposure presents a different chronological 
challenge from incidents involving radiological or biological materials and, 
for this reason, chemical incident response timescales should be considered 
as the denominator for planning an all-hazards response.

Historically, military doctrine has been used as a basis for developing 
civilian operational responses to CBRN (chemical, biological, radiological 
and nuclear) incidents. However, there are many considerable and ne-
cessary dichotomies between military and civilian preparedness. For 
example, military personnel are generally healthy and highly trained indi-
viduals who may carry appropriate personal protective equipment (PPE) 
and medical countermeasures on their person. In contrast, there will ne-
cessarily be a delay between initial exposure and on-scene arrival of ap-
propriate equipment, countermeasures and trained emergency response 
personnel for civilian incidents. Thus, while some military practices can be 
applied to civilian incidents, the two are generally incongruous. Moreover, 
it cannot be assumed that all civilian casualties will be able to undertake 
self-evacuation, disrobing and/or decontamination. Indeed, a number of 
susceptible populations have been identified for whom a functional-needs 
approach will be required.

Many countries have developed plans for responding to mass casualty 
CBRN incidents from which a number of common features can be distilled and 
are discussed below. However, it cannot be overemphasized that actual events 
may require incident managers to consider ad hoc changes to long-standing 
plans and have the presence of mind not to delay activities critical to reducing 
potential health impacts by doggedly adhering to written procedures.

15.4.1 Evacuation

The primary response to any incident must be to evacuate individuals from 
the source of exposure. For ambulant casualties, this should involve rapid 
self-extraction from the source of contamination (commonly referred to as the 
‘hot zone’ or ‘red zone’) to a relatively safe location (the ‘warm zone’ or ‘white 
zone’), which ideally should be upwind, at an elevated and safe distance. Such 
an apparently simple step can present a number of practical problems due to 
inherent uncertainties regarding the source, location and magnitude of the con-
taminant and environmental factors such as changes in wind direction. Any 
difficulty in establishing a safe distance from the point of release should lead 
to consideration of alternative tactics, such as advising ‘shelter in place’. Such 
issues may be location-specific and so only resolvable at the time of an incident.

Non-ambulant casualties may arise through traumatic injury related to 
the incident or pre-existing disability. Life-threatening injuries may neces-
sitate stabilization of the patient prior to movement. However, evacuation 
would be a priority over stabilization if the hot zone were to be overtly 
life-threatening. The evacuation of non-ambulant casualties from the hot 
zone may require a ‘snatch rescue’ for which appropriate protective equip-
ment would be required to prevent the rescuer from becoming a casualty. 
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In  the presence of an airborne hazard, it would be inappropriate for a re-
sponder to attempt a snatch rescue without some level of respiratory protec-
tion (e.g. an ‘escape hood’). As the primary role of the emergency services is 
to save lives, this could pose a considerable dilemma, especially where non- 
ambulant hot-zone casualties are visibly distressed.

Historically, the clinical management of casualties has traditionally 
been performed after evacuation and decontamination from the hot zone. 
The arrival of specialist assets to the scene would likely cause a delay in 
evacuation and decontamination and may consequently reduce the sur-
vivability of a hazardous material incident, especially for non-ambulant, 
high-priority patients. As such, several countries have developed a cap-
ability to allow advanced clinical care within hot-zone environments. 
In the UK for example, the ambulance services can deploy a Hazardous 
Area Response Team (HART; England and Wales) or Special Operations 
Response Team (SORT; Scotland) to perform potentially life-saving proced-
ures such as endotracheal intubation, intra-osseous antidote administra-
tion and haemostatic interventions.

15.4.2 Disrobing

The simple act of removing clothing (disrobing) is a highly effective method 
for removing external contaminants from casualties and should be imple-
mented at the very earliest opportunity during an incident response. It is 
often stated that disrobing can remove up to 90% of contamination from an 
individual, although there does not appear to be any scientific evidence for 
this claim. It is likely that that the figure of 90% is derived from the ‘rule of 
nines’ on the assumption that all areas of the body (except the hands and 
face) are covered in relatively impermeable clothing. However, the act of dis-
robing is undoubtedly a highly effective and practical means of reducing ex-
posure to hazardous materials providing some basic precautions are taken. 
For example, clothing should ideally be cut from the body to limit spreading 
and/or inhalation of the contaminant.

The effectiveness of disrobing is time-critical, as contaminants may dif-
fuse through the fabric layers to the skin surface. For a single layer of cotton 
clothing, the amount of liquid contaminants (such as chemical warfare 
agents) that can be removed by disrobing decreases substantially during the 
first 30 min of exposure. Therefore, it is essential that disrobing be performed 
as soon as practically possible, ideally within 10–20 min of exposure. Perhaps 
most importantly, disrobing should always be performed before full body 
decontamination, as water can transfer contaminants through clothing on to 
the skin surface (Fig. 15.1).

There are a number of obvious practical challenges associated with dis-
robing, not least maintaining the privacy and dignity of casualties and the 
provision of replacement garments. Where a formal re-robe provision is 
unavailable, alternatives such as clothing from a local retailer should be 
considered. In extremis, blankets, foil sheets or even opaque plastic sheets 
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(a)

(b)

Fig. 15.1. Residual skin contamination (indicated by light areas) on torso of volunteer 
 following water shower decontamination. Removal of clothing before showering results in 
efficient removal of contaminant (a). In contrast, there is an increased spread and intensity of 
residual skin surface contamination when clothing is worn during showering (b).  (Reproduced 
with  permission of the US Biomedical Advanced Research and Development Authority 
© 2013.)
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(e.g. bin liners) may offer a temporary re-robing capacity. Potentially con-
taminated clothing should be placed in plastic bags and be readily identifi-
able and stored in a safe and secure manner so that personal effects may be 
returned or used as evidence in subsequent criminal investigations.

15.4.3 Decontamination

Decontamination can be defined as the process of removing hazardous mate-
rial(s) both on or available to the external surfaces of the body in order to 
reduce local or systemic exposure to a contaminant and thus minimize the 
risk of subsequent adverse health effects. In the USA, mass casualty decon-
tamination is commonly achieved using the ‘ladder pipe’ method (Fig. 15.2), 
which showers individuals with large volumes of water mist. In contrast, the 
UK has a bespoke decontamination capability that uses heated water within 
a temporary, sheltered structure (Fig. 15.3).

Decontamination is generally performed in the warm zone following 
evacuation of casualties from the hot zone. However, some countries such as 
Israel have developed a system for directly transporting casualties from the 
scene of an incident to medical centres with decontamination facilities. This 
negates delays associated with deploying temporary decontamination struc-
tures to the scene of an incident.

It is important to consider decontamination as part of a single pro-
cedure that extends the initial process of disrobing rather than a separate 
stage of casualty management. As with disrobing, the effectiveness of 

Fig. 15.2. Demonstration of the ladder pipe system (LPS) for mass casualty decontamination. 
Individuals are directed to walk through a high-volume water mist generated by overhead and 
side fogging nozzles from two adjacent fire tenders. (Reproduced with permission of the US 
Biomedical Advanced Research and Development Authority © 2013.)
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 decontamination is also time-critical and so should also be performed as 
soon as reasonably possible.

In general, most current decontamination plans involve the use of water 
as a decontamination medium. Such ‘wet’ processes rely on the availability 
of water (optionally containing detergents or other excipients such as bleach) 
to wash and rinse potentially contaminated areas of hair and skin. In most 
developed countries, water is likely to be readily available. However, wet 
decontamination has several potential disadvantages:

 • Waste effluent may increase the mobility of a contaminant within the en-
vironment.

 • Viscous substances may be difficult to remove.
 • Oily substances may have limited dissolution in water and so detergents 

may be required.
 • Water may enhance the spread of contaminants over the skin surface.
 • Showering may potentially lead to hypothermia where heated water or 

shelter is unavailable.

Disrobe
section

S

S S S S S

S S S S

Central corridor Re-robe
section

Fig. 15.3. Mass casualty decontamination unit (‘MD1’) deployed by UK specialist responders. 
Photograph acquired during an exercise shows a group of ten individuals in high-visibility  ponchos 
(from ‘disrobe packs’) waiting to enter the unit in accordance with a ‘traffic light’ system (inset, 
top left). A schematic of the unit (inset, top right) indicates position of disrobe area, two side 
corridors (each with five shower areas (‘S’) for decontamination of ambulant casualties) and a 
central corridor (used by responders to observe or instruct individuals) which can be adapted 
for processing non-ambulant casualties. Air heaters and a boiler for shower water are at the 
rear of the tent and so not shown in this image. (Reproduced with permission of Public Health 
 England © 2013.)
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 • Some studies have indicated that water may enhance the dermal absorp-
tion of certain contaminants. This effect can be markedly reduced by 
limiting the duration of wet decontamination to less than 90 s.

Bleach (hypochlorite) has been suggested as a means of neutralizing 
chemical contaminants and animal studies have confirmed some degree of 
effectiveness. However, the threshold dose of bleach for eye irritation (0.5%) 
is of questionable value for achieving rapid and complete neutralization of 
chemicals on the skin surface.

Evidence-based recommendations for optimizing aqueous decontamin-
ation have recently become available (Table 15.2) and are currently being im-
plemented by the UK emergency services.

Physical cleaning of the skin surface (e.g. through the use of a flannel or 
facecloth) can improve the effectiveness of decontamination by c.20%. Where 
self-cleaning is not part of a decontamination procedure, the active stage of 
decontamination occurs after showering when the skin and hair are dried 
(e.g. with a towel). In such cases, the act of drying is actually the key step 
for removing residual contamination. Therefore, caution must be exercised 
when handling materials that have been used to dry individuals after decon-
tamination showering (as they are most likely to be contaminated).

The main disadvantage of wet decontamination is the time taken to de-
ploy and set up a bespoke resource at the scene of an incident. As discussed 
earlier, disrobing and decontamination are time-critical and so any delay 
will necessarily reduce clinical benefit. Therefore, more rapid forms of de-
contamination are preferable during the early phase of an incident response. 
One potential alternative is ‘dry’ decontamination; the use of any available 
absorbent material to blot contaminants from the skin surface. In general, 
dry decontamination is based on the absorbent properties of powders or fab-
rics to passively draw contaminants from the skin surface and is particularly 
effective for liquid contaminants. Indeed, emergency responders in some 
French regions have adopted a process of dry decontamination (using full-
er’s earth or ‘Gant Poudre’) to achieve more rapid, initial decontamination 
prior to showering.

In practical terms, dry decontamination may be achieved using any 
available absorbent material. Examples include absorbent paper (kitchen, 
toilet and facial tissues), incontinence pads, nappies (diapers) or cotton fab-
rics (Fig. 15.4). However, caution would be required when handling or dis-
posing of such products after use as a decontaminant.

Table 15.2. Summary of conditions for optimization of aqueous (shower-based) 
decontamination according to the ‘ORCHIDS Protocol’.

Parameter Optimal condition

Shower water temperature 35°C
Shower duration 60–90 s
Detergent 0.5% (v/v) Argos™ or FloraFree™
Washing aid Cotton flannel (facecloth)
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15.5 Fatalities

The management of fatalities arising from a CBRN incident varies according 
to cultural beliefs and so there is no globally harmonized protocol; a fact 
that is reflected by current international guidance. However, it is possible to 
identify principal elements based on available guidance such as that devel-
oped by the UK’s Home Office. The primary elements (Fig. 15.5) of fatality 
management include:

 • Identification of the causative agent. This step provides the necessary infor-
mation upon which to base subsequent risk assessments and selection of 
appropriate PPE for emergency responders.

 • Recovery of remains. This would normally be overseen by a law enforce-
ment agency in order to prevent loss of evidence. As this work would be 
performed in the hot zone, appropriate PPE would need to be worn by 
all personnel.

 • Decontamination. Following transport from the hot zone, the remains 
would be subject to appropriate decontamination in the warm zone to 
prevent further spread of contamination and to reduce the hazard to 
emergency responders.

Incontinence pad

Wound dressing

Cotton wool

Nappy (diaper)

Kitchen paper

Hand drying paper

Paper tissue

Toilet tissue

Triangular bandage

Cotton T-shirt

Standard (A4) paper

Cat litter granules

0 5 10 15
Liquid absorbency (g/g)

20 25

Fig. 15.4. Range of absorbencies (gram of oil absorbed per gram of test product) for 
materials that may be readily found in ambulances or domestic environment.  Values 
are means with the standard deviation represented by error bars. Data  provided for 
illustrative purposes only and do not represent an endorsement of any particular type 
of product.
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 • Temporary storage. Normally, bodies would be placed in temporary storage 
close to the scene of the incident but at a safe distance (‘cold zone’). This 
would allow for initial identification of fatalities (by forensic analysis and 
possibly visual identification by friends or family), preliminary pathological 
examination (if facilities permit) and further gathering of forensic evidence.

 • Mortuary. When deemed safe, fatalities would be subsequently trans-
ported to a mortuary facility where a full autopsy could be performed 
using appropriate PPE along with a further opportunity for visual identi-
fication. Where appropriate, remains may be placed in sealed body bags.

 • Burial/cremation. Considerations may include the need for extraordinary 
containment requirements (e.g. lead-lined or charcoal-filled coffin) and 
proximity of the grave or crematorium to environmentally sensitive 
areas such as underground water supplies (aquifiers), schools, etc.

It should be emphasized that both fatalities and survivors of a CBRN 
incident may be regarded by law enforcement agencies as evidence or wit-
nesses, and so this will need to be factored into any response plans.

15.6 Practicalities for Health Care Response

Detailed response plans are generally written around the scene of an inci-
dent and downstream health care facilities such as casualty-receiving hospi-
tal(s). In this respect, the practicalities of handling potentially contaminated  

Identify causative

Recovery

Decontamination

Identification

Temporary storage

Mortuary

Burial/cremation

CBRN incident

Hot zone

Warm zone

Cold zone

Public areas

Fig. 15.5. Summary of fatality management actions for CBRN (chemical, biological, 
radiological and nuclear) incidents.
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casualties (such as control of casualty movement, selection of appropriate 
PPE, decontamination facilities, etc.) are usually well defined. However, 
there are some circumstances under which health care staff may inadvertently 
or unexpectedly come into contact with potentially contaminated individ-
uals; for example, emergency response teams who are first to arrive on scene 
or health care workers at non-emergency facilities (such as a general prac-
tice) dealing with self-reporting casualties. Part of the problem in dealing 
with such events is recognizing that a CBRN incident has occurred. In the 
UK, emergency response staff are trained to use the ‘STEPS 1-2-3 PLUS’ con-
cept when approaching unconscious or incapacitated individuals, especially 
where there is no apparent cause:

 • STEP 1 – single casualty – proceed as normal.
 • STEP 2 – two casualties – approach with caution.
 • STEP 3 – three or more casualties – consider a CBRN or HAZMAT 

( hazardous materials) incident.

It should be noted that, under the UK’s new ‘Initial Operational Response’ 
(IOR) procedure, ‘PLUS’ refers to the instigation of evacuation, followed by 
immediate disrobe and decontamination by any available means. This re-
places the previous ‘Model Response’ of withdrawing from the area to await 
the arrival of specialist response assets. However, the new process requires 
that any form of intervention be subject to a dynamic risk assessment to en-
sure the personal safety of first responders.

Self-presenting casualties at non-emergency health care facilities pose 
a significant problem, as front-line staff (such as receptionists) may not 
be trained to identify the signs of a CBRN incident. Under such circum-
stances, good communication is vital. In particular, casualties should be re-
assured that they can obtain the best treatment either at the scene of the 
incident or at the receiving hospital(s). Where possible, every effort should 
be made to ensure that potentially contaminated individuals remain outside 
the health care facility. If signs and symptoms of intoxication are apparent, 
the casualties should be encouraged to undertake immediate disrobe and 
decontamination.

15.7 Summary

Exposure of large numbers of individuals to hazardous chemical, biological 
and radiological materials may occur through a variety of means, including 
natural, accidental and deliberate (malicious) acts. Such extreme events are 
rare, but can be catastrophic both in terms of acute and chronic health effects.

Good planning is key to delivering an optimal emergency response. 
Such plans should include the means by which victims can be identified, 
traced and contacted for long-term evaluation. In terms of the initial phases 
of a major incident, the key components are incident recognition, evacuation, 
disrobe and decontamination, with protocols for ensuring the dignity of the 
deceased in alignment with cultural beliefs. Acquisition of forensic samples 
is a consistent element throughout all phases of a response. However, the 
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health of casualties should be the primary concern, with adequate systems 
in place to ensure rapid disrobe and decontamination of potentially contam-
inated individuals guided by evidence-based practice.
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those of the author(s) and not necessarily those of the Department of Health.
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Key Answers 

 •  Events involving the accidental or deliberate release of extremely hazardous materials are 
referred to as CBRN (chemical, biological, radiological and nuclear) incidents. Such incidents 
may affect a substantial number of individuals and so are synonymous with mass casualty 
events.

 •  Materials likely to be involved in a CBRN event include (but are not limited to) chemical 
and biological warfare agents, toxic industrial chemicals and medical radioisotopes.

 •  Time is a critical factor when responding to CBRN incidents. Evacuation to a safe distance 
is the first priority and should be immediately followed by removal of contaminated cloth-
ing (disrobe) and decontamination by any available means.

 •  It should be remembered that a CBRN incident is likely to be considered a criminal act. 
While it is important to respect cultural beliefs, the remains of the deceased may provide 
important forensic evidence and so be necessarily subject to atypical arrangements.

http://ec.europa.eu/health/ph_threats/Bioterrorisme/keydo_bio_01_en.pdf
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16.1 Introduction to the Continuum of Care

The scenario presented in Box 16.1 above is not beyond the realms of possi-
bility; the type of event described has occurred in the past and will no doubt 
occur again. The military will be required to do what it does well, and that is 
plan and deliver, while reviewing and adapting the plan continually. As the 
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Box 16.1. Setting the scene 

An East African country is heading towards instability as a result of organized groups of militias, 
which have formed together in an armed opposition to the elected government of the country. 
The militias have been moving across the country and a significant number of internally displaced 
persons (IDPs) are being driven into the government-controlled areas. This has affected the gov-
ernment’s ability to combat the militias, as it has to split resources away from combat operations 
to support the IDPs. The government has requested assistance from both the African Union and 
the United Nations (UN) in dealing with the insurgency and the IDPs and their security and life 
support. Following a Security Council meeting it has been agreed that a UN-mandated peace-
keeping force will be deployed to assist in the stabilization of the country and to provide support 
to the IDPs. The UK is providing an infantry battalion and logistic troops to the UN-led force. In 
addition to this, West Africa is in the middle of an outbreak of viral haemorrhagic fever.

Key Questions 

 • What are the lessons that can be learned from military deployments to ensure a timely 
 response and resilience?

 • How does the military prepare, maintain and recover its forces in response to an emergency?
 • What is the ‘continuum of care’?
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plan adapts, the health threats need to be reconsidered as they may change 
with the plan. Any military planning process will need to consider the ‘what 
if’ element of a situation and have contingency plans available for those pos-
sible reasonable events.

The UK Armed Forces consider that there are three phases to any 
deployment:

 • pre-deployment;
 • maintenance (operationally deployed); and
 • recovery (post-deployment).

Anyone serving will therefore always find themselves in one of these 
phases. However, one might argue that if personnel are to be resilient 
and therefore able to undertake their role to the best of their ability, there 
are other factors that need to be considered before they enter the pre- 
deployment phase. In particular, factors that occur before an individual 
is recruited, during their selection and training are all pertinent. Similarly, 
once an individual leaves the armed forces there are lessons to be learned 
that might improve the resilience of their successors. Therefore, recently in 
considering resilience in medical staff and more widely armed forces per-
sonnel the concept of a continuum of care has been introduced (Fig. 16.1). 
Underpinning this must be high-quality data that are robustly analysed at 
all stages of the continuum. Using the scenario described above, some of 
the key tenants of this continuum are teased out in this chapter, including 
indications of how this could be applied to any team that is responding to 
an emergency situation.

16.2 Pre-deployment Phase

16.2.1 Medical intelligence

Prior to deploying forces to an operational theatre it is important to ensure 
that the troops are medically prepared and informed of the health threats 
they may be exposed to, once deployed. Failure to do so could (and prob-
ably would) have unwanted consequences in respect of available personnel. 
The threats are identified by access to medical intelligence: the product of pro-
cessing medical, bioscientific, epidemiological, environmental and other in-
formation related to human or animal health and to identify those areas that 
are a potential threat to personnel.

Therefore, in preparation for the deployment, information is sought 
in respect of the hazards from the environment, disease and industrial 
activity within the country of operations. Within the scenario described, 
this includes the likelihood of viral haemorrhagic fever (VHF) spreading 
throughout Africa. Additionally, information relating to the location and 
quality of host nation medical facilities, and medical facilities within ad-
jacent countries, is also gathered. As well as the health and medical infor-
mation, data are sought on the availability and quality of water and food 



A
 M

ilitary C
ase Study 

183

Understand
health of
population:

smoking
fitness
obesity
alcohol
sexual health
suicide rate
dental health
immunization
schedules
postcode

smoking
fitness
obesity
alcohol
sexual health
suicide rate
dental health
immunization
schedules
postcode

Collect health
data:

PUD

employability 

Health
promotion
Health
protection

Health
protection

Quality health
services

Quality health
services

Epidemiology

Epidemiology
Health
information

Health
information

Employability

Employability
Mitigation of
health hazards
of the workplace Mitigation of

health hazards
of the work place

Medical
intelligence

Health
protection

Medical
intelligence

Health
promotion

Medical
preparation of
the force
Med FP audits
Pre-deployment
briefings

Morbidity
surveillance
Medical
planning
Recording
environmental
exposure
CBW monitoring
Employability
Deployability
Mitigation of
health hazards
of the workplace
Med FP audits

Health
surveillance
Health research
Identifying
cohorts
Employability
Deployability
Mitigation of
health hazards
of the workplace

Analysis of
medical
discharges

Health
surveillance of
veterans
Post-discharge
health
surveillance

Force generation pathway

Operational
deployments

Medical Force Protection

Post-
deployment

Pre-
deploymentPre-

recruitment Recruit Train Discharge
Post-

discharge

NHS care and
health
protection

NHS care and
health
protection

Force health protection

Discharge pathway

Activities
in red 
only
affect the
soldier

Dependant’s health pathway

Data Information
Health Information

Analysis Intelligence

Fig. 16.1. The continuum of care (PUD, personnel undeployable; Med FP, medical force protection; CBW, chemical biological warfare). 
( Reproduced with permission from Ross, D.A. (2012) Preventive Medicine in the 21st Century – A Population Challenge. J R Army Med Corps 
158(2), 77–78.)



184 D. Ross and A. Charnick

supplies in the region of operation, to enable local procurement of fresh 
fruits and vegetables as well as meat products and potable water.

An initial reconnaissance party will be deployed to verify the open-
source information that has been used is correct and appropriate for the 
area of deployment. All of the information is then analysed and a medical 
force health protection plan is developed in which appropriate and propor-
tionate action is identified to mitigate those risks to an acceptable level so as 
to not affect the operation by undue manpower loss. The Allied Joint Medical 
Publication, AJP-3.13 Allied Joint Doctrine for Force Protection, defines force 
protection (FP) as:

Measures and means to minimize the vulnerability of personnel, facilities, 
materiel, operations and activities from threats and hazards in order to 
preserve freedom of action and operational effectiveness thereby contribut-
ing to mission success.

Force health protection (FHP) as a subset of FP is the sum of all efforts to re-
duce or eliminate the incidence of disease and non-battle injuries (DNBIs) to 
enhance operational health readiness and combat effectiveness. The risk as-
sessment will look to identify the risks to the operation and the individuals. 
For example, a major outbreak of gastrointestinal illness will potentially stop 
a small operation whereas an individual with a snake bite will not have an 
impact. Bricknell and Moore describe a ‘health risk management’ tool that 
may be used to undertake the analytical process required to produce the med-
ical force protection (MFP) plan. Additionally, they describe how it may be 
useful to consider hazards in the following hierarchy:

 • conventional battle hazards (e.g. bullet, bomb and blast);
 • non-battle traumatic hazards (e.g. road traffic accidents, training 

 accidents);
 • infective hazards;
 • chemical hazards;
 • radioactive hazards;
 • environmental hazards;
 • psychological hazards; and
 • ergonomic hazards.

16.2.2 Selection of personnel to deploy (force generation)

All personnel to be deployed must be fit to perform their role in the environ-
ment they are deploying to (i.e. ‘fit for task’). Having screened out personnel 
during recruitment and training, one could make the assumption that all 
serving personnel are fit for role. However, this would be naive as illnesses 
may develop during service, some of which may mean an individual may 
not be able to adequately protect his/her own health if deployed. It is essen-
tial therefore that through a robust occupational health service, personnel 
be medically assessed for fitness to perform their role in the environment 
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that they are required to deploy to; that is, undergo a medical risk assess-
ment (MRA). In this scenario, for example, an individual who routinely takes 
antihypertensive medication might be considered to be a risk if he/she de-
ploys where routine re-supply of medication may not be possible. UK Armed 
Forces personnel are normally categorized into three categories: (i) medically 
fit for all deployments (MFD); (ii) medically limited for deployments (MLD); 
and (iii) medically non-fit for deployments (MND). Anyone who is not MFD 
must always have a full MRA before he/she deploys.

16.2.3 Team health

Prior to deployment, an assessment of the preventive measures that 
should be offered to individuals based on the MFP plan will be under-
taken. In conjunction with UK civilian authorities such as the Foreign and 
Commonwealth Office, the National Travel Health Network and Centre 
and TRAVAX, the plan will include the disease threats that may require 
pre-exposure vaccinations and/or the issuance of chemoprophylaxis (e.g. 
for malaria). Armed forces personnel are usually protected against a set of 
core diseases, which includes diphtheria, hepatitis A and B, polio, tetanus 
and yellow fever. This therefore minimizes the number of additional vac-
cines that may need to be offered. In addition to vaccinations, appropriate 
malaria chemoprophylaxis, if required, will be issued to individuals and a 
central plan to enable the impregnation of uniforms with insect repellents 
put in place. Timing of the deployment will be critical in determining what 
vaccines (and malaria chemoprophylaxis) can be offered. For example, a 
requirement to deploy in 14 days will not allow a full pre-exposure course 
of rabies vaccine to be offered if it is deemed an important preventive 
measure. Wherever possible, vaccination does not take place in the country 
except in extreme circumstances. The doctrine is to deploy a force that is 
medically protected from the outset.

A pre-deployment brief will be undertaken which will include a cul-
tural brief to ensure that the risk of causing offence to the local population 
is reduced. Winning ‘hearts and minds’ with the local population will be 
vital. From a health perspective, personnel will be informed of food and 
water safety, bite prevention and any other risk to their health, and how 
to deal with the health threats. This briefing will also cover aspects of road 
safety, safe driving and industrial threats that may be encountered. It will 
also be the opportunity to raise the issue of mental health, which is key 
to resilience. All members should be informed that they will undoubtedly 
undergo a period of adjustment reaction and, depending on the things they 
see and do, may experience an acute stress reaction. It should be empha-
sized that the majority of personnel will recover from this stress reaction 
within a relatively short period of time. Only a few will go on to experience 
post-traumatic stress disorder (PTSD) (Chapter 9, this volume). Military 
chaplains play an important role in resilience awareness, training and 
management.
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Families and loved ones are important contributors to the resilience of 
team members. Therefore, a welfare brief aimed at families as well as the 
troops should be given. This should include details about communication 
with their family member (e.g. use of phones, Internet access, etc.) while de-
ployed and who is the rear party point of contact for the family. It should 
also cover what to do if a member of the family is ill. Additionally, deploying 
personnel will be encouraged to ensure that their partner/family is aware of 
where key documents are kept and also to make a will. Increasingly within 
the UK military community, individuals are being encouraged to bank a 
DNA sample in the event that their body needs to be identified at a later 
date. Inevitably this issue itself opens up an ethical discussion, with some 
individuals being concerned that the sample may be used for different pur-
poses at a later date.

16.2.4 Equipment

Equipment relevant to the location such as mosquito nets, camp beds, insect 
repellent and sun cream will be issued if required. From the medical infor-
mation there might also be a need to order appropriate pesticides/roden-
ticides and equipment to respond to the disease vectors present within the 
area of operation.

Individuals must ensure they take appropriate personal kit that can be 
carried easily to mitigate against ergonomic hazard. For the military this 
may be relatively straightforward; although recent experience shows that 
the ergonomic risk has increased, with individuals carrying increasing kit 
loads. For others this may not be the case and therefore organizations should 
endeavour to give clear instructions around personal kit.

Referring back to the scenario, in light of the VHF outbreak in the 
neighbouring country there will need to be further medical planning. This 
will need to consider the potential risk to personnel that will be deploying 
to support the United Nations (UN) force and whether additional protec-
tion or equipment is required such as enhanced personal protective equip-
ment (PPE).

16.2.5 Training

Alongside the general pre-deployment brief, specific training to selected per-
sonnel in respect of sanitation, pest control, water supplies and its protec-
tion, communicable disease management and morbidity reporting will be 
required. It is important that any training given is validated before individ-
uals are deemed fit to deploy. Usually training will be both individual and 
collective. In the military, the environmental health officers and technicians, 
supported by public health specialists, are an essential element in delivering 
this. One further consideration should be the employment and training of 
local personnel within the area of operation to undertake the routine tasks 
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such as pest control and waste management. This will enable the more spe-
cialist staff to concentrate on their primary function without distraction of 
secondary time-consuming tasks.

16.3 Deployed Phase

Having selected the members of the team, once deployed many of the issues 
addressed during the pre-deployment phase will be re-rehearsed on arrival 
in the country. All personnel will need to undergo a period of acclimatiza-
tion and during this period a further briefing will be undertaken, which will 
contain additional information as well as confirming that which they have 
already been told. There may also be a period of some confirmatory training 
to ensure that personnel are fit for task in country.

Figure 16.2 illustrates diagrammatically the issues that will need to be 
addressed both before and while deployed. Once in country there is a need 
to initiate appropriate vector control programmes to minimize the threats 
from mosquitoes, sandflies, etc. and to provide pest control measures against 
rodents and, if appropriate, feral dogs and cats. One aspect to reduce attrac-
tion as a food source or breeding site to these pests is to provide and manage 
effective sanitation and waste management systems and camp hygiene.

In addition, an effective system will need to be introduced to regularly 
monitor the potability of water supplies and a system to ensure the security 
and potability of water supplies from both field and established infrastruc-
ture. Water testing includes an in-theatre field testing system and reach back 
to an accredited laboratory.
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There will be a number of challenges that the deployed force will face. 
To mitigate against some of these and ensure resilience in the force, there are 
several actions that must be carried out.

16.3.1 Daily routine and briefings

All individuals will go through some form of adjustment reaction depending 
on their level of experience. Such reactions will not necessarily occur at the 
same time for all. As well as being able to identify individuals who may 
experience such reactions, a daily routine helps mitigate the risk of such re-
actions turning into acute stress reactions. The two most important things 
to routine are set mealtimes and a regular daily brief cascaded through the 
components of the force.

16.3.2 Disease and non-battle injury surveillance

It is important to monitor the health of the deployed force through DNBI sur-
veillance. Although we live in a technological age, a simple system that does 
not rely on electricity and/or large amounts of human resource is preferable. 
Such a system may be as simple as the RASIO rates (i.e. the rates of respira-
tory, alimentary, skin, infection and other diseases) through to a more com-
plex notification system that includes all notifiable diseases of interest and 
common diseases of each anatomical/physiological body system (e.g. dental, 
gut, etc.). It is probably best to start with RASIO plus dental rates as these can 
be reported daily to commanders. Perhaps unexpectedly to many, history tells 
us that dental morbidity is one of the most common and costly reasons for 
reporting sick in a deployed environment. Reporting must be in the form of 
rates rather than numbers, and therefore an accurate count of the population 
at risk (PAR) will be required. Such rates must be reported at the command 
group’s daily briefings, as this will enable commanders to make decisions as 
to what tasks can be carried out; for example, a sudden increase in respiratory 
cases such as influenza could have an impact on operational tasks.

16.3.3 Medical provision

During the pre-deployment phase an analysis of the medical support that 
would be required would have been made. Many solutions will have been 
predicated by availability of local host nation and UN facilities. Robust and 
locally available health care services may mean that the deploying force 
may only require access to a team medic with paramedical skills; whereas 
limited local support may dictate taking, at the minimum, a primary care 
physician. If local facilities are used there must be a process of assuring 
the care given to the deployed force. At its simplest level this will require 
someone to visit and view the facilities.
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16.3.4 Casualty evacuation chain

In any deployment a proportion of individuals will become injured and/or 
unwell, which will mean they may need to be evacuated home. The evacu-
ation route and resources must be planned and modified as circumstances 
change. For instance, the original plan may have included using civilian 
flights from the local airport for the walking wounded; however, if civilian 
flights stop flying because of real or perceived risk to their staff and aircraft, 
then the plan may need to be changed. In the scenario in this chapter, this 
may become a reality if the VHF outbreak starts spreading across Africa. In 
2014 this was seen in real life when airlines stopped flying to Sierra Leone 
because of an outbreak of Ebola.

Depending on the role of an evacuated individual the organization may 
need to replace him/her. It is important therefore that there is a list of indi-
viduals in the UK who are fully prepared and ready to deploy at short notice. 
In the military this is termed battle casualty replacement.

16.3.5 Security

On arrival in the country it will be important to ensure that the deployed 
force is protected from external threats. These external threats will present as 
physical threats from insurgent forces, which may be realized by a direct or 
indirect assault on a location or vehicles and personnel in transit. There are 
also lower-level threats resulting from thefts and assaults and/or attempts 
to hack into computer and communications systems. Information obtained 
through a hack could be used to inform the planning of assaults, or present a 
threat to individuals’ bank accounts, and in extreme but rare occasions could 
be realized in threats to families.

16.3.6 Political and NGO engagement

Early on arrival there will need to be engagement with the local government 
and in particular any non-government organizations (NGOs) that are de-
livering aid. Historically the relationship between NGOs and the military has 
had the potential for friction. The points of tension have been identified as: 
‘organisational structure and culture; tasks and ways of accomplishing them; 
definitions of success and time frames; abilities to exert influence and control 
information; and control of resources’. If the force is to be effective, clear roles 
for it must be defined and other organizations, be they international organ-
izations, local government or NGOs, must be kept informed of the military 
role to avoid unnecessary misunderstanding and unrealistic expectations. 
Military commanders must also understand the role and aims of the other or-
ganizations within the theatre and what their capabilities and constraints are. 
It is beholden on both sides to understand each other to ensure success. For 
that to happen it is important that there is regular contact and coordination 



190 D. Ross and A. Charnick

between all parties to ensure a common understanding, avoid gaps in provi-
sion of support, avoid duplication of effort and develop a sharing of informa-
tion for the relief of those who are suffering.

16.3.7 Trauma risk management

The UK military for some time has used a system called trauma risk manage-
ment. This allows individuals who may have been exposed to a traumatic 
situation such as involvement in a road traffic accident to discuss the situ-
ation with a trained non-medical peer, who will be able to assess the impact 
of the situation on that individual and signpost (if required) him/her to pro-
fessional support. It is not critical stress debriefing, which has been shown 
to be ineffective in preventing PTSD and may cause more harm than good. 
Some other organizations including the UK Department for International 
Development have adopted this practice.

16.4 Post-deployment and Recovery Phase

This is the time that individual team members, particularly those not from a 
formed unit (often reservists), will be most vulnerable. It is important that there 
are measures in place to address reintegration into normal daily activity and re-
lationships. Formed units will have the existing command structure, which in 
general should identify problems at an earlier stage. For individual augmentees 
there will need to be in place a system for both the organization to ‘reach out’ to 
individuals and for individuals to be able to ‘reach in’ should they need support.

16.4.1 Health problems

When an individual is first deployed he/she is likely to experience an adjust-
ment reaction. Team members may find it difficult to talk about their experi-
ences with their family members and feel a sense of loss from the team that 
they worked with. A few may go on to suffer from mental health problems, 
including substance misuse.

16.4.2 Long-term surveillance

Some health problems including mental health ones may not manifest them-
selves until years after the response. A system needs to be in place to ensure 
that potential exposures during the deployment have been recorded as well 
as a system for monitoring the long-term health of the deployed individuals. 
Following military campaigns in Iraq and Afghanistan the UK has developed 
research into this area by following specific cohorts of military  personnel at 
periodic intervals.
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16.5 Lessons for Civilian Organizations

Military resilience when reacting to an emergency is underpinned by good 
planning and preparation of the force before it deploys. Therefore, any ci-
vilian organization that is likely to respond to national or international emer-
gencies should ensure that it has done its ‘homework’ first before putting 
individuals on the ground. In essence, this means:

 •  understanding the area that the organization is going to deploy to and 
the local threats;

 •  having individuals who are ‘fit for task’ from personal medical, training, 
equipment and preventive perspectives;

 •  having a medical support and evacuation plan for deployed individuals; 
and

 • the ability to protect the deployed individuals against security threats.

In any situation the perceived risks may change, as indeed may the 
tasks. Therefore, there must be a mechanism to constantly re-evaluate 
threats. This will require the organization to be agile and have sufficient 
backup capability to respond to changing circumstances.

Possibly the greatest risk for civilians who deploy in such situations 
is their return to home and normality. Organizations should therefore 

Box 16.2. Impact of the evolving viral haemorrhagic fever outbreak in the scenario

The evolving VHF outbreak in neighbouring countries is particularly important as this could 
affect not just the health of the deployed force but also have a logistical impact. If flight re-
strictions and country entry screening programmes are implemented, then deployment and 
recovery of personnel and equipment may be hampered. Additionally, medical evacuation of 
ill personnel may become difficult.

This outbreak will also mean further consideration of each of the sections already discussed. 
Some of the key points to consider are as follows:

 •  Liaison with the World Health Organization and other bodies that will have detailed infor-
mation on the VHF outbreak and its likelihood of spreading to the country that the task force 
has been asked to support.

 •  The requirement for additional training of personnel in raising awareness of VHF and the 
specific preventive measures required to protect the task force against contracting the 
disease.

 •  Provision of additional PPE. Service personnel historically were well trained in using PPE 
because of the threat of working in CBRN (chemical, biological, radiation and nuclear) en-
vironments. If VHF were to spread to the area where the deployed force is working there 
would be a potential risk if individuals came in to contact with infected patients or dead 
bodies.

 •  The outbreak may lead to additional displacement of people from affected countries, which 
in turn may make the security situation worse.

 •  Finally, if the VHF outbreak were to spread, then the force might see sights that had not 
been anticipated, which may cause or exacerbate any acute stress reaction that they may 
develop.
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 ensure they have systems in place to support individuals who may ex-
perience ill health when they reflect on the work that they carried out and 
the scenes that they saw. This should be proactive rather than reactive. It 
is recommended that in the early stages after deployment regular contact 
with individuals should be made and an assessment made as to whether 
they have successfully reintegrated into society. In the longer term some 
form of health surveillance of team members should be routinely planned. 
Consideration could be given to a pooling of resources post deployment in 
order that smaller NGOs could access the same level of support that larger 
ones may have. Taking this further, the United Nations High Commissioner 
for Refugees could play a role in delivering a post-deployment health sur-
veillance programme.

16.6 Summary

Applying the military model of force preparation, maintenance and recovery 
may be of value to civilian organizations that respond to emergency situ-
ations. The main tenant is to ensure that the individual responders are able 
to carry out their deployment unimpeded by health issues. This will require 
regular risk assessment, knowledge of the health threats and risks in the area 
that they are deploying to, and a system to monitor their health on their 
return from deployment. Thus the responder organization should take the 
view that all responders are on a continuum of care.

Key Answers 

 • Military planning processes consider the ‘what if’ element of situations and have contingency 
plans for reasonable events. Thorough research informs planning and response arrangements, 
and there is substantial and continued engagement with partners to ensure common under-
standing.

 • The military prepares, maintains and recovers its forces in response to an emergency by pre-
paring staff before a response through thorough research of the situation, supporting them 
during a response with appropriate equipment and infrastructure, and supporting them 
when a response is over. These are key aspects of military deployments that could be 
adopted by civilian organizations.

 • The continuum of care encompasses the pre-deployment, maintenance and recovery phases 
of deployment, as well as the stages from civilian life through recruitment and training 
 before deployment, and through discharge and post-discharge from the forces.
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17.1 Introduction

The Canterbury earthquakes began on 4 September 2010 at 04.35 hours, 
when the Greendale Fault ruptured for the first time in 16,000 years. There 
followed more than 4000 aftershocks greater than 3.0 on the Richter scale, the 
most serious of which was a geoseismic ‘punch’ from immediately below the 
city of Christchurch on 22 February 2011. This earthquake recorded only 6.3 
on the Richter scale but the shallowness of the earthquake gave rise to a peak 
ground acceleration of 2.2g and a modified Mercalli score of 10 (maximum 
intensity) in parts of the city. Overall, there were 185 deaths, most of which 
occurred in a single building that had been weakened by earlier earthquakes. 
Despite this relatively low absolute number by international standards, New 
Zealand has a small population and the Canterbury earthquakes produced 
the third highest national mortality rate from disasters in 2011, after Japan 
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Key Questions 

 • What is the role of  public health agencies in risk awareness, readiness, response and recovery 
from disasters?

 • How does health link with other government agencies and the private sector (including the 
media) with respect to emergency planning?

 • What specific health and public health issues could be expected in any emergency, so that 
preparation for one emergency can prepare a community for another?

 • After a natural disaster, how long will recovery take and what kind of problems will health 
agencies be faced with in the recovery phase?
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and Namibia, and the highest cost of disasters that year, as a percentage of 
gross domestic product (GDP).

While trauma and hospital care was important in the immediate after-
math of the February earthquake, water and sanitary health issues persisted 
into the medium term, while dealing with mental health issues continued for 
years post disaster. Many years of emergency preparation, predominantly 
for pandemics, had stood Canterbury in good stead for the earthquakes. The 
determinants of health are an important consideration in the years following 
the disaster as the Canterbury community rebuilds and maintains its com-
mitment to resilience.

17.2 Legal Aspects

It is important that emergency planning, response and recovery is built on 
a firm legislative foundation, and New Zealand revisited its emergency 
 legislation with the Civil Defence and Emergency Management (CDEM) 
Act 2002. This Act was a milestone in emergency preparedness in New 
Zealand as it moved away from a ‘response’ paradigm, dominated by emer-
gency  services preparing to assist communities in distress, to a multi-agency 
risk-reduction approach. In particular, the Act states that it aims to:

improve and promote the sustainable management of hazards … in a way 
that contributes to the social, economic, cultural, and environmental 
well-being and safety of the public and also to the protection of property.

This complements the World Health Organization (WHO) definition of health 
as a state of ‘complete physical, mental and social wellbeing, and not merely 
the absence of disease or injury’.

Under the oversight of Canterbury Group Civil Defence organization 
(the provincial section of the national agency), local government, police, fire, 
ambulance and public health agencies have worked together since 2002 to in-
tegrate their planning and develop multi-agency capability for an all- hazards 
response. Building community resilience was seen as a critical component of 
this cross-agency planning.

17.3 The Influence of Pandemic Influenza: Pandemic Preparedness

The looming spectre of pandemic influenza provided a focus for building 
community resilience, not least because a serious influenza pandemic could 
be expected to cripple many services that would normally provide assistance. 
In particular health services, which employ many women of childbearing 
age, could be expected to be disproportionally affected by a pandemic, as 
many staff would not only be exposed to infection at work, but would also 
be diverted to care for their families once an epidemic took hold. The possi-
bility of an influenza pandemic was therefore not only an important issue for 
emergency services to prepare for, but also focused all agencies on building 
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community resilience. The message for the Canterbury community was: ‘In 
the event of a pandemic, do not expect assistance from government agencies 
– they are likely to be more adversely affected than the general population’. 
In other words: ‘It will be you and your neighbours who will succeed or fail 
fighting a pandemic – do not be dependent on the authorities to save you!’

Another interesting aspect to a pandemic emergency was the potential 
for health to be the lead agency for the response, a situation rarely experi-
enced by police, fire, the military or others who generally regard health 
agencies as a small part of an overall response that is typically dominated 
by ‘men in boots’. The Canterbury Group Civil Defence recognized the 
importance of health being able to take a lead in a pandemic and tasked 
the various health sectors (primary, secondary and public health) with 
delivering a cohesive plan and exercising that plan as a lead agency. In 
Canterbury it was a primary care organization of family doctors (general 
practitioners) who took the lead role, supported by public health and sec-
ondary care. The primary care organization hosted monthly meetings of 
all agencies for more than three years before they were put to the test by 
the emergence of A/H1N1 (Chapter 14, this volume). In addition, several 
exercises were conducted involving government agencies, communities 
and the private sector.

The monthly meetings were led by a triumvirate of the Chief Executive 
and Chair of the Christchurch Independent Practitioner’s Association (a 
family doctor), the Canterbury Medical Officer of Health (a public health 
physician with specific legislative responsibilities and powers) and the Chief 
Medical Officer of Canterbury District Health Board (a senior clinical spe-
cialist who provides a clinical lead to hospital doctors in the region). All 
health agencies attended the meetings, including health service management 
and communications, representatives of the ambulance services, community 
pharmacists, laboratory services, district nurses, private hospitals, midwives, 
and other primary care organizations. In addition, Canterbury Group Civil 
Defence attended the meetings, providing oversight. Key to the response was 
the engagement of local and national media who were tasked with assisting 
in the planning and response, rather than simply being given media releases. 
Their positive engagement was to prove essential. Finally, private industry 
was also involved where needed. Agencies included local hotels (for isolation 
and potentially quarantine), bus services (for transporting people) and fu-
neral directors. In addition, information sessions were delivered to a number 
of different agencies including the local business round table, schools, various 
levels of local government, and a variety of community groups including in-
digenous groups at local marae (Māori meeting houses).

Building community resilience had been an important part of the emer-
gency planning strategy in Canterbury for several years. This was no less im-
portant with respect to pandemic awareness and preparation. The Ministry 
of Civil Defence and Emergency Management developed an information 
programme called ‘Get Ready Get Thru’ which provided useful information 
about food, water and emergency kit storage for a range of disasters as well 
as ‘what to do’ (Fig. 17.1).
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(a)

Fig. 17.1. (a) Front page of a ‘Get Ready Get Thru’ leaflet (2010).
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More specifically, the local science museum (Science Alive) worked with 
public health, virology and civil defence to develop a mobile exhibition 
called ‘The Pandemic Survival Roadshow’ which emphasized Cough eti-
quette, Hand hygiene, Isolation, Reducing germs and Preparation under the 
mnemonic ‘CHIRP’. This roadshow was used to educate local government, 
schools, community groups and others over 2 years throughout Canterbury. 
The emphasis was on an isolated family surviving a week. Simultaneously, 
television and print media produced informative articles. Monitoring by 
the health communications team revealed that where journalists were en-
gaged in the planning process, the information delivered by their stories was 
more informative and less sensationalized. In areas where journalists were 
not closely engaged, their stories about pandemics tended towards ‘shroud 
waving’ (‘We are all going to die!’) or conspiracy theory (‘It’s all a plot to sell 
more antivirals!’). Civil defence conducts national reviews on preparedness 
and in 2008 found that more than twice as many Cantabrians were aware 
of the pandemic risk, compared with the national average, and were also 
 significantly more likely to be prepared for any form of emergency.

(b)

Fig. 17.1. (b) Screenshot of the  current home page of the website (2015).
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17.4 Pandemic Response

New Zealand was one of the first countries affected by A/H1N1 in 2009, 
when a party of high-school students returned from a school trip to Mexico 
via Los Angeles on flight NZ1 on 25 April 2009. An astute general practi-
tioner in Auckland recognized the symptoms in a sick student and alerted 
the public health authorities to the possibility of ‘Mexican swine flu’. Public 
health units across the country then embarked on a cluster control operation 
to identify, isolate, treat or prophylax (where necessary) more than 250 pas-
sengers from flight NZ1. There were 11 cases on the flight, two of whom con-
tracted the illness during their journey.

New Zealand had a simple pandemic plan: ‘Keep it out, Stamp it out, 
Manage it, Recover from it’. Although the use of quarantine for A/H1N1 
was not advocated by the WHO at the time, New Zealand’s relative iso-
lation made quarantine a practical and likely effective option. There was 
a general expectation that ‘Keep it out’ (using quarantine) and ‘Stamp it 
out’ (cluster control) would be difficult to achieve and the country would 
steadily progress to ‘Manage it’. However, the first cluster of cases was 
effectively isolated then treated, resulting in New Zealand possibly being 
the only country to completely ‘stamp out’ A/H1N1 in 2009 – at least for a 
while. Ultimately the disease returned, but stamping out the initial cluster 
bought 2 months of valuable time for health authorities and the commu-
nity to get prepared.

17.4.1 Communications

During this period clear spokespeople were identified, such as the Medical 
Officer of Health, and the messages delivered by the pandemic roadshow 
over the last few years were credibly emphasized (Fig. 17.2). By the time 
case numbers of A/H1N1 started to climb again the community was ready 
to respond with self-isolation, appropriate social distancing and, above all, 
regular and thorough hand washing.

17.4.2 Dealing with tourists and travellers

In Canterbury, health authorities had worked closely with hotels for more 
than a year in preparation for a pandemic. Hotels were ready to cohort in-
fected travellers, and others were ready to receive quarantined travellers. 
Health staff had provided infection control training to hotel housekeeping 
staff. Not only did this lift the confidence of employees (many of whom were 
new migrants) who had initially been anxious about turning up to work in 
a pandemic, but also provided valuable benefits after the pandemic when 
hotels and their staff became far more adept at dealing with other outbreaks. 
While local residents could be effectively isolated at home, travellers who 
had no local address were quarantined in a comfortable hotel, paid for by the 
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health authorities and visited at least daily by health staff. Most were happy 
with their (free) accommodation and all were compliant.

17.4.3 The main response

Cases could not be kept out indefinitely and once A/H1N1 became estab-
lished in Canterbury fever clinics were set up in order to protect general 
practice and optimize infection control. A major benefit of the fever clinics 
(known as ‘flu centres’) was protection of the hospital system by effective 
triage from experienced general practitioners. At no stage did the hospital 
become overwhelmed with influenza, as it can do even during some ‘normal’ 
winter seasons. In addition, capacity to deliver routine care was maintained 
in the primary health care sector. In some areas of New Zealand, where fever 
clinics were not set up, primary care capacity became stretched, particularly 
when health care staff started to succumb to A/H1N1. Constructing, sup-
plying and staffing the clinics were made possible through a clear budget 
assigned to the pandemic response by the Canterbury District Health Board. 
Not all areas of the country had such a clear mandate to act and costs were less 
clearly defined, with clinics and hospitals simply absorbing the workload.

Although A/H1N1 did not turn out to be as deadly as was predicted in 
April 2009, when the severity of notified Mexican cases artificially elevated 
the mortality rate, the overall response to the pandemic in New Zealand 

Fig. 17.2. ‘The Pandemic Survival Roadshow’ on public display (© A. Humphrey).
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provided some useful lessons in emergency preparedness at both a pro-
vincial and a national level. Health and emergency planners in Canterbury 
were satisfied that their planning had contributed to flattening the epidemic 
curve and no service was overwhelmed at any time in 2009.

The successful aspects of Canterbury’s response were threefold:

 1. Clear information, delivered in an imaginative and compelling way, by 
recognizable and trusted spokespeople, with media agencies participating 
closely in the development and delivery of messages, rather than simply re-
sponding to the authorities’ media releases.
 2. A collaborative response, between different health providers, different 
agencies, with communities, the media and the private sector.
 3. A clear budget for the response, clear delineation of responsibilities and 
the recognition of health agencies as emergency response leaders where 
appropriate.

These three broad areas were underpinned by detailed planning and 
trust. The conventional emergency responders trusted health to take the lead, 
all agencies trusted the media to act responsibly, and there was mutual trust 
between government agencies and the communities they served. The lessons 
learned from the A/H1N1 pandemic and the way in which Canterbury re-
sponded to this ‘health’ emergency stood the province in good stead when, a 
year later, a second emergency struck.

17.5 Transferring Learning from Pandemic to Earthquake Response

When the Greendale Fault ruptured at Darfield, west of Christchurch on 4 
September 2010 at 04.35 hours, it produced a 7.3 magnitude earthquake in 
a region of New Zealand where an earthquake was not expected. Although 
there were some power outages and water supplies were cut briefly, structural 
damage was limited mainly to brick buildings and chimneys. Significantly, 
there were no deaths and it appeared as if New Zealand’s rigorously applied 
building codes had done their job.

Many of the staff of the agencies involved in the response were the same 
as those who had responded to the pandemic a year earlier. They had each 
other’s phone numbers on speed dial and were familiar with each other’s 
way of working. This meant that the emergency response was both efficient 
and adaptable. Neither the local government emergency operations centre 
nor the public health unit’s building could be used and alternative sites were 
identified. The identification of ‘safe sites’ from which to run an earthquake 
response was to prove extremely valuable in the future. A few buildings and 
many chimneys were demolished over the next few months – aftershocks 
were felt, some quite large, but few members of the community realized that 
the epicentres of the aftershocks were moving erratically but incrementally 
eastwards towards the city of Christchurch. People spoke a lot of their lucky 
escapes: the teenager who was thrown out the first floor of a building as it col-
lapsed; the man who narrowly escaped being buried by his chimney bricks as 
he leapt up to save his collection of bottles; the couple who had got up early 
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to catch a plane and, in the stillness and darkness following the earthquake, 
heard all the church bells ringing as the steeples swayed back and forth.

17.5.1 February 2011

Then, on Tuesday 22 February 2011 at 12.51 pm, while many people were 
meeting friends and colleagues for lunch, an aftershock struck that was to have 
a devastating effect on the city. There were no church bells ringing this time, 
as every church in the central city collapsed completely. Although only 6.3 in 
magnitude, the earthquake epicentre was close to the city and shallow (5 km), 
generating an unprecedented peak ground acceleration of 2.2g and the max-
imum modified Mercalli score of 10 in some parts of the city. Fortunately, the 
initial shake lasted only 12 seconds; otherwise many more buildings would 
have collapsed. The New Zealand building code requires buildings with an 
intended 50-year lifespan to be able to withstand a one in 500-year seismic 
event – the 22 February 2011 earthquake was considered a one in 2500-year 
event (Fig. 17.3).

There were 182 deaths in the first 24 hours following the earthquake and 
ensuing aftershocks, 115 in a single building that had been weakened by the 
earlier earthquakes. Ultimately 185 people were to die as a direct result of the 
Canterbury earthquakes – a tiny figure by international standards, but as a 
per capita mortality it placed New Zealand third in the world in 2011, after 
Japan and Namibia. Moreover, the cost of recovery has ballooned from an 
initially estimated NZ$12 billion to more than NZ$20 billion, easily the most 
expensive disaster, as a proportion of GDP, in any developed country, ever.

17.5.2 Impact on health care

The main hospital survived the earthquakes but suffered much infrastruc-
ture damage. Power across the city was lost immediately and remained out 

Fig. 17.3. Liquefaction dust rising above the 22-storey buildings in the city of Christchurch 
immediately post-earthquake (© Gillian Needham).
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for most of the central business district for several days. Although hospital 
backup generators kicked in within seconds, they had acquired sludge in the 
diesel tanks, which blocked the fuel pipes, causing further blackouts during 
the day. Other infrastructural difficulties included gases, fuel supply, power, 
boilers, sewerage, water, electricity, pipelines and air-conditioning among 
many other issues that required running repairs to keep the hospital going. 
The hospital’s large in-house maintenance and engineering staff were critical 
to their success under extreme duress – their local knowledge and ability to 
work together could never have occurred if the hospital had been reliant on 
contractors for its maintenance.

Many patients presented to the emergency department via a variety of 
modes of transport; many refused to enter the hospital as they were worried 
about aftershocks, so a treatment area had to be set up outside the hospital. 
Registration and tracking of patients was difficult with computer systems 
down, and communication was also difficult. There were 6659 injuries and 
142 hospital admissions in the five days following the earthquake of which 
just over half occurred on the first day. Although there were four amputees 
(three bilateral), 10 fasciotomies (this is a limb-saving surgical procedure 
where the fascia is cut to relieve tension or pressure to treat loss of circulation 
to an area of tissue or muscle) and 14 patients with crush injury syndrome, 
the vast majority of injuries were minor.

17.5.3 Coordinating the response

Outside the hospital, emergency services established the emergency op-
erations centre in the City Art Gallery, as they had done 5 months before, 
as it was a new building known to be earthquake resilient. A national 
emergency was declared on 23 February 2011 (New Zealand’s first na-
tional civil defence emergency) with the Chief Executive of the Ministry 
of Civil Defence as national controller. The relationship of health to 
emergency planning was not as strong at a national level as it was in 
Canterbury, but health representation was included in the executive. The 
inclusion of health at a high level, rather than subsuming it as part of 
welfare, was critical to a successful response. Trauma, search and rescue 
efforts are critical in the first few days (some would say hours) after the 
initial event. Water, sanitation and the consequent health risks are im-
portant considerations for weeks, sometimes months after nearly any 
type of disaster.

17.5.4 The wider response: water, sanitation and sewerage

With more than 80% of the central city’s water and sewerage system severely 
damaged, there was a high risk of enteric illness. Power was out across large 
parts of the city for three days, so although a boil water notice was issued 
people had to use gas-powered barbecues to boil their water. One lesson 
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from the earlier earthquake was to encourage people only to bring their 
water to the boil – not to ‘boil it for three minutes’ as had previously been 
advised. Protracted boiling has no health benefit and simply reduces valu-
able gas supplies. Once power was restored, boiling water became easier, but 
it would be many weeks before some houses had mains (reticulated) water 
restored.

The scale of the damage to the mains water system was such that the 
available number of registered water supply tankers was inadequate. Milk 
tankers were therefore requisitioned to deliver water to neighbourhoods 
which had no water. These became a useful focal point for providing mes-
sages to communities, including boil water notices.

Sanitation was also an immediate issue. Some areas, including the 
hospital, had a limited but fragile water supply, and a water conserva-
tion message of ‘If it’s brown flush it down – if it’s yellow let it mellow’ 
was used to minimize water wastage. Large parts of the central and 
eastern city had no water at all for many weeks, and a number of solu-
tions to no toilets were promoted. Information about digging backyard 
latrines was provided and morale was boosted with ‘dunny competi-
tions’ that were published in local newspapers. One innovative way of 
sewage disposal was to use plastic bags and dispose of them, once used, 
in waterproof garbage bins. The waste could then be removed by leak-
proof garbage trucks that delivered to a landfill accredited to take liquid 
waste. Ultimately, thousands of portaloos were brought into the city and 
positioned on the sides of streets for people to use – not ideal in the middle 
of the night for the elderly or debilitated, but better than a hole in the 
garden. More than 10,000 chemical toilets were provided for the elderly 
to use in their homes.

Drinking water had been contaminated by broken sewers adjacent to 
damaged drinking water reticulation. Extra monitoring of the city water 
supply was therefore needed and assistance was provided to the public 
health staff by defence force environmental health officers. The extent of 
Escherichia coli transgressions clearly indicated that it would be necessary to 
chlorinate Christchurch’s usually un-chlorinated, aquifer-fed water supply. 
It took many weeks for the chlorine to reach an effective level, as biofilm had 
accumulated over many decades in the pipes and rapidly soaked up any 
chlorine pumped into the system.

Until the water was effectively chlorinated, the boil water notice had to 
stay in place. It is well recognized that boil water notices are rarely rigor-
ously obeyed after the first week, but a survey 6 weeks after the earthquake 
indicated that the boil water notice was still being observed by 88% of the 
population all the time. As with the pandemic, hand washing was encour-
aged and alcohol-based hand cleaning gel was distributed to those areas of 
the city with no water.

The public health unit established a heightened gastroenteritis moni-
toring system using an augmented sentinel practice system normally used 
for detecting influenza during the winter. Despite many weeks without 
water or sanitation for large parts of the city, the surveillance did not detect a 
single gastroenteric outbreak in the months after the earthquake.
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17.5.5 Communications

Communicating messages to the communities around the city was key to 
maintaining resilience and a variety of systems were used. As well as the 
usual media outlets, ‘community briefings’ were established in local parks, 
convened by the mayor with the participation of all the main services, in-
cluding health. These meetings attracted many thousands of people, who 
were able to listen to and ask questions of leaders from the main emergency 
services, including public health. The meetings were also a useful vehicle for 
bringing together communities, who were able to share resources or identify 
those among them who needed special help.

17.5.6 Local citizen response

Using Facebook, a small group of local students recruited thousands of 
others to assist around the city doing odd jobs, carrying messages or shov-
elling liquefaction silt out of people’s homes and driveways. This ‘student 
army’ had originally been discouraged by the professional emergency re-
sponders, but they persisted and were soon welcomed to the response. In 
addition, farmers from out of town, who were less severely affected in the 
February 2011 earthquake than they had been in the September 2010 quake, 
brought in heavy equipment. The ‘farmy army’ and the ‘student army’ were 
great examples of how home-grown, self-reliant sectors of the community 
can provide extremely valuable assistance to the ‘experts’.

There were many other examples of communities helping themselves: 
tradesmen helped set up laundries in welfare centres; Māori from other 
iwi (tribes) came from around the country to assist local Māori providing 
a door-to-door service to the vulnerable around the city; sports clubs away 
from the affected areas provided free showers for people from areas with no 
water supply. Mutual support appeared to be the norm, and despite much 
being made in the media of isolated cases of looting, the police recorded a 
drop in reported burglaries of 38% following the February earthquake.

Notwithstanding what appeared to be relatively high levels of social 
capital in Christchurch, poverty and inequity were, inevitably, an issue 
in the aftermath of the earthquake. Wealthier communities appeared to 
be able to attract assistance better than poorer communities; one example 
was that more portaloos were delivered in middle-class areas compared 
with poorer areas. The poorer neighbourhoods of the city, as with many 
cities, were built on poorer-quality, low-lying land. As a consequence, these 
neighbourhoods suffered from devastating liquefaction and more sewage 
spills – ultimately leading to colder, damper and more crowded homes in 
the immediate and medium-term aftermath of the quakes. The Australian 
Medical Assistance Team (Ausmat) set up a field hospital in the poor, eastern 
area of the city and, in the absence of much trauma, spent a lot of time lis-
tening to the stories and complaints from local residents. Many Ausmat 
staff were concerned that social unrest would break out. Fortunately this 
did not eventuate; but population loss has been greatest from the poorest 
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areas following the earthquakes – a sign not only of unrepaired damage in 
this area, but also of disillusionment and despair.

17.5.7 The medium- to longer-term response

As the months have turned to years following the earthquakes, the aftershocks 
have gradually died away and people are now far more psychologically trau-
matized by struggles with insurance companies or repairers. Housing has 
become a critical issue for Christchurch, with affordable housing becoming 
extremely rare as workers have moved in to assist with the rebuild and homes 
have been demolished. People with mental health issues who would normally 
have been discharged home for community care are increasingly functionally 
homeless, and the mental health facilities are now constantly working at cap-
acity. Health agencies have assisted with well-being projects (including mental 
well-being) including community gardens, community cycle projects, food 
forests, and ‘gap fillers’ (where interesting art, gardens or activities are placed 
on vacant lots where buildings have been demolished). In addition, a major 
health-led project aimed at encouraging people to celebrate small achieve-
ments and delights, to seek help and discuss their problems with each other 
– the ‘All Right?’ campaign – has been delivered by the Canterbury District 
Health Board (Fig. 17.4). It may have helped, but in the absence of affordable 
housing it is not enough.

Although the number of people living in Christchurch city has declined 
slightly since the earthquakes, the overall population of the region has in-
creased. The rebuild appears to have stimulated growth with unemployment 

Fig. 17.4. The ‘All Right?’ campaign (© Aaron Campbell Photography).
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half the national average. Nearly 900 central business district properties and 
more than 5000 residential properties were demolished in the 4 years fol-
lowing the first earthquake and the city is now embarking on an ambitious 
rebuild programme.

The Canterbury Earthquake Recovery Authority (CERA) was established 
by an order of the Executive Council of the New Zealand Government on 28 
March 2011 with its terms of reference broadly defined by the Canterbury 
Earthquake Recovery Act, assented 1 month later. The purpose of the Act 
(and CERA itself) was to provide appropriate measures to enable a focused, 
timely and expedited recovery from the earthquakes with the participation of 
the Canterbury community. CERA is a central government department with 
its own Minister working in collaboration with local agencies. A public con-
sultation called ‘Share an Idea’ was promulgated by Christchurch City Council 
immediately following the earthquakes and this fed into CERA’s Central City 
Development Unit’s City Plan. More than 106,000 individual ideas from ‘Share 
an Idea’ were collated and categorized. Strong themes emerged around active 
transport, air and water quality, culture and vibrancy. It closely mirrored the 
environmental determinants of health model of Barton et al. (Fig. 17.5).
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Key Answers 

 • Public health agencies have a key role in promoting risk awareness among the communities 
they serve, preparing those communities for emergencies by working with a range of gov-
ernment and non-government agencies, including the private sector. Public health is 
uniquely placed in the health sector to bring together diverse groups in a ‘health in all pol-
icies’ approach. Public health agencies also have an operational role in communicable 
disease management, border control, and water and sanitary health. In recovery, a ‘deter-
minants of health’ approach is still important, with housing, employment and education 
issues impinging on health and mental health.

 • Primary and secondary care’s clinical focus does not lend itself well to interagency working. 
By contrast, public health agencies are used to working with local and central government, 
non-government organizations and the private sector, and therefore public health is the 

As a consequence, the new city is planned to be low rise, with more green 
spaces, and will be centred on specific anchor projects such as a cultural pre-
cinct, a health precinct (including the hospital) and an innovation precinct 
for business development, among others. As a community Christchurch has 
centred its future firmly on well-being with wealth, growth, employment and 
other health determinants in a supportive role, rather than the raison d’être of 
the city. Clearly public health and public health agencies have an important 
supportive role in the city’s aspirations. To that end, the New Zealand Public 
Health Unit produced an Integrated Recovery Guide based on a ‘Health in 
all Policies’ health determinants approach.

17.6 Summary

In conclusion, there were some valuable lessons learned during the influ-
enza pandemic by all agencies about the important role of health and health 
agencies in all emergencies, not just so-called ‘health emergencies’, and in 
all aspects of emergency planning. Trauma is well recognized but once 
managed (and often this is quickly) water and sanitary health risks can take 
centre stage for many weeks or months. Mental health issues can last many 
years, and effective recovery from a disaster requires a community-based 
well-being centred approach – a key skill of public health practitioners. 
A review of the resilience literature revealed the five commonest themes 
associated with community resilience: (i) communication; (ii) learning; 
(iii) adaptability; (iv) risk awareness; and (v) social capital. Health agencies 
are well placed to develop these characteristics in the communities they 
serve, and in Canterbury, New Zealand health agencies played an integral 
role in developing these characteristics before and during the pandemic of 
2009. The Canterbury earthquakes of 2010/11 demonstrated the import-
ance of these characteristics in any disaster.

Ultimately there is no such thing as a ‘health emergency’. All emergencies 
are health emergencies.

Continued
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Key Answers Continued
  mortar that holds the bricks of emergency planning together. Risk communication is one 

area of public health expertise, but this is best delivered by working as a partner with local 
and national media.

 • A number of operational issues are common to any natural disaster, such as water and sani-
tary health, communicable disease control, surveillance and mental health issues. While 
risk awareness is important, an all-hazards approach rarely captures the imagination of the 
public in the way that a specifically publicized hazard does. However, it is important that 
the information and skills conveyed to a community can be transferable. These might in-
clude social connectedness, hand washing and infection control techniques.

 • Recovery from a major natural disaster can take many years, during which time the nature 
of the problems faced by a community will change. The incidence of mental health issues 
climbs during the recovery phase and is heavily determined by determinants such as housing, 
employment and education.

http://www.rph.org.nz/content/1a79cc74-2d88-45de-ba1b-31b301ade08f.cmr
http://ecan.govt.nz/publications/Reports/fault-final-report-greendale.pdf
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